Default options: a powerful behavioral tool to increase COVID-19 contact tracing app acceptance in Latin America?
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Abstract
Given the rates of transmission of COVID-19, relying only on manual contact tracing might be infeasible to control the epidemic without sustained costly lockdowns or rapid vaccination efforts. In the first study of its kind in Latin America, we find through a phone survey of a nationally representative sample of ten countries that an opt-out regime (automatic installation) increases self-reported intention to accept a contact tracing app with exposure notification by 22 percentage points compared to an opt-in regime (voluntary installation). This effect is triple the size and of opposite sign of the effect found in Europe and the United States, potentially due to lower concerns regarding privacy and lower levels of interpersonal trust. We see that an opt-out regime is more effective in increasing willingness to accept for those who do not trust the government or do not use their smartphones for financial transactions. The local severity of the pandemic does not affect our results, but feeling personally at risk increases intent to accept such apps in general. These results can shed light on the use of default options not only for contact tracing apps but in public health overall in the context of a pandemic in Latin America.
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Introduction
The first case of COVID-19 was confirmed in Latin America on February 26, 2020, in Brazil. By mid-March, most countries in the region had adopted restrictive measures like banning international flights, prohibiting public mass gatherings, suspending in-person education, and closing restaurants and bars – in addition to communicating preventive measures aimed at keeping social distance, washing hands and, later, face covering. On May 22, 2020, the World Health Organization (WHO) declared South America the new epicenter of the pandemic (Feuer, 2020). To cope with the pandemic, as well as manage the reopening of their economies, countries around the globe have relied on technological tools in mobile phones for contact tracing,
such as Bluetooth Low Energy (BLE). Such technology can be used to detect and inform users when they have been in close-range physical contact with individuals who have tested positive for COVID-19 (and have informed their condition on the system). As such, it facilitates contact tracing between participating devices while allowing for the protection of private data (Bay et al., 2020; DP-3T Project, 2020; Troncoso et al., 2020). Testing, contact tracing, and quarantine/isolation were and continue to be key strategies to contain the spread of an infectious disease for which vaccination is not (widely) available. The use of contact tracing apps with exposure notifications\footnote{The WHO and the Pan American Health Organization (PAHO) use the term \textit{exposure notification apps}. The term \textit{contact tracing apps with exposure notification} follows current literature on mobile phone apps that can trace the close contacts of infected individuals (see Abeler et al., 2020; Abueg et al., 2020; Akinbi et al., 2020; Altmann et al., 2020; Anglemyer et al., 2020; Ayres et al., 2020; Bradshaw et al., 2020; Frimpong et al., 2020; Trang et al., 2020).} could alleviate the necessity of in-person contact tracing if enough people use it (Ferretti et al., 2020). With rates of uptake as low as 10%, contact tracing apps with exposure notifications are considered a preventive tool that can help save lives (Abueg et al., 2020; Ferretti et al., 2020; Servick, 2020) and control the epidemic without further sustained costly lockdowns (Abeler et al., 2020) or rapid vaccination efforts. Though contextual factors like virus caseloads and scope of manual contact tracing efforts can affect the minimum uptake rates to guarantee effectiveness of the apps, greater uptake improves effectiveness. In Supplementary Appendix Section A, we provide a detailed description on the technical aspects of contact tracing apps and how they compare to manual tracing.

Latin America and the Caribbean present a particularly challenging setting for the uptake of contact tracing apps with exposure notifications. Citizens have low levels of trust in government (important because apps are provided by public institutions), low trust in fellow citizens (important given that most apps require the infected person to change their own status within the application; so if citizens do not trust others to take that step, then they have less reason to download and use the app), and high degrees of concern regarding data privacy (Roseth et al., 2018). Furthermore, most countries have weak data protection frameworks, and low-income individuals might also be concerned about overloading their data plans (Roseth & Porrúa, 2021). Therefore, acceptability and uptake of contact tracing apps with exposure notifications are key (Anglemyer et al., 2020). For this reason, the Inter-American Development Bank (IDB) conducted a phone survey of a nationally representative sample of ten countries with 1000 observations per country, to understand, among others, the perceptions from the population of Latin America regarding the use of these types of apps with a focus on issues like trust and data usage. In this article, we use this survey to measure the self-reported intention to accept a contact tracing app with exposure notification depending on whether it is opt-in or opt-out. We achieve this by taking advantage that randomly in each country, half of the respondents in the survey were assigned to a questionnaire that asked about a hypothetical contact tracing app with exposure notification that the individual could download if s/he wishes, and half were assigned to a questionnaire about a default app that would be installed automatically (and can be uninstalled). To our knowledge, this is the first...
study to apply behavioral insights to the issue of intention to accept contact tracing apps with exposure notifications in Latin America, and the first to use survey experimental data to analyze the use of default options overall. We find that the opt-out option increases the self-reported intention to accept a contact tracing app with exposure notification by almost 22 percentage points compared with the opt-in one. This is opposite to what was found by Altmann et al. (2020) in developed countries through a non-experimental online survey targeted at intent to download/not remove contact tracing apps. In that case, the opt-in option seems to do a better job at increasing possible uptake. Our assumption is that this difference is potentially due to a higher value placed in privacy, and higher interpersonal trust in Europe compared with Latin America.

The severity and urgency of the COVID-19 pandemic meant that several studies relied on self-reported behaviors and perceptions to provide policy analysis and recommendations. Consequently, while the information collected through this survey refers to a self-reported intention to either download or not uninstall the application, and therefore, whether that translates into observable actions is beyond the scope of this article, it can shed light on the use of default options in the context of the pandemic in the region. The previous is particularly relevant considering that a randomized controlled trial of a contact tracing app with exposure notification is not feasible (Wang, 2021) and that different Latin American countries like Ecuador and Uruguay are already implementing this type of apps. In the UK, it has been estimated that for every 1% increase in app users, the number of COVID-19 infections can be reduced up to 2.3% (Wymant et al., 2021). Translating such results to Latin America, where the pandemic is far from over [150,000 new daily infections as of July 2021 (Reuters, 2021)], is key.

Behavioral Sciences, health, and technology

Use of default options on health interventions

Default options can be described as ‘… events or conditions set into place when no alternatives are actively chosen’ (Halpern, 2018, p. 2). As such, they are expected to produce changes in behavior because people tend to stick with the default option, while giving individuals freedom of choice by allowing them to opt-out (Choi et al., 2004; Sunstein & Reisch, 2014). Setting default options has been used in a variety of settings such as car insurance plan choices (Johnson et al., 1993), car option purchases (Park et al., 2000), consent to receive e-mail marketing (Johnson et al., 2003), 401(K) plans (Bernheim et al., 2015), and a variety of environmental preservation efforts (Sunstein & Reisch, 2014; Kaiser et al., 2020; Susntein, 2020). Regarding health-oriented decisions, default options have been shown to modify multiple behaviors – including increasing vaccination rates (Chapman et al., 2010), the choice of comfort-oriented end-of-life care (Halpern et al., 2013), consumption of fruits and vegetables (Just & Price, 2013), and the willingness to be an organ donor (Johnson

---

2See, for example, Altmann et al. (2020), Bradshaw et al. (2020), and Ayres et al. (2020) for studies on contact tracing apps; or Wise et al. (2020), Glöckner et al. (2020), Everett et al. (2020), and Lunn et al. (2021) for those on preventive behaviors.
& Goldstein, 2003, Van Dalen & Henkens, 2014, Moseley & Stoker, 2015). Moreover, it has been acknowledged that ‘default options in health information technology exert a powerful effect on user behavior …’ (Malhotra et al., 2016, p. 891).³ For example, Malhotra et al. (2016) studies the redesign of an e-prescribing interface for medical providers where brand-name medications were substituted by generic equivalents during order entry (and allowing a one-click override to order the brand-name option) and found that the proportion of generic drugs prescribed increased from almost 40% to more than 95%.

Use of behavioral science on contact tracing app with exposure notifications during COVID-19

Multiple models of contact tracing apps with exposure notifications have been employed during the pandemic, with differing degrees of user uptake. The MIT Technology Review COVID-19 Tracing Tracker project⁴ has documented a set of standard attributes pertaining to participation conditions, data management and underlying technology from apps in 46 countries (including only one in Latin America – Mexico), last updated in July 2020. The first multi-country large-scale study to measure attitudes toward contact tracing apps with exposure notifications to contain COVID-19 infections was performed in the UK, France, Germany, Italy, and the United States in March 2020 through a 10-minute online survey where respondents were presented with first with a hypothetical app that they could voluntarily install and then asked about the case in which the government requests mobile phone providers to automatically install the app on all phones, with the possibility to uninstall it (Altmann et al., 2020).⁵ The authors found broad support for a contact tracing app with exposure notification (70% on average) – but while 74.8% of respondents stated that they would use the opt-in app, only 67.7% affirmed support for the opt-out model. They also found that those with lower trust in their national government are more hesitant to have the app on their phones. Among the main concerns related to exposure notification are possible government surveillance at the end of the pandemic and cybersecurity.⁶ In Australia, Bradshaw et al. (2020) conducted a 2 × 2 online experiment on a hypothetical application – measuring changes in frames (intention vs. obligation) and information storage (destroyed after 21 days and anonymous vs. being unsecured and kept forever). The authors found that the application framework does not make any difference, but specifying that the information is secure increases the desire to download the application and the probability of recommending it to a friend or family member. Trang et al. (2020) run a full-factorial 3

³Other examples of digital nudging in health (not using default options): Villani et al. (2013), Gonzalez and Dulin (2015), Carter et al. (2013), and Hammonds et al. (2015).

⁴Available at: https://www.technologyreview.com/tag/COVID-19-tracing-tracker/.

⁵This study was not an experiment – respondents were asked about both options, making its results not directly comparable to the experimental literature.

⁶Akinbi et al. (2020) highlight that the intrinsic mistrust of the government might make individuals think that a contact tracing app with exposure notifications could be the beginning of more pervasive government surveillance. Among other reasons are data storage and battery use concerns (Ayres et al., 2020).
(benefit appeal: self vs. societal vs. self and societal) × 2 (privacy design: low vs. high) × 2 (convenience design: low vs. high) experiment in Germany during the rise of the COVID-19 pandemic by developing various designs for a fictitious app named COV-19 WATCH. They found that individuals characterized as ‘critics’ (at the 25 quantile of the propensity for accepting the app distribution) respond to societal-benefit appeals and privacy design in their installation decision. For ‘undecided citizens’ (at the 50 quantile of the propensity for accepting the app distribution), employing societal-benefit appeals and convenience in app usage is relevant. For ‘advocates’ (at the 75 quantile of the propensity for accepting the app distribution), none of the benefit appeals is superior. Finally, Ayres et al. (2020) conducted an experiment in the United States where in phase I, participants in the treatment groups were provided with information about a hypothetical app, and in phase II, they had to imagine that they had downloaded the app, and were exposed to different kinds of in-app notifications. They found that in-app notifications can be effective tools to promote pro-social behaviors and to induce people to take more precautions.

Data

The data for our analysis come from a phone survey conducted in ten countries in Latin America: Uruguay, Chile, Paraguay, Peru, Ecuador, Panama, Honduras, Costa Rica, El Salvador, and Mexico. In each country, 1000 individuals over 18 years old randomly chosen answered a survey with an approximate duration of 18 minutes. The survey included questions regarding technology usage, trust, behavior, and COVID-19, as well as basic socio-demographic indicators. It contained a module on a hypothetical contact tracing app with exposure notifications from the national government that would not consume data and that would allow respondents to know if they have a COVID-19 symptom and what to do about it. There were two versions of the questionnaire, each with a different approach to the hypothetical app module, randomly distributed among participants within country. As such, for half of the respondents, the questions were about an app that had an opt-in regime (it could be download voluntarily) and, for the other half, the default was an opt-out regime where the app was going to be installed automatically on their phone, but they could voluntarily uninstall it. Examples of apps installed by default are Samsung/Apple health, Google Maps, or Apple Music. While all those apps still require an agreement to terms and conditions to enable certain features (e.g., track heart rate or steps through Samsung/Apple health), they are similar to the idea that the questions in the survey were trying to capture. In fact, in some areas of the United States, the Apple operating system already included the contact tracing functionality, and users only had to turn it on as a setting to allow Public Health Authorities to notify you of possible exposure to COVID-19.

7In Mexico, the sample was of 1200 individuals to make the survey representative at the state level.

8As a phone survey, the questions did not get into the specifics if the application would imply consent usage of data or if acknowledgement and agreement to terms and conditions was going to be required.

9For more details on the specifics of contact tracing apps with exposure notifications, see Nelson et al. (2021).
The main outcome that we analyze in this article is self-reported intention to accept contact tracing apps based on whether the individual would voluntarily download it (opt-in) or voluntarily not remove it (opt-out) from their smartphone. See Supplementary Appendix Section B for details on data collection timeframes and survey design. For our analysis, we use the 73.8% of respondents who used a smartphone the week before the interview as those are the only ones that answer the questions default options and acceptance of contact tracing apps with exposure notifications. In Supplementary Appendix Section C, we show the descriptive statistics for this sample and prove that there are no statistically significant differences in socio-demographic characteristics, smartphone activities, trust, and data protection concerns across treatment groups. Something to highlight is the overall low levels of trust in public institutions (only 16% of our sample reports having a lot of trust in the government), low levels of interpersonal trust (over 80% of respondents think you can never be careful enough in your interaction with others), weak data protection frameworks (77% of Latin Americans claim that there are more risks than benefits of sharing personal data), and high levels of citizen concern regarding privacy in our sample (e.g., 58% (69%) of respondents claim not to know what private companies (the government) do with their personal data). Supplementary Appendix Table C.3 uses data from Latinobarometro to show how representative our sample is in terms of key variables.

Empirical approach

Descriptive analysis

As seen in Figure 1, 53% of individuals self-report their intention to download the app with notifications in their phone (or already have the official one of their country) in the opt-in regime. In the opt-out, we can see that 72% of respondents self-report they would not uninstall it (or that they already have it). In the other extreme, for not installing/uninstalling the app those figures are 18.4% and 11.1%, respectively. In Supplementary Appendix Section D, we show the same analysis done for the basic app (with no exposure notification). By observing these differences in means, it seems that there would be more chances that the app is in the phone of Latin Americans if the option is opt-out rather than opt-in, as the differences that we describe here are significant at the 1% level. We can see that under the opt-in regime, intention to accept is the highest in Chile and Panama. Under the opt-out regime, the highest levels of self-reported intention to not remove the app are seen in El Salvador, Peru, and Uruguay. What we find differs from what was observed in Europe and the United States by Altmann et al. (2020). While in developed countries on average 70% of respondents report their intention to install or keep the app across regimes (under voluntary installation 74.8% of respondents claim to definitely install or probably install the app and under automatic download 67.7% of respondents claim to definitely keep or probably keep the app10), in Latin America, the magnitude of the effect of the opt-out option in increasing contact tracing app with exposure notification intention to accept is non-negligible. Two interrelated reasons may explain

10While Altmann et al. (2020) had five alternatives for self-reported intention to download or not uninstall the app, in our study there were three.
this: different attitudes toward privacy and different levels of interpersonal trust. First, as shown by Prince and Wallsten (2020), Europeans generally place a higher value on privacy than Latin Americans. For example, they found that whereas Europeans and Americans demanded payment to receive personalized advertising via text message, participants from Argentina, Colombia, and Mexico were willing to pay for such advertising. This may lead Europeans and Americans to objecting more to an app that is automatically installed on their phone without prior consent. Second, European countries have higher levels of interpersonal trust than Latin American countries (Haerpfer et al., 2020). This potentially could lead to a belief that their fellow countrymen would actively make the pro-social decision of downloading a contact tracing app. This would make the opt-in version more effective on the aggregate, as the app’s effectiveness depends on the scale of take-up. Europeans and Americans may also perceive the opt-in version as more palatable to their fellow countrymen for the privacy concerns mentioned above. Latin Americans, conversely, may perceive an app that is imposed from outside to be more effective than an opt-in one, due to their lower faith in others to actively make a pro-social decision. In Supplementary Appendix Section E, we show the determinants of acceptance per regime, and the self-reported reasons behind them.

The intention to accept question was later repeated but adding conditions to the contact tracing app with exposure notifications. First, we see the change in the intention to accept of the contact tracing apps with exposure notification separately under the two regimes if the person were a COVID-19 positive case, if the person had a family member who is COVID-19 positive, and if the app instead of being designed by the national/federal government were to be designed by the local government, an international tech company (like Apple or Google), a phone company or the WHO. Figure 2 shows the aggregate results. For each regime, thinking of having COVID-19 or having a family member that has tested positive for COVID-19 increases the self-reported intention to install (not uninstall) the app: around 65% intention to accept in the opt-in case and 81% in the opt-out (both differences are significant, as shown in Supplementary Appendix Figure E.3). When compared to the national government, all the other potential designers (local governments, an
international company, a local phone company, and the WHO) decrease intention to accept the app for each regime. For more information on the results of this survey and the implications for contact tracing app design, refer to Nelson et al. (2021).

Model
To estimate whether default options can increase the intention to accept a contact tracing app with exposure notifications, we run the following econometric model: \(Y_i = \beta_0 + \beta_1 T_i + \gamma X_i + \epsilon_i\), where \(Y_i\) is a dummy that equals to 1 if a respondent self-reports an intention to accept the contact tracing app with exposure notifications – claims to ‘Definitely Install’ or spontaneously states they already have the official app of the country in the opt-in regimen or ‘Definitely not uninstall’ in the opt-out regime (or spontaneously states that they already have the official app of the country), and 0 otherwise (note that to be conservative, a self-reported acceptance of the app is when the person claims for sure to either install it or not uninstall it). \(T_i\) is a dummy equal to 1 if subject \(i\) was randomly assigned to the opt-out survey arm and 0 if she was assigned to the opt-in, and \(\epsilon_i\), is the error term. \(X_i\) is a vector of covariates including gender, age, education, household composition, level of trust in the government, level of trust in other individuals, perception of data protection, and country that the respondent belongs to. As a second step, we also run the same series of analysis but conditioning the outcome to the alternatives in Figure 2. The model is run through OLS with robust standard errors and population weights.

Results
Figure 3 shows the results of the linear probability model for the effect of the opt-out regime versus the opt-in one. In every case, having a contact tracing app with exposure notification that is installed automatically significantly increases the intention to accept compared to an app that must be voluntarily installed – even after controlling for socioeconomic, level of trust, phone usage, and data control characteristics, as well
as country fixed effects. In the case of the basic contact tracing app with exposure notifications, results show that the opt-out option significantly increases the intention to accept by 21.58 percentage points compared to the opt-in regime. Given that the self-reported intention to install the app is 52%, the previous translates into an increase of around 40% in intention to accept. Such probability is 6 percentage points lower for those with less than high school education compared to respondents with more than high school; 3.1 percentage points lower for respondents with high school education compared to those with more than high school; 7.4 percentage points higher for those who regularly use instant messenger; 4.6 percentage points higher for those who do online shopping on their phones (compared to those who never do); 5 percentage points higher for those who trust the government; and 7.7 percentage points higher for those who believe the benefits of sharing data outweigh the

Figure 3. Main results. Note: in the case of opt-in, the dependent variable is an indicator variable taking the value 1 if a respondent answered ‘Definitely Install’ or spontaneously declared to have the official app of their country, and 0 for ‘Probably Install’ or ‘Definitely not install’. In the case of opt-out, the dependent variable is an indicator variable taking the value 1 if a respondent answered ‘Definitely not uninstall’ (or spontaneously declared to have the official app of their country), and 0 for ‘Definitely uninstall’ or ‘Probably uninstall’. We use a Linear Probability Model. Lines represent 95% confidence intervals calculated with heteroskedasticity-robust standard errors. Population weights used. Marginal effects displayed (a coefficient of 0.1 implies a respondent who chose this option is 10 percentage points more likely to state they would use the phone relative to the base category). Base categories: 61 years old or more, more than high school; men; no children under 12 at home; no seniors at home; does not use social network or instant messaging; does not do online shopping; does not trust the government nor others; does not believe the benefits of sharing data outweigh the costs; does not believe to have control over its personal data, or to know what the government does with personal data. Includes country FE. See Supplementary Appendix Table F.1 for point estimates, standard errors, significance levels and $N$. 
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risks. Conditional on thinking about being COVID-19 positive, the opt-out option significantly increases the intention to accept by 16.09 percentage points compared to the opt-in regime; the same figure is 15.98 percentage points when thinking about having a family member who is COVID-19 positive. The comparison of the regression coefficients between the unconditional contact tracing app option and each of the conditional ones shows that the difference in the point estimates is significant at the 1% level. In Figure 4, we change the dependent variable to the app being designed by different institutions instead of the national government. When the local government designs it, results show that the opt-out option significantly increases the intention to accept in 22.28 percentage points compared to the opt-in regime. When the designer is an international company like Apple or Google, the difference is 18.30 percentage points (with younger cohorts, regularly using the phone for messaging or financial transactions, believing to have control over personal data and believing that sharing personal data has more benefits than costs increasing such probability, and being a woman and less educated decreasing it). On the other hand, when the designer is a local phone company, the figure is 21.64 percentage points, similar to the results for when the designer is the WHO (21.14 percentage points). The comparison of the regression coefficients between the app designed by the federal government and each of the other designer options shows that the only significant difference in point estimates is seen for an international company like Apple or Google. In general terms then, the opt-out regime increases the intention to accept contact tracing

Figure 4. Main results, by implementing institutions (local government, international company, local phone company, WHO). Note: idem Figure 3.
apps with exposure notifications. The difference in intention to accept between the regimes is reduced when respondents are prompted to think about being COVID-19 positive, have a family member who is COVID-19 positive or when the designer is an international company like Apple or Google rather than the national government. In the first two cases, the reason for the reduction of the difference between regimes is that the probability of acceptance under the opt-in option when the individuals feel at risk increases more than proportional than the probability of acceptance in the opt-out option under the same circumstance. However, the decrease in the difference between regimes in the last case is a product of the probability of acceptance under an implementing institution like Google or Apple (rather than the national government) decreasing under the opt-out option more than proportional than the decrease in probability of acceptance in the opt-in option under the same circumstances. See Supplementary Appendix Table F.1 for the estimates of all different models.  

In Supplementary Appendix Section F.3, we performed a series of heterogeneous effects. While, in every case, the intention to accept the app increases with an opt-out regime compared to an opt-in one, we do not find statistically significant differences by region within Latin America or by COVID-19 incidence. Moreover, while we found some indication that default options could be more effective for those who do not trust the government, we do not find any differences by the degree of control over personal data. Given that the previous issues of trust and data sharing concerns are self-reported perceptions, we finally show results by phone usage to make financial transactions (do online shopping or payments). The assumption is that reporting using phones regularly to make transaction is a better proxy for actual behavior related to data privacy concerns. We found that the probability of acceptance of the app increases by 24.9 percentage points in the case of an opt-out regime compared to an opt-in for respondents who claim to never have used their phones in the previous week to make financial transactions. For those who did, such figure is reduced by 9.12 percentage points. We can thus extrapolate that default options are more effective for those who, probably, are not comfortable with having bank or credit card information to make payments through their phone – in other words, those who by their actions show not feel comfortable sharing personal data compared to those who do.

Finally, in Supplementary Appendix Section F.4, and as a robustness test for our previous results, we also run the same analysis but changing the outcome, exploiting three questions related to the handling of the pandemic that were asked after the contact tracing app with exposure notification module. We do not find significant differences by treatment arm.

**Conclusion**

Testing, contact tracing and quarantine/isolation are the key strategies to contain the spread of an infectious disease for which vaccination is not yet (widely) available.

---

11Supplementary Appendix Section F.2 shows the analysis excluding those who already downloaded the official apps of their country and find similar results.
Given the rate of transmission of COVID-19, relying only on manual contact tracing might be challenging to control the spread of the virus. Contact tracing apps with exposure notifications in theory, and under the right protocols, have the potential benefits of being limited to physical proximity only, of not relying on individual recall, of being anonymous by design, of allowing an immediate alert and not requiring human inputs for contact identification. Such features can be important in Latin America, where, as shown in this article, there are low levels of trust in public institutions, high levels of citizen concern regarding privacy, generally weak data protection frameworks, and low levels of interpersonal trust.

In this article, we found that there is an overall high reported intention to accept contact tracing apps with exposure notifications – around 64% on average across opt-in (voluntary installation) and opt-out (automatic installation with an uninstallation option) regimes. This figure is slightly lower to what was found in Europe and the United States, which was 70% on average. Acceptance increases if the person thinks about being COVID-19 positive or having a family member who is infected. Moreover, most participants stated that they trusted an app designed by national governments more than one designed by local governments, local phone companies, international companies, or the WHO.

The main finding of this study is that framing matters: the opt-out option significantly increases the intention to accept a contact tracing app with exposure notification by 21.58 percentage points compared to the opt-in regime (which translates into an average increase of around 40%), even after controlling for individual characteristics. This result is very much aligned with findings from many areas in behavioral economics studies, such as the use of green energy, organ donation and savings (Sust`eint, 2020). It is also aligned with the findings of Malhotra et al. (2016) regarding how combining default options with technology in the health sector can leverage the powerful effects that default options already have. However, our results differ from those found in developed countries, potentially due to lower concerns regarding privacy and lower levels of interpersonal trust in Latin America. Moreover, in our sample, the difference between regimes is reduced when respondents have to think about being COVID-19 positive, have a family member who is COVID-19 positive or when the designer is an international company like Apple or Google rather than the national government. It is also reduced when respondents claim to have used their phones in the previous week to make financial transactions compared to those who do not, and for those who trust the government compared to those who do not. In terms of individual characteristics, we also find that trust is important for acceptance, as well as using a cellphone for financial transactions and believing that the benefits of sharing personal data outweigh the risks.

Our study has some limitations that we tried to address through the article. First, our data was collected on a sample of Latin American countries, so results might not apply to other regions. We do find, however, that for every country in the sample an opt-out regime significantly increases self-reported acceptance compared to an opt-in option (though magnitudes vary). Therefore, our evidence-based policy recommendations can be applied through the continent and might put us one step closer to ending the pandemic. Second, we cannot observe actual behavior and therefore whether that translates into observable actions is beyond the scope of this article.
However, the severity and urgency of the COVID-19 pandemic means that several studies, like ours, have relied on self-reported behaviors and perceptions to provide policy analysis recommendations. Moreover, previous research projects have found a good correlation between self-reported and actual behavior (see, e.g., Chandon et al., 2005; Junco, 2013; Hainmueller et al., 2015; Sticca et al., 2017; Waterfield et al., 2020). Third, research has found that uninstall rates for apps is around 28% after 30 days of app installation (Freer, 2018), so perceptions and attitudes toward the app months after its introduction are not being captured by our survey. Finally, in our article, we measured support for the ‘general concept’ of a contact tracing app, so not having all the details might have influenced responses. However, the fact that the main reasons reported by individuals regarding their unwillingness to accept the app seem to be the same across regimes suggests that our concept is acceptable for this study.\footnote{Altmann et al. (2020) found that details given about implementation (like if the app used Bluetooth or GPS) had little impact on support.}

In terms of what our findings imply for policymakers, several things are worth highlighting. First, contact tracing apps with exposure notifications are not a silver bullet, are still being tested, and need to be part of a broader strategy. For example, apps must be supported by massive testing so that notifications do actually take place. The risk of having a contact tracing app with exposure notification in people’s smartphones without these underlying conditions is creating a feeling of false security, as positive cases will go undetected, and alerts will never be sent – which might induce them to act irresponsibly (also highlighted by Ayres et al. (2020)). Moreover, there is still the need for those who get a positive notification to quarantine.

Second, there are practical implications to consider. For instance, there needs to be a Governmental body in charge of decisions such as: how will positive cases be notified? what is considered significant contact? (how many minutes? at what distance?) how many people have smartphones? what models are more common? (old models may not have the necessary requirements). Moreover, sunset clauses (the app would be automatically deleted from smartphones once the pandemic is over) as well as a data destruction mechanism are also issues that have been considered when thinking about default options (Dahmm, 2020; Miller, 2020). Policymakers along mobile phone companies would also have to work together to determine the best way to preinstall these apps, with the before mentioned technical considerations.

Third, there is a possible paradoxical risk of success in acceptance of contact tracing app with exposure notifications: if Latin American countries are successful in prompting high uptake, then due to the weak institutional capacity regarding data protection (Muente & Serale, 2020), there is greater exposure to misuse of personal data perhaps even undermining the utility of such apps before the pandemic is over. This means that, even if high adoption of contact tracing apps with exposure notifications is necessary for fighting the pandemic, it carries a new (additional) need for strengthening data protections in the region. That is one of the reasons why models like the one promoted by Google and Apple are preferred to centralized options that need users to register with the authority providing the app.
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Therefore, finally, we must find a balance. There is a clear tradeoff between facilitating uptake of these apps while still maintaining that the population is well informed and providing explicit consent to use these applications. Defaults may increase acceptance significantly – as was shown in this article through self-reported willingness to accept – but may potentially reduce perceptions around trust and transparency. If people do not trust the technology or the entity that deploys it, they may look for workarounds (i.e., leave their devices at home) or not report for testing, which would jeopardize the effectiveness of the efforts to stop the spread of the disease. We show in our article that issues of trust like not wanting the government to have access to their location, not believing in the promises of anonymity or thinking the government could have control over people, as well as technical reasons like not having enough space on their phone or not knowing how to uninstall the app are of concern among respondents that were asked about the hypothetical opt-out app (even though, as we noted, those concerns could have been influenced by the fact that we asked about the ‘general concept’ of a contact tracing app with little details). The previous, plus legal requirements for explicit consent, need to be considered [see companion paper Nelson et al. (2021)], and therefore, it may be difficult to implement a pure opt-out option. However, we cannot ignore the fact that explicit consent may reduce uptake. Policymakers should consider that many aspects of a contact tracing app with exposure notification can benefit from the use of defaults, all while maintaining privacy by design, explicit consent for key functions following legal guidelines, and clear communication to citizens. Moreover, it is important for policymakers to think of ways of extending the use of these apps to deal with other aspects of the pandemic, like increasing vaccination efforts [e.g., having automatic vaccination appointments, similar to the experiment performed by Chapman et al. (2010) with the influenza vaccine]. These aspects are critical to ensure that users trust the technology and, overall, the health system to effectively influence behaviors for current and future pandemics in Latin America.
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