
APPENDIX

Eighteen Major Cases

This book is based on an analysis of fifteen major U.S. and three international trans-
parency policies. This Appendix provides a summary of the legislative history, purpose,
provisions, politics, and dynamics of each of these policies. We have categorized U.S.
cases by two broad policy objectives: reducing risks to the public and improving the
quality and fairness of critical services. The three international policies are described in
the final portion of this Appendix.

Further detail on each of these cases and links to related materials are available at the
Transparency Policy Project Web site: http://www.transparencypolicy.net/.

TARGETED TRANSPARENCY IN THE UNITED STATES

Reducing Risks to the Public

Disclosing Corporate Finances to Reduce Risks to Investors
Created as a response to crisis, the United States’ system of corporate financial disclosure
was cobbled together in 1933 and 1934 as a pragmatic compromise. Millions of Americans
were left holding worthless securities when the stock market crashed in October 1929. By
1932, the value of stocks listed on the New York Stock Exchange had fallen by 83 percent.
Congressional hearings revealed patterns of inflated earnings, insider trading, and secret
deals by J. P. Morgan, National City, and other banks, hidden practices that contributed
to the precipitous decline of public confidence in securities markets. Echoing Louis D.
Brandeis’s declaration that “sunlight is . . . the best disinfectant,” Franklin D. Roosevelt,
the nation’s newly elected president, championed legislation to expose financial practices
to public scrutiny.1

The Securities and Exchange Acts of 1933 and 1934 required that publicly traded
companies disclose information about their finances in standardized form in quarterly
and annual reports. Congress also authorized the newly created Securities and Exchange
Commission (SEC) to issue uniform accounting standards for company financial disclo-
sures. To gain support for a workable compromise, the disclosure requirements excluded
banks, railroads, and many companies. Felix Frankfurter, Roosevelt’s senior adviser on
the legislation, called the Securities Act a “modest first installment” in protecting the
public from hidden risks.2
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Later crises strengthened disclosure requirements.3 In the 1960s, the scope of disclosure
was broadened when an unprecedented wave of conglomerate mergers followed by a
sudden collapse of their stock prices created pressures for better information. Congress
responded in 1968 with the Williams Act, which required disclosure of cash tender offers
that would change ownership of more than 10 percent of company stock; Congress
strengthened the law two years later by lowering the threshold for reporting to 5 percent
and adding disclosure of product-line data.4

In 1969 and 1970, the Accounting Principles Board, an outdated instrument of
accounting industry self-government, was replaced with the current Financial Account-
ing Standards Board (FASB) as one way to improve investors’ confidence in the disclosure
system. The new private-sector board had authority to set accounting standards and fea-
tured broader representation and funding, a larger professional staff, and a better system
of accountability. Over time, the board substantially tightened accounting standards.5

In the late 1970s, congressional investigations raised new questions about FASB’s dom-
ination by big business. In response the board opened meetings, allowed public comment
on proposals, provided weekly publication of schedules and decisions on technical issues,
framed industry-specific accounting standards, analyzed economic consequences of pro-
posed actions, and eliminated a requirement that a majority of its members be chosen
from the accounting profession.6

Over the years, other crises broadened the scope of disclosure and improved the accu-
racy and use of information. In 1970, for example, after 160 brokerages failed, Congress
required new disclosures from broker-dealers concerning their management and finan-
cial stability.7 In 1977, Congress broadened transparency in response to publicity about
bribes and illegal campaign contributions by corporate executives.8 Lapses in manage-
ment in some of the nation’s largest corporations led the SEC to issue rules in 1978 and
1979 that required new disclosures concerning the independence of board members,
board committee oversight of company operations, and failure of directors to attend
meetings.9 In the 1990s, increases in individual investing and the rise of online investing
led the SEC to adopt “plain English” disclosure rules, which required prospectuses filed
with the agency to be written in short, clear sentences using nontechnical vocabulary
and featuring graphic aids.10

The sudden collapse of Enron Inc. in December 2001 once again created a crisis-
response scenario that generated pressures to improve corporate financial reporting.
Shareholders lost their savings and employees lost retirement funds when the nation’s
largest energy trader filed for bankruptcy.

Enron’s collapse pointed to systemic problems with the United States’ most trusted
public disclosure system. The SEC charged executives of Waste Management, World-
Com, Adelphia Communications, Tyco International, Dynergy, Safety-Kleen Corp., and
other large companies with a variety of offenses related to withholding information
from the public. Executives of Enron, WorldCom, and other large companies were
indicted for fraud and other offenses. Ten large investment firms settled with the SEC,
the New York State attorney general, and other regulators for permitting improper influ-
ence of their research analysts by their investment banking interests. Arthur Andersen,
Enron’s auditor, was charged with obstruction of justice for destroying auditing doc-
uments, a blow to the firm’s reputation that drove it out of business. Evidence of col-
laboration by accounting firms that also earned huge consulting fees, stock boosting
by analysts, and inadequate oversight by company boards, as well as a declining stock

https://doi.org/10.1017/9780521699617.010 Published online by Cambridge University Press

https://doi.org/10.1017/9780521699617.010


Targeted Transparency in the United States 185

market, once again called into question the integrity of the corporate financial disclosure
system.11

The systemic problem was that the disclosure system had failed to keep pace with
changing markets. After the fact, Congress’s General Accounting Office (GAO) concluded
that

changes in the business environment, such as the growth in information technology, new types
of relationships between companies, and the increasing use of complex business transactions
and financial instruments, constantly threaten the relevance of financial statements and pose a
formidable challenge to standard setters. . . . Enron’s failure . . . raised . . . issues . . . such as the
need for additional transparency, clarity, more timely information, and risk-oriented financial
reporting.12

By 2002, another round of disclosure reform was under way. Public companies,
accounting firms, stock exchanges, analysts, and other participants in securities markets
all made voluntary changes. On July 30, 2002, President George W. Bush signed into law
the most far-reaching reforms of financial disclosure since the 1930s. The Sarbanes-Oxley
Act, sponsored by Senator Paul Sarbanes (D-Md.), senior Democrat on the Senate Bank-
ing Committee, and Representative Mike Oxley (R-Ohio), chair of the House Financial
Services Panel, created a new agency charged with watching over the accounting watch-
dogs. The private, nonprofit Public Company Accounting Oversight Board, consisting
of five members appointed by the president and a staff of five hundred, was authorized
to establish auditing standards, monitor accounting firms’ practices, and fine them for
improprieties.

The law also limited consulting services that auditors could offer to corporate clients
and required rotation of partners assigned to corporations every five years. It estab-
lished new criminal penalties, including twenty-five-year jail terms for securities fraud
and twenty-year terms for destroying records. It required chief executives and financial
officers to certify financial reports and required that material changes in financial con-
dition be disclosed immediately in plain English. It also established a restitution fund
for wronged shareholders. In what would become the law’s most controversial provi-
sion – because of its high cost, as its requirements were translated into new demands on
companies by outside auditors – section 404 held managers responsible for maintaining
adequate internal controls over financial reporting.13

In other disclosure reforms, the SEC required public companies to file annual and
quarterly reports more quickly (generally annual reports within sixty rather than ninety
days after the end of the year and quarterly reports within thirty-five rather than forty-
five days after the end of the quarter). New disclosure rules also required expensing of
stock options, fuller financial disclosure by mutual funds, and more information about
executive pay.14

The accounting scandals of 2001 and 2002 also led to new ideas about making financial
reporting more useful to investors. A forum convened by the GAO in December 2002
noted that the model of financial reporting had not changed since the 1970s and was
“driven by the supply side . . . accountants, regulators, and corporate management and
boards of directors.”15 The GAO suggested layering reporting to give users the informa-
tion they needed and encouraging “demand-side,” user-centered disclosure reforms.16

In an interesting complementary effort to improve the capacity of information users
to understand financial information, Congress also approved the Financial Literacy and
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Education Improvement Act, which created a commission to develop a national strat-
egy to promote financial literacy. The new law responded to research that suggested
that many Americans lacked the knowledge needed to make informed financial
judgments.17

In 2006, the reform of the corporate financial disclosure system remained a work in
progress. The costs of more rigorous disclosure, especially to small businesses, and the
reach of reforms to companies headquartered in other countries were among the many
controversial political issues. It remained to be seen whether recent legislative cures in fact
would reduce underreporting and misreporting by companies and prove cost-effective
in the long run.

Disclosing Chemical Hazards to Reduce Workplace Health and Safety Risks
A National Institute for Occupational Safety and Health survey conducted in 1972 found
that “approximately 25 million U.S. workers, or one in four, [were] potentially exposed to
one or more of . . . nearly 8000 hazards” and that 40 to 50 million Americans, amounting
to over 20 percent of the population, may have been exposed to hazardous chemicals.18

Often neither employers nor employees were aware of the presence of hazardous sub-
stances in the workplace. Lack of knowledge hampered diagnosis and treatment when
workers became ill from chemical exposure.

Responding to this problem in the 1970s, unions, public interest groups, and state
legislators promoted the idea of a workers’ “right-to-know” about chemical exposures
and associated dangers.19 The federal Occupational Safety and Health Administration
(OSHA) had issued standards specifying limits on levels of benzene, lead, and some
other extremely toxic chemicals, but promulgating separate standards for hundreds of
thousands of hazardous chemical products seemed impractical. Instead, labor and other
public interest groups pressed for an approach based on greater transparency.

In 1981, the Carter administration proposed a disclosure requirement that would
have applied “to virtually all businesses that used hazardous substances.”20 The Reagan
administration, however, proved more hostile to greater transparency, prompting unions
to shift their lobbying efforts from the federal to the state level. As a result, many states –
including New Jersey, Pennsylvania, and Illinois – adopted their own right-to-know
laws by the mid 1980s.21 At that point, industry groups supported adoption of a uni-
form federal standard as an alternative to variable state right-to-know laws, and the
federal hazard communication standard was adopted in 1983. The Reagan administra-
tion narrowed the initial rule to require only manufacturing firms to disclose chemi-
cal information.22 OSHA argued that manufacturing amounted to 32 percent of total
employment and accounted for more than 50 percent of illnesses caused by exposure to
chemicals.23

The requirement created a two-part chain of disclosure. First, chemical manufac-
turers and importers evaluated the hazardousness of the substances they produced or
imported and disclosed that information to employers who purchased their products.
Second, employers made the information available to workers who handled hazardous
substances. Manufacturers and importers attached to containers of hazardous chemi-
cals descriptive labels listing the identity of the substance, a hazard warning, and the
company’s name and address. Chemical manufacturers also provided employers with
material safety data sheets that contained more extensive information about chemical
identity, physical and chemical characteristics, physical and health hazards, precautions,
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and emergency measures. Finally, in plants where workers were exposed to hazardous
substances, employers were required to provide the data sheets and train employees
in accessing chemical information, protecting themselves from risk, and responding to
emergencies.

Many labor and consumer groups were unsatisfied with the disclosure system’s limited
scope, however. Soon after its approval, United Steelworkers of America, AFL-CIO-CLC,
and Public Citizen attacked the standard’s narrow scope and preemption of sometimes
stronger state right-to-know laws. Rejecting the Reagan administration’s rationale for
limiting disclosure to manufacturing firms, the U.S. Court of Appeals in 1985 directed
the secretary of labor to extend disclosure to all sectors. In 1987, a new court ruling
confirmed that all industries where employees were potentially exposed to hazardous
chemicals had to comply with the disclosure requirements. By 2004, OSHA estimated
that over 30 million American workers were exposed to hazardous chemicals in their
workplaces and that the hazardous chemical reporting system affected around 3 million
workplaces and 650,000 chemical substances.24

Over time, chemical manufacturers improved their disclosure of chemical hazards.
Manufacturers responded to employers’ requests for additional chemical information
and sought to limit their potential liability for willfully hiding information on dangerous
chemicals.25 A 1992 study by the GAO found that 56 percent of surveyed employers
reported “great” or “very great” improvement in the availability of information, and
30 percent said they substituted less-hazardous chemicals because of the information
they received.26

Material safety data sheets became a routine method of conveying product information
about both hazardous and nonhazardous chemicals. Many firms now post on the Internet
data sheets for all their products, and a number of Web sites offer searchable databases.
Some manufacturers use disclosure as a competitive tool, offering their customers more
information than OSHA requires, including guidance on how to comply with disclosure
requirements, training materials, and experts to assist customers.27

Manufacturers and employers also improved the quality of the reported information.
Responding to criticism about the quality of material safety data sheets, the Chemical
Manufacturers Association convened a committee to develop guidelines for the prepa-
ration of such sheets. Their effort contributed to the adoption of a voluntary industry
standard for these sheets in 1993, which was subsequently endorsed by OSHA.

Despite progress of this kind and several OSHA guidelines aimed at improving dis-
closure, chemical hazard disclosure ranked second in the list of the ten most violated
OSHA standards in 2005, accounting for over 8 percent of all violations.28

The extent to which workers comprehend disclosed information about chemical haz-
ards and take protective measures in response also remains unclear. Surveys have shown
that employees are generally able to understand only around 60 percent of information
in chemical data sheets,29 with more-educated workers doing significantly better than
those who are less educated.30 Even in cases where workers understand safety informa-
tion, surveys suggest that they often make only limited use of it.31 It is also interesting to
note that all documented cases suggesting that training and information disclosure have a
positive impact on workers’ behavior involve unionized firms where labor organizations
may have played an intermediary training or information-disseminating role.32

At the international level, OSHA played an important role in the development of
an international format for chemical classification and labeling, leading to the United
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Nations’ adoption of a globally harmonized standard in 2002.33 That standard, scheduled
for implementation by 2008, had not yet been adopted in 2006 by OSHA for use in the
United States, however.

Disclosing Toxic Releases to Reduce Pollution
Following a tragic accident at a pesticide plant in Bhopal, India, in 1984, in which deadly
gas killed more than two thousand people in surrounding areas and injured more than
a hundred thousand, the U.S. Congress required manufacturers that produced or used
large quantities of a selected list of toxic chemicals to report annually on quantities of their
release into the air or water or onto land, chemical by chemical and factory by factory. The
company disclosures were assembled by the federal Environmental Protection Agency
(EPA) in a Toxics Release Inventory (TRI). The Bhopal disaster provided the immediate
impetus for toxic pollution disclosure. But the idea that the public had a right to know
about toxic pollution in communities was also rooted in a decade of work by labor and
community groups aimed at disclosing workplace and community hazards.34

The new requirement represented a hastily constructed political compromise tacked
onto a larger legislative effort to provide an emergency response system for chemical
accidents. Disclosure was supported by key senators – Robert Stafford (R-Vt.), Frank
Lautenberg (D-N.J.), and Lloyd Bentsen (D-Tex.) – and by right-to-know and envi-
ronmental groups. However, manufacturers sought successfully to narrow its scope by
limiting the chemicals to be reported and the manufacturers required to report, excluding
reporting of toxic chemical use (as opposed to release into the environment), and allow-
ing companies to estimate releases using a variety of techniques that could be changed
without notice. The EPA initially saw the disclosure system as a burdensome paperwork
requirement.

Over time, however, toxic pollution disclosure provided an important bridge between
traditional right-to-know measures and newer targeted transparency systems. When dis-
closure caused some large companies to make voluntary, immediate, and drastic reduc-
tions in toxic pollution, federal officials began to refer to the requirement as one of the
nation’s most successful environmental regulations. By the late 1990s, the disclosure sys-
tem was credited with reducing toxic releases by nearly half in little more than a decade.35

The dynamics of toxic pollution disclosure reflected shifting political priorities. In the
1990s, the Clinton administration substantially strengthened disclosure by increasing
the number of chemicals covered, lowering thresholds for reporting of particularly haz-
ardous chemicals, and requiring federal facilities, power plants, and mining operations
to report.36 However, the George W. Bush administration asked for cutbacks in reporting
in 2006. The administration proposed relieving nearly four thousand companies from
detailed reporting and suggested reducing reporting to every other year as a cost-cutting
measure.37

Weaknesses in the disclosure system persisted. Disclosure metrics (releases in pounds)
did not help citizens assess toxicity or exposure and therefore could not create incentives
to reduce risks efficiently.38 In addition, companies used different estimating techniques,
data accuracy remained uncertain, and, despite advances in information technology
that made near real-time reporting feasible, timeliness of disclosure remained a serious
problem. Factory-by-factory toxic pollution for calendar year 2004 was not reported to
the public until April 12, 2006.39
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Disclosing Nutritional Information to Reduce Disease
The Nutrition Labeling and Education Act of 1990 (NLEA) required food processors
to label products with amounts of key nutrients as a public health measure.40 Chronic
diseases such as heart ailments, cancer, and diabetes were the largest causes of preventable
deaths in the United States, killing more than 1.5 million people each year. Scientists
agreed that the single most important factor in preventing and minimizing the effects of
such diseases was improved diet. Before Congress acted, however, consumers had no way
to assess the healthfulness of most packaged foods. Supporters of the law hoped that it
would create new incentives for Americans to eat healthier foods and for manufacturers
to market healthier products.41

Consumer groups combined with organizations such as the American Cancer Soci-
ety and the American Heart Association to promote nutritional labeling as a public
health measure rather than simply a right-to-know cause. Entrepreneurial members of
Congress, led by Representative Henry Waxman (D-Calif.) and Senator Howard Metzen-
baum (D-Ohio), pressed for the new labeling law. The food industry supported disclosure
both as preferable to conflicting state requirements and as a means to reap profits from
marketing healthy products.

The new law required food processors to label in standardized formats amounts in
each serving of total fat, saturated fat, cholesterol, sodium, total carbohydrates, com-
plex carbohydrates, sugars, dietary fiber, and total protein, in the context of amounts
recommended for consumption as part of a daily diet. Companies also had to list total
calories and calories from fat in each serving. Serving sizes were standardized to conform
to amounts customarily consumed. Products that were not labeled accurately and com-
pletely could be deemed misbranded by the federal Food and Drug Administration and
removed from the market. In 1994, when the law took effect, interested shoppers could
compare nutrients in virtually every can, bottle, or package of processed food for the
first time. The law was appropriately heralded as the most important change in national
food policy in fifty years.42

However, Congress also gerrymandered the labeling requirement to satisfy powerful
interests, exempting nearly half of consumers’ food purchases. Fast-food outlets, full-
service restaurants, fresh meats and seafood, deli items, and dietary supplements all
escaped labeling.43

Nutritional labeling did improve over time – but only slowly and sporadically. Often
labeling failed to keep pace with new science. Scientists had known since the 1970s that
trans fatty acids were the most health-threatening fats, for example. The FDA, however,
did not require their listing on food labels until 2006.44 Major food allergens, too, were
not clearly labeled until 2006.45 And labels continued to group together all carbohydrates
despite evidence that complex carbohydrates were healthier than simple carbohydrates.
In a particularly serious limitation, the risks and benefits of dietary supplements remained
largely undisclosed.

Disclosing Medical Mistakes to Reduce Deaths and Injuries
Despite an urgent call by the prestigious Institute of Medicine in 1999 for a new disclosure
system to reduce medical mistakes in hospitals, federal moves to increase transparency
have been slow and contentious, and state reporting requirements have proven difficult to
sustain.46
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In its 1999 report, the institute, an arm of the congressionally chartered National
Academy of Sciences, concluded that between 44,000 and 98,000 patients died in the
United States annually as a result of hospital errors.47 In addition, as many as 938,000
hospital patients were injured each year by such errors. High rates of error were costly
not only in deaths and injuries but also in loss of trust by patients in the health-care
system, loss of morale by health-care professionals, loss of productivity by the workers
who were their victims, and in many other ways. In economic terms alone, estimated
national costs of preventable hospital errors resulting in injury or death totaled between
$17 and $29 billion a year.48

Instead of new rules or stiff penalties for doctors, the institute called on Congress and
state governments to require standardized public disclosure by health-care organizations
of incidents where mistakes resulted in death or serious injury. Public disclosure would
hold providers accountable for serious errors, create incentives to reduce them, and
inform patients’ hospital choices. The report also recommended that Congress take
action to encourage voluntary and confidential reporting by doctors, nurses, and other
health-care workers of less serious errors and near misses.49

Response was immediate. President Bill Clinton announced that he favored national
action to reduce medical errors by 50 percent in five years, as the institute’s panel had
recommended. National news reports featured the institute’s troubling findings about
the frequency of medical mistakes and officials’ commitments to take action. Weeks after
the report was released, a poll taken by the Kaiser Family Foundation found that an
astonishing 51 percent of respondents were aware of it.

However, conflicting interests created a political stalemate that blocked disclosure. The
apparent consensus for national action splintered into battles among groups representing
doctors and hospitals, public health advocates, state officials, consumer groups, and trial
lawyers. When the debate got down to specifics, the American Medical Association and
the American Hospital Association opposed the kind of hospital-by-hospital disclosure
of serious errors that would be meaningful to consumers, although the American Nurses
Association and a variety of consumer groups supported such transparency. Organiza-
tions representing health-care providers argued that information about errors should
have broad protection from discovery in lawsuits. On that issue they were opposed by
the American Trial Lawyers Association, which sought to narrow such confidentiality.
Agreement on legislation remained elusive.50

These unsuccessful efforts to institute a national hospital-specific reporting system
came in the wake of some limited reporting initiatives by a few states in the early 1990s.
Most state hospital-specific public reporting systems reported patient outcomes (mor-
tality rates, for example) rather than medical mistakes and focused on narrow subsets of
medical procedures rather than on the comprehensive system proposed by the Institute
of Medicine report. Among the strongest state systems were New York’s Cardiac Surgery
Reporting System, adopted in 1989, which provided both hospital- and doctor-level
information on patient outcomes for that procedure,51 and Pennsylvania’s requirement
in 1992, which provided information regarding mortality, morbidity, and other patient
treatment outcomes related to coronary artery bypass surgery.52

However, as of 2006, most state and federal efforts continued to focus on confidential
reporting or on reporting that aggregated hospital data, rather than on public disclosure
of facility-specific information about medical mistakes that could help patients make
informed choices and bring public pressure to bear on hospital safety. In 2005 Congress
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approved the Patient Safety and Quality Improvement Act, which provided a frame-
work for voluntary reporting of medical errors by hospitals to state data centers but
also established strong confidentiality requirements.53 Twenty-three states collected data
on medical errors, but virtually all required that information remain confidential. An
exception was Minnesota, which required in 2002 that medical errors be reported to the
public, hospital by hospital.54 Periodic audits suggested that even confidential reporting
was often late or inaccurate.55

More-general quality-of-care rating systems fared better. By 2006, the federal Depart-
ment of Health and Human Services as well as the Joint Commission on Accreditation
of Healthcare Organizations had nascent systems that ranked hospitals on the basis of
Medicaid and Medicare data and surveys.56

Disclosing Sex Offenders’ Residences to Improve Public Safety
In response to public outrage following the rape and murder of a seven-year-old girl
named Megan Kanka by a released sex offender, New Jersey approved legislation in 1994
requiring disclosure of the places of residence of released sex offenders. Two years later,
the federal Megan’s Law was enacted. It required that all states release information to the
public about known convicted sex offenders. States were given considerable discretion
in how information would be provided, how frequently it would be updated, and how
detailed it would be. The federal law amended an earlier statute that required states to
maintain registries of released sex offenders.57

By 2006, all fifty states and the District of Columbia had created some form of sex
offender registry and had provided for community notification of offenders’ places of
residence.58 Notification methods varied widely from state to state, from active com-
munication by police via door-to-door visits, mailings, and community meetings, to
notice via hotlines or Web sites.59 The constitutionality of state laws in Connecticut and
Alaska was upheld by the Supreme Court in 2003 after lower courts struck them down
as violations of due process and on other grounds.60

Washington State’s sex offender registration and notification system, the state system
that we have analyzed for this book, predates both federal statutes. The state’s 1990
Community Protection Act was based on a finding that “sex offenders pose a high risk
of engaging in sex offenses even after being released from incarceration”61 and aimed
to provide notice about the current residence of released sex offenders as a means of
reducing risks to individuals and the community.62

In order to provide “necessary and relevant information” to the public, the law required
that any adult or juvenile convicted of any sex or kidnapping offense register with the
county sheriff ’s department within twenty-four hours of release or thirty days of becom-
ing a new state resident.63 Offenders were required to provide their name, address, date
and place of birth, place of employment, information about the crime, a photograph,
and other personal data.64 Those convicted of Class A felonies remained on the list
throughout their lives, while those convicted of lesser crimes remained on the list for ten
or fifteen years. Failure to register or provide accurate information was deemed a class
C felony or gross misdemeanor, depending on the severity of the original crime.65

Community notification was provided through mailings, direct notification by the
police, and the Internet. Washington was one of the first states to provide an Internet-
based system for searching and locating individuals on the registry, which includes
photographs of offenders.66 Members of the public are given essentially unlimited access
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to personal information on offenders, including their conviction records. The state’s
Web site does caution that “[t]he information . . . should not be used in any manner
to injure, harass, or commit a criminal act against any individual named in the reg-
istry, or residing at the reported address. Any such action could subject you to criminal
prosecution.”67

Washington’s sex offender disclosure system has become more rigorous over time.
The law has been amended to allow police to disclose relevant information to public and
private schools, child and family day care centers, and businesses and other organiza-
tions that primarily serve children and community groups. State officials have increased
the amount of information required and tightened the timeliness of submission and
requirements for updating changes in residence. As of March 31, 2006, 18,943 sex and
kidnapping offenders were listed on the Washington public registry. The state does not
estimate compliance rates. Parents for Megan’s Law, a national organization that moni-
tors state-level Megan’s Laws, estimates that about one-quarter of sex offenders nationally
fail to comply with state registration requirements.68

Disclosing Contaminants to Improve Drinking Water Safety
Under the Safe Drinking Water Act of 1974,69 the federal EPA set maximum safe con-
taminant levels for drinking water and required water systems to notify customers of
violations.70 However, in practice such notification often did not take place.71 Public
attention focused on the health risks associated with contaminated water in 1993 after
the largest outbreak of waterborne disease on record in the United States. In Milwaukee,
Wisconsin four hundred thousand people became sick, forty-four hundred were hos-
pitalized, and more than fifty died from drinking water contaminated with a microbe
called cryptosporidium.72

In response, Congress in 1996 amended the federal Safe Drinking Water Act to require
that water suppliers, starting in October 1999, provide customers with annual reports
on contamination. The annual reports included information on the source of tap water,
contaminants found in the water, sources of contamination, and violations of EPA max-
imum contaminant levels. Their purpose was to allow consumers to make better choices
concerning their use of tap water and to encourage water utilities to be more vigilant in
minimizing contaminants.73

The Milwaukee incident was not the only driver of greater transparency. Americans
were losing confidence in their public water supplies. Surveys in the late 1990s found that
only three-quarters of Americans regularly drank tap water, and 65 percent increasingly
used bottled water or filtered water at the tap.74 Experts suggested that drinking water
contaminants were responsible for as many as one-third of nine hundred thousand
“stomach flu” illnesses each year.75

Contamination levels varied widely with seasons, rainfall, and waste discharges. Some-
times chemicals and microbes entered systems as water flowed to homes through century-
old pipes.76 The EPA stated in 2004 that 27 of the 834 water systems serving more than
fifty thousand people had exceeded federal safety standards for lead at least once since
2000.77 The water system serving the nation’s capital had failed to comply with sampling
requirements and had failed to report to consumers that more than 10 percent of tap
water samples since 2000 exceeded federal lead levels.78

Transparency requirements proved too weak to help residents assess risks or com-
pare the safety of different water systems, however. They did not require consistent
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protocols, units of measurement, or formats for reporting contaminants. In 2003, an
analysis of drinking water reports in nineteen cities by the National Resources Defense
Council found that some cities buried or omitted information about health effects of
contamination or warnings to consumers with compromised immune systems, all omit-
ted information about specific polluters, fewer than half offered reports in languages
other than English, and many made sweeping and inaccurate claims about water safety
despite violations of federal contaminant levels.79

As of 2006, the drinking water contaminant disclosure system appeared to be unsus-
tainable. Reports had improved little over the years in scope, quality, or use. Interestingly,
new emphasis on homeland security raised the possibility of requiring more timely mon-
itoring (and perhaps disclosure). In 2004, experts convened by the federal Government
Accountability Office ranked “near real-time monitoring technologies” to detect con-
taminants as the highest priority in improving drinking water security.80 Two years
earlier, the National Academy of Sciences rated improved monitoring technologies as
one of four top security priorities for drinking water supplies.81

Disclosing Restaurant Hygiene to Protect Public Health
On November 16, 1997, the CBS affiliate in Los Angeles, KCBS, broadcast the first of a
three-part series regarding restaurant hygiene. Using the increasingly popular “hidden
camera” technique, the local news exposé took viewers behind the scenes into a number
of restaurant kitchens.82 The series revealed a smorgasbord of unsanitary practices that –
according to the series – were common in restaurants throughout Los Angeles County,
despite the presence of an aggressive restaurant hygiene monitoring system maintained
by the county. The anecdotal evidence in Los Angeles, however, was indicative of a more
widespread problem. Food-borne diseases cause an estimated 325,000 hospitalizations
and 5,000 deaths each year in the United States. The Centers for Disease Control (CDC)
estimates that nearly 50 percent of food-borne disease outbreaks are connected to restau-
rants or other commercial food outlets.83

The public outcry arising from the investigative series led the Los Angeles County
Board of Supervisors to legislate transparency to inform the public about hygiene condi-
tions in all restaurants in the region. They unanimously adopted a disclosure requirement
on December 16, 1997 (one month after the series was aired), which went into effect on
January 16, 1998. The county ordinance requires public posting of restaurant hygiene
grades (A, B, or C) based on Los Angeles County Department of Health Services (DHS)
inspections. By making these grades public, the Board of Supervisors sought to reduce
the effects of food-borne diseases by putting competitive pressure on public eating estab-
lishments with poor hygiene practices.84 Not surprisingly, the requirement was opposed
by the California Restaurant Association (a statewide trade group), as well as by many
local restaurant associations. Although the transparency requirement was adopted at the
county level, individual cities within the county were not required to adopt the ordinance
(all but ten had chosen to do so by the end of 2005).85

The system builds directly on the health inspections conducted regularly by the DHS.
Health inspections cover a range of very specific practices, including food temperatures,
kitchen and serving area handling and preparation practices, equipment cleaning and
employee sanitary practices, and surveillance of vermin.86 Each violation receives one or
more points. Cumulative points are then deducted from a starting score of 100. A score
from 90 to 100 points receives an A, 80 to 89 a B, and 70 to 79 a C.87 Cumulative scores
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below 70 require immediate remediation by the restaurant owner, which may include
suspension of the owner’s public health permit and closing of the restaurant.88

The transparency system requires restaurants to post the letter grade arising from the
most recent inspection on the front window.89 A searchable Web-based system includes
inspection grades, numeric scores on which the grades were based, and a listing of specific
violations found on the last inspection. Restaurants receive two or three unannounced
inspections and one reinspection, upon request, per year. Thus, although the posting of
grade cards entails relatively small costs, the system relies on a large number of inspections
(about seventy-five thousand in 2003) and therefore means a sizable enforcement budget
for the DHS.

The introduction of the new transparency system led to fairly rapid and significant
changes in the overall grade distribution in county restaurants (as noted, the grading
system existed before the disclosure requirement). When the program began, 58 percent
of restaurants received an A grade, a number that grew to 83 percent by 2003. The
incentives to improve are significant. Jin and Leslie report that after grade posting became
required, restaurants receiving an A grade experienced revenue increases of 5.7 percent
(other factors held constant); B grade restaurants had increases of 0.7 percent; and those
with a C grade had declines in revenue of 1 percent.90 The introduction of grades also
improved hygiene at franchised units in chain restaurants, whereas franchised units
tended to have lower hygiene than company-owned restaurants.91

More important, studies found significant decreases in food-borne-illness hospital-
izations, ranging from 13 percent (Simon et al., 2005) to 20 percent (Jin and Leslie, 2003).

The system is not without its problems. There is some evidence that inspectors have
become more lenient over time.92 There is no systemic evidence of corruption in grading,
although the economic incentives for it are significant, given the high stakes involved in
restaurant grades.93 Some critics of the system have argued that it is incompatible with
the standard food preparation practices of certain ethnic groups who therefore face an
unfair disadvantage from the grading system.94

Several other cities in the United States have similar restaurant hygiene disclosure
systems.95 While eight states had introduced legislation requiring posting grade cards,
as of 2005 only Tennessee and North Carolina had statewide systems.96

Disclosing Rollover Propensities to Improve Auto Safety
In 2000, a series of widely reported traffic fatalities associated with rollovers of popular
sport utility vehicles (SUVs) drew national attention. These incidents, which also involved
sudden tread separation in certain lines of Firestone tires, highlighted a more general
public safety problem. SUVs were more likely than sedans or station wagons to roll over,
and some SUVs were much more likely to roll over than others.97

Improving public understanding of the propensity of vehicles to roll over was impor-
tant because rollover accidents remained the most deadly auto accidents in the United
States and were increasing. Rollovers accounted for less than 4 percent of all auto acci-
dents but accounted for about a third of driver and passenger fatalities (61 percent of
SUV fatalities and 22 percent of passenger-car fatalities). From 1991 to 2001 the number
of drivers and passengers killed in all automobile accidents in the United States increased
by 4 percent, while deaths in rollover accidents increased by 10 percent. Light-truck
(including SUV) rollover fatalities increased 43 percent, whereas passenger-car rollover
fatalities declined 15 percent.98
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Improving public understanding of rollover risks was also important because federal
rules did not set any minimum safety standards for new-model rollover performance, as
they did for front and side impact crashworthiness. The auto industry had successfully
opposed such a standard for two decades.99

In response to the Firestone/SUV accidents, Congress approved a new targeted trans-
parency system aimed at informing car buyers’ choices and providing incentives for
manufacturers to design vehicles less prone to rollovers. The Transportation Recall
Enhancement, Accountability, and Documentation (TREAD) Act of 2000 required pub-
lic disclosure of the rollover propensity of each new-model car and SUV as measured by
government tests.100

Regulators required rollover ratings to be presented in a simple five-star format that
paralleled the existing star rating systems for front and side impact crashworthiness.101

A five-star vehicle had a 10 per cent or less chance of rolling over while a one-star vehicle
had a 40 percent or more chance of rolling over.102

The new law and regulations added other disclosure requirements. They required
tire pressure monitoring sensors by 2004, automakers’ disclosure of information on
customer complaints and other early indications of safety defects,103 and new labels to
make it easier for car owners to see if their tires had been recalled.104

Disclosure improved over time. The TREAD Act included an innovative provision
that required that the government’s initial mathematical modeling of rollover propen-
sity be replaced with a road test that would more accurately mimic real-world driving
conditions; Congress also directed the National Academy of Sciences to study possible
tests quickly and required regulators to consider the academy’s recommendations.105 As
a result, officials instituted a more accurate test in 2004 that combined modeling with
driving maneuvers.106 In 2005, Congress further increased consumer access to rollover
information by requiring that rollover ratings be posted on new-car stickers in auto
showrooms.107

Early evidence suggested that auto rollover disclosure helped to inform consumers
and encourage safer new-model design. Five years after the requirement was introduced,
only one model (the Ford Explorer Sport Trac) received as few as two stars, while twenty-
four models earned four-star ratings.108 Congress’s Government Accountability Office
concluded that ratings were “successful in encouraging manufacturers to make safer
vehicles and providing information to consumers.”109 Manufacturers used ratings as a
marketing tool in television and print ads.110

Interestingly, this targeted transparency system also helped to change the politics
of auto safety regulation. By encouraging manufacturers to accelerate introduction of
new stabilizing technology, the rollover rating system reduced industry opposition to a
minimum safety standard for rollovers. In 2005, Congress directed regulators to issue
such a standard.111

However, as of 2006, the rollover rating system still had significant weaknesses. The
system relied on government rather than manufacturer tests. As a result of budget and
logistical constraints, not all new-model cars were tested, and some test results were not
available until late in the model year.112 Ratings also did not allow consumers to compare
the safety of specific models across weight classes.113 In addition, backup data for star
ratings remained difficult to access. Consumers had to delve into the government’s docket
management system or research and development Web page, or visit a National Crash
Analysis Center in Washington, D.C.114
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Rollover star ratings themselves remained controversial, as did the longer-established
star ratings for crashworthiness in front and side impacts. The Transportation Research
Board, as well as consumer groups and auto insurance associations, charged that star
ratings gave consumers a falsely positive impression of safety, since one-star vehicles
could have a 40 percent chance of rolling over, and that ratings diminished in usefulness
when most vehicles earned four or five stars.115

Disclosing Terrorism Threats to Improve Public Safety
Six months after the attacks of September 11, 2001, the Bush administration created a
color-coded ranking system to inform the public about terrorist threats. The system’s
stated purpose was “to provide a comprehensive and effective means of disseminating
information regarding the risk of terrorist acts to Federal, State, and local authorities
and to the American people” in order “to inform and facilitate decisions appropriate to
different levels of government and to private citizens at home and at work.” The aim was
to minimize attacks and their consequences. The system was designed to be flexible and
information-based. It provided a framework for communicating the severity of national,
local, or sector-specific threats as well as their likely character and timing.116

The alert system established five color-coded levels of terrorist threat: green – low;
blue – guarded; yellow – elevated; orange – high; red – severe. The presidential directive
clearly contemplated that alerts would be accompanied by factual information.117

The directive also made it clear that information was intended to create incentives
for action. Each level of alert was meant to trigger threat-specific protective measures
by government agencies, private organizations, and individuals. The directive provided
that threat levels would reflect both the probability and the gravity of attack and would
be reviewed at regular intervals to see if they should be adjusted. The level set was to
be based on the degree to which a threat was credible, corroborated, imminent, and
grave.118

The system provided flexibility. Threat levels could be set for specific geographical areas
or for specific industries or facilities. The system provided for case-by-case judgments
about whether threat levels would be announced publicly or communicated in a more
limited way to emergency officials and other selected audiences. The stated intent was to
“share as much information regarding the threat as possible, consistent with the safety
of the Nation.”119

Once the Department of Homeland Security (DHS) was created in March 2003, the
secretary of homeland security was charged with responsibility for setting threat lev-
els, with the advice of the Homeland Security Council.120 Within the department, the
warning system was administered by an undersecretary for information analysis and
infrastructure protection.

As of early 2006, the terrorist threat warning level had been raised and lowered seven
times, each time from yellow (elevated) to orange (high) and back again. The system gen-
erally produced warnings that proved too vague to provide government officials, business
managers, or ordinary citizens with incentives to take appropriate protective actions.

However, alerts were increasingly specific. On August 2, 2004, the Department of
Homeland Security issued a warning concerning three particular facilities: the Pru-
dential building in Newark, New Jersey, and the headquarters of the World Bank
and International Monetary Fund in Washington, D.C. On July 7, 2005, when sev-
eral bombs were detonated in the London subway system, DHS raised the threat level
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from yellow to orange for mass transit only, though noting that the government had
“no specific, credible information” to suggest that an attack in the United States was
imminent.121

The system worked differently for different audiences. When a decision was made to
change the threat level, department officials notified federal, state, and local agencies
electronically or by phone and also called chief executives of major corporations, using
a secure connection maintained by the Business Roundtable.122

DHS also developed channels for communicating threat information without raising
the overall threat level. The department issued threat advisories or less urgent infor-
mation bulletins for specific locales or sectors. Access to these communications was
often restricted, however, leaving the public uninformed. Officials explained that such
information was shared on a need-to-know basis, since it was often derived from clas-
sified sources. A GAO review of a sample of secret threat advisories in 2004 concluded
that they contained “actionable information about threats targeting critical national
networks, infrastructures, or key assets such as transit systems.”123

In practice, however, the terrorist threat warning system remained problematic. Sev-
eral in-depth evaluations and surveys found that rankings were little used by its intended
audiences. The Gilmore Commission, a broad-based congressional commission charged
with continuing oversight of domestic responses to terrorism, concluded in 2003 that
“[t]he Homeland Security Warning System has become largely marginalized.” On occa-
sion, governors and mayors declined to elevate threat levels or take other federally rec-
ommended actions. Public and private groups expressed frustration at the lack of infor-
mation about the character and location of threats. The commission recommended the
creation of a regional alert system featuring specific guidance, as well as training local
officials for responses to each threat level.124

A report by the nonpartisan Congressional Research Service in 2003 concluded that
threat alerts were so vague that the public “might begin to question the authenticity”
of threats and therefore ignore them. The report noted that the government “has never
explained the sources and quality of the intelligence upon which the threat levels were
based.”125

Government officials have rarely received information specific enough to act upon.
A survey by the General Accounting Office in 2004 found that sixteen of twenty-four
federal agencies had received information about elevated threat levels from the media
before they received it from homeland security officials.126 One of the potential strengths
of the alert system was that it was constructed to work synergistically with regulatory
requirements. Each federal department was required to come up with its own protective
measures appropriate to each threat level and to take those actions each time the threat
level was raised. However, federal agencies surveyed by the GAO reported that changes
from yellow to orange had minimal impact on their practices, since they maintained
high levels of security at all times.127

State officials, too, reported that they received much of their information about
changed threat levels through the media and got little specific information from the
government. The GAO survey found that fifteen of forty states learned about threat level
changes from the media before they heard from federal officials in at least one instance.
State and local officials reported that learning about threats at the same time as the public
could carry heavy political costs. State officials also noted that they received conflicting
advice from different federal authorities about what actions to take.128
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The most serious failing of the transparency system has been its lack of meaningful
information and guidance. Local officials, always on the front lines in preparing for and
responding to disasters, need accurate, specific, and timely information. A report by
the minority staff of the Senate Governmental Affairs Committee concluded in 2003
that two years after the attacks on the World Trade Center and the Pentagon, state and
local officials had too little information to respond to terrorist attacks. The report noted
that effective communication channels still had not been established with state and
local officials, so states and localities had no effective way of communicating with one
another or of learning from the successes or mistakes of others.129 A June 2004 report by
the nonpartisan GAO echoed these themes. It suggested that warnings would be more
effective if they were more specific and action-oriented; communicated through multiple
methods; included timely notification; and featured specific information on the nature,
location, and timing of threats as well as guidance on actions to take in response to
threats.130

The public remained confused. Information accompanying increases in the threat
level often has been vague or irrelevant to the daily activities of most Americans. Most
state governments and many local governments have developed their own alert systems
which are not necessarily consistent with the federal system. The administration has
also sent mixed messages to the public concerning what actions to take. In raising the
threat level to orange on September 10, 2002, for example, Secretary Ridge told people
to “continue with your plans” but “be wary and be mindful.”131 In June 2003, Ridge
acknowledged that the system needed improvement. “We worry about the credibility of
the system . . . we want to continue to refine it, because we understand it has caused a
kind of anxiety.”132

Members of Congress from both parties expressed growing impatience with vague
and conflicting messages. After the government raised the threat level to orange over
the 2003 Christmas holidays and told citizens to be vigilant but continue their daily
routines, Christopher Shays (R-Conn.) asked: “Why would the department tell people
to do everything they would normally do? . . . We’re at high risk.” Christopher Cox (R-
Calif.), chairman of the House Select Committee on Homeland Security, noted that vague
warnings could also cause too much action, citing evidence that groups had canceled
field trips and other activities.133 Senator Frank R. Lautenberg (D-N.J.) noted that “the
system may be doing more harm than good.”134

Public confusion was reflected in polls. A Hart-Teeter poll sponsored by the Council
for Excellence in Government in March 2004 found that 73 percent of those polled were
anxious or concerned about terrorism and 34 percent had looked for information about
what to do in the event of an attack, but only one person in five was aware of state
or local preparedness plans.135 Earlier Fox News polls found that 78 percent of those
responding did not know or said they were not sure what the current threat level was
and that 90 percent responded to recent elevation of the threat level by going about their
lives as usual.136 A New York Times poll in October 2004 found that nearly two-thirds of
those responding did not have emergency kits prepared and more than two-thirds did
not have communication plans.

Philip Zimbardo, the president of the American Psychological Association, suggested
that the terrorist threat system had turned the United States into a nation of “worriers,
not warriors,” by “forcing citizens to ride an emotional roller coaster without providing
any clear instructions on how to soothe their jitters.” He noted that a large body of
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research suggested that effective safety measures required a credible source, information
about the particular event that created a threat, and information about specific actions
citizens could take to reduce risks.137

Improving the Quality and Fairness of Critical Services and Processes

Disclosing Union Finances to Minimize Corruption
In the 1950s, about one-third of the U.S. workforce in the private sector was unionized
(as compared to 8 percent in 2005), and unions represented the majority of workers
in steel and auto manufacturing, trucking, construction, food processing, and other
industries central to the economy. Union leaders like John L. Lewis, Walter Reuther,
George Meany, and Jimmy Hoffa were well-known national figures. The considerable
economic and political influence exercised by labor unions provoked concern in the
business community and in Congress.138

In 1957, congressional hearings chaired by Senator John L. McClellan (D-Ark.) focused
on one source of concern: bribery, fraud, and other forms of racketeering in parts of the
labor movement. The two-year, high-profile, and often sensational Senate investigations
revealed corruption in a number of major labor organizations and resulted in calls for
government intervention in union governance.139 In this crisis atmosphere, Congress
debated different methods to improve standards of democracy, fiscal responsibility, and
transparency in private-sector labor organizations.

Political compromise produced the Labor Management Reporting and Disclosure Act
(LMRDA), which created standards for democratic governance and required unions
to periodically reveal detailed information regarding financial practices and gover-
nance procedures.140 Disclosure requirements were relatively narrow in scope, focusing
on union balance sheets, loan activities, officer salaries, and line-item disbursements
(e.g., for employee salary and benefits, administrative expenses, and rent and operating
expenses) rather than on programmatic expenditures at the national and local union
level.141 A division of the U.S. Department of Labor, the Office of Labor Management
Services (OLMS), was created to enforce the law, including its disclosure provisions.142

The penalties associated with failing to provide timely and accurate reports were signif-
icant. From the start, disclosure imposed substantial costs on union officers but offered
few benefits to them, creating incentives for officers to provide minimal information.143

For most of the disclosure requirement’s history, it was difficult and costly for union
members to gain access to the information that was ostensibly made public.144 They had
to go to a reading room at the Labor Department in Washington, D.C., or to a regional
office, or make a request by mail, paying a per-page charge.145 Even then, information
remained fragmented. Regional offices carried only records relating to union affiliates
in their geographical area.146 Most union members were unaware that the information
existed, and even for those who learned about it, reporting forms proved technical and
difficult to interpret.147

These high costs to individual information users created a potential role for interme-
diaries. But, as of 2006, it remained uncommon to find formal groups within unions
that could act independently of incumbent officers and were capable of playing an inter-
mediary role. Employers, too, rarely used the information from the disclosure system to
discredit unions – they had more effective tools at hand. The decline of union strength
beginning in the early 1980s also made many in the labor movement reluctant to “air
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dirty laundry” in public for fear of providing ammunition to antiunion employers and
damaging public support for the labor movement.148

With high costs to information disclosers and users, and few intermediaries available
to lower user costs, it is not surprising that the scope, accuracy, and use of this disclosure
system did not improve much in forty years. The only significant expansion in scope
occurred with the passage of legislation that created similar access to union financial
information for federal government workers and the addition of reporting requirements
for financial institutions that made loans to unions.149

Accuracy or timeliness of the disclosed information improved little. The financial
categories and definitions remained the same, as did the level of required financial
detail.150 And despite strong enforcement provisions, the annual delinquency rate in
filing reports was 25 percent, the GAO found in 2000. The likelihood of a recordkeeping
inspection was small, and most penalties were directed toward unions that intentionally
failed to file or that falsified reports.151

Overall use of information by rank-and-file union members remained minimal. Con-
trary to Congress’s expectation that information would be used by union members,
most users over the past three decades have been business groups, antiunion consul-
tants, or academics.152 In 1999, a typical year prior to the creation of Internet-based
access, the Labor Department responded to only eight thousand disclosure requests
from all sources (out of 13 million union members who were covered by the transparency
policy).

The costs of disclosing and particularly of using information, however, fell substan-
tially when Congress appropriated funds in fiscal years 1998 and 1999 to develop and
implement electronic filing and dissemination of reports. Over the following three years,
the Labor Department developed systems for both filing and accessing disclosure forms
via the Internet.153 As of 2006, unions could file forms electronically, and users could view
and print all union financial reports from the year 2000 to the present, search records
by a variety of criteria, and request copies from earlier periods via the Department of
Labor’s Internet Public Disclosure Room (http://www.union-reports.dol.gov).

The most significant changes to union financial reporting requirements since 1959
came with the election of George W. Bush in 2000. From 2001 to 2006 the Bush adminis-
tration dramatically increased funding to the Labor Department office that administers
the disclosure system (while reducing budgets in much of the rest of the Labor Depart-
ment), expanding the number of full-time equivalent staff from 290 in FY 2001 to 384 in
its proposed FY 2006 budget, and raising overall funding from $30.5 million in FY 2001
to $48.8 million in its proposed FY 2006 budget.154 The administration cited improving
the accuracy and timeliness of union reporting as one of the strategic priorities for this
division.

More important, the Bush administration used its authority to issue regulations to
alter a variety of reporting requirements.155 These included expanding reporting for
smaller labor unions; requiring electronic filing; and changing the way that financial
information is provided by, for example, requiring that unions disclose information on all
services purchased for five thousand dollars or more.156 The new regulations also required
reporting of financial information on a programmatic – as well as a line-item – basis (e.g.,
providing information on the amount of money spent for representation, organizing,
and other major union activities).157 Individual unions and the AFL-CIO opposed many
of these changes, arguing that they would substantially increase the costs faced by labor
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organizations with little additional benefit to union members. They ultimately lost these
legal challenges in 2005.158

Disclosing Campaign Contributions to Reduce Corruption
Public disclosure of campaign contributions to congressional and presidential candidates
represents one of the United States’ earliest, most sustainable, and most perennially
controversial targeted transparency systems.

From the beginning, the primary purpose of campaign finance disclosure was to reduce
corruption in government. In Buckley v. Valeo, the 1976 Supreme Court decision that
upheld the constitutionality of federal disclosure requirements, the Court concluded
that disclosure reduced corruption in three ways. First, it provided the electorate with
information about where money came from and how it was spent, in order to aid voters
in evaluating those running for office, including alerting voters “to the interests to which
a candidate is most likely to be responsive.” Second, disclosure helped to “deter actual
corruption and avoid the appearance of corruption by exposing large contributions and
expenditures to the light of publicity.” Such exposure “may discourage those who would
use money for improper purposes either before or after the election,” because “a public
armed with information about a candidate’s most generous supporters is better able to
detect any post-election special favors that may be given in return.” Third, the Court said,
reporting was “an essential means of gathering data to detect violations of contribution
limits.”159 Disclosure worked in tandem with a rule-based regulatory system that limited
amounts and sources of contributions.

The use of transparency to reduce campaign finance corruption began early and
improved in response to episodes of perceived abuses. The first campaign finance disclo-
sure law, the Publicity Act of 1910,160 was championed by President Theodore Roosevelt
and progressive reformers as an antidote to the influence of big business in politics.
Roosevelt pressed for disclosure after his opponent in the 1904 election accused him of
accepting corporate gifts intended to buy influence in the administration. Civic organi-
zations such as the National Publicity Law Organization kept pressure on Congress until
the law was passed.161

Today’s national system of campaign finance disclosure dates from the Federal Election
Campaign Act (FECA) of 1971, which was enacted in response to the perceived ineffec-
tiveness of earlier laws and the growing influence of money in politics. FECA required
candidates for national office to disclose contributions of one hundred dollars or more
in quarterly reports. In election years, contributions of five thousand dollars or more
had to be reported within forty-eight hours and disclosed to the public forty-eight hours
after reporting. The law also limited contributions and media expenditures.162 Allega-
tions of corruption in the 1972 presidential election, including the Watergate scandal,
led Congress to expand disclosure requirements in 1974 and to create an independent
bipartisan Federal Election Commission (FEC) that received disclosed information and
made it available to the public.163 Later amendments aimed to broaden disclosure and
make it more efficient. Reforms required reporting by “527” nonprofit organizations
that promoted candidates but were not campaign committees and focused reporting on
committees that raised substantial amounts of funds.164

In 2002, Congress again tightened spending limits and strengthened disclosure. The
main purpose of the McCain-Feingold law (officially, the Bipartisan Campaign Reform
Act) was to close loopholes that allowed candidates and their supporters to use “soft
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money” to circumvent campaign spending limitations. Soft money refers to funds used to
finance issue ads that promote particular candidates. As part of the effort to regulate “soft
money,” Congress required organizations that sponsored candidate-specific issue ads to
disclose the names of contributors and spending on such ads. Anyone who “knowingly
and willfully” violated disclosure provisions could face a maximum penalty of five years
in prison.165 In McConnell v. Federal Election Commission, decided in 2003, the Supreme
Court again upheld the constitutionality of disclosure requirements as an important
means of informing voters, reducing corruption, and enforcing spending limits.166

Campaign finance disclosure remains widely supported in concept but perennially
debated in its specifics. Over the years, the system has gained diverse users and the
support of many candidates. The press, advocacy groups, political consultants, groups
concerned with expanding public information, and other intermediaries often repackage
the disclosed data and provide their own interpretations for the public. Federal enforce-
ment authorities use the data to ferret out violations of spending limits. Candidates use
the data to gather information about their opponents and sometimes have a reputa-
tional interest in disclosing campaign finance information beyond what is required by
federal law. In the 2000 and 2004 elections presidential candidates disclosed all their
contributions on campaign Web sites.167

The Internet is fundamentally changing the dynamics of campaigning and of campaign
finance disclosure. By 2006, candidates used the Internet to raise money, convene virtual
town meetings, collect signatures, reach organizers, and customize email messages to
supporters. The campaigns of George W. Bush and John Kerry in 2004 raised $100
million on the Internet, mostly in small donations. Howard Dean, former governor of
Vermont, built much of his 2004 presidential campaign on the Internet. Advocacy groups
used the Internet to convene online primaries and mobilize supporters and resources.
Ordinary citizens used the Internet to share facts, express their views about candidates,
and provide contributions.168

In 2006, Congress and regulators were still struggling to integrate into federal cam-
paign laws changes in campaigning brought about by the Internet. “The rise of the
Internet . . . changes the fundamentals of political speech,” Trevor Potter and Kirk L.
Jowers concluded in an early analysis of election law and the Internet. By making it
possible to reach large audiences with rich and customized information at little or no
cost, the Internet challenges the premise of election law that controlling and disclosing
funding controls corruption. “With no cost of communication, current law has noth-
ing to measure . . . [and] the entire mechanism for disclosing political expenditures . . . is
thrown into question.”169 The Internet has also created new ways to spread false or mis-
leading information. Sham Web sites proliferated during the 2004 campaign, and both
Republicans and Democrats routinely set up sites to post negative information about
opponents.170

In the 1990s and early 2000s, new requirements also employed the Internet and com-
puter technology to provide more timely campaign finance information. In the 1970s,
committees made paper or microfilm filings to the FEC, which could be accessed by
the public only at FEC headquarters. In the early years of the Internet, the FEC allowed
information to be downloaded for a fee. By 2006, most information was required to be
filed electronically and was available on the FEC Web site within forty-eight hours free
of charge.171
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More difficult questions concerned whether and how to regulate campaign activities
on the Internet. In March 2006, the FEC provided some answers by ruling unanimously
that most political communication on the Internet was not covered by campaign finance
laws. Only paid political Internet ads were covered by such laws.172 Exempting most
political communication on the Internet from regulation was “an important step in
protecting grass roots and online politics,” commission chairman Michael E. Toner told
the New York Times.173

Contentious issues continued to surround campaign finance disclosure. A report by
the Senate Committee on Government Affairs in 1996 described widespread and system-
atic evasion of disclosure requirements.174 The FEC’s restricted budget raised continuing
questions about the commission’s capacity to monitor and enforce disclosure require-
ments. Finally, the growth of the Internet raised new issues concerning the appropriate
balancing of the public interest in disclosure against the public interest in protecting
freedom of expression.

Disclosing Lending Practices to Reduce Discrimination
The Home Mortgage Disclosure Act (HMDA), initially enacted in 1975 and substan-
tially expanded in 1989,175 required banks to disclose detailed information about their
mortgage lending. The law aimed to curb discrimination in such lending to create more
equal opportunity to access credit. The disclosure requirement compelled banks, savings
and loan associations, and other lending institutions to report annually the amounts and
geographical distribution of their mortgage applications, origins, and purchases disag-
gregated by race, gender, annual income, and other characteristics. The data, collected
and disclosed by the Federal Financial Institutions Examination Council, were made
available to the public and to financial regulators to determine if lenders were serving
the housing needs of the communities where they were located.176 The Examination
Council was an interagency body that included the Federal Reserve System, the Federal
Deposit Insurance Corporation, and other agencies. In 2004, as many as 33.6 million
loan records were reported by nearly nine thousand financial institutions.177

Mortgage lending disclosure was part of Congress’s response to activists’ calls, in the
later stages of the civil rights movement of the 1960s and 1970s, for greater economic
equality. It followed congressional action in 1968 to bar racial discrimination in hous-
ing sales or rentals; a settlement negotiated by the Department of Justice to end racial
discrimination in the appraisal profession; and approval of the federal Equal Credit
Opportunity Act in 1974, which outlawed racial and ethnic discrimination in lending.178

Community-based organizations pressed for disclosure requirements to aid their local
campaigns to end lending discrimination. One of the most prominent figures in this
debate was Gale Cincotta, a Chicago-based leader of the fair housing and community
reinvestment movement, who founded National People’s Action and the National Train-
ing and Information Center, two of the local organizations that documented the retreat
of banks from inner-city neighborhoods in the 1960s and 1970s and pressed for more
equitable lending. She and other activists found an ally in Senate Banking Committee
chair William Proxmire (D-Wis.). In 1975, Proxmire sponsored a bill requiring disclosure
of lending practices.179 Despite opposition from the banking industry, the requirement
was ultimately approved by a narrow margin in both the Senate (47–45) and the House
(177–147).180
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Under initial disclosure requirements, banks were required to report minimal data
about the geographic location of home loan approvals and purchases. Additional legisla-
tion expanded and refined these disclosure requirements. In 1977, Congress approved the
Community Reinvestment Act (CRA), which required lending institutions to meet the
credit needs of the communities in which they operated and linked community lending
records to approval of merger applications.181 In 1980, Congress approved the Housing
and Community Development Act, which directed the Federal Financial Institutions
Examination Council to serve as a central clearinghouse for mortgage lending data.182

Finally, in response to the savings and loan crisis of the 1980s, Congress approved in 1989
the Federal Financial Institutions Reform, Recovery, and Enforcement Act (FIRREA),183

which sought to stabilize and provide new oversight for the savings and loan industry.
Community reinvestment groups lobbied successfully to include improvements in dis-
closure, such as reporting of applications as well as loans; reporting of the race, sex,
and income of borrowers and applicants; and reporting by a broader range of mortgage
lenders.184

As Congress expanded the scope and depth of this transparency system, it gained
wider use. Advocacy groups used mortgage lending data to document constraints on
credit in their communities and to negotiate new mechanisms for low-income lending
with individual banks. Broad-based community reinvestment task forces in Washing-
ton, Rhode Island, New Jersey, and Michigan forged partnerships among community
organizations, lending institutions, and state and local governments to address access
problems. Investigative reporters, financial analysts, and intermediaries used the infor-
mation to document pervasive patterns of discriminatory lending and the exodus of
banks from low-income neighborhoods. In 1988, for example, the Atlanta Journal-
Constitution reported on widespread redlining in that city in “The Color of Money,”
a series of articles that received extensive national attention.185

In 1992, the Boston Federal Reserve conducted a rigorous study that concluded that
race had a strong influence in lending decisions.186 The study received broad media cover-
age, confronting banks with discrimination allegations from a particularly authoritative
source.

As they responded to a wave of requests for bank mergers in the late 1980s and 1990s,
federal regulators also employed mortgage lending data in deciding whether to grant
approvals. The banking industry was shaken in 1989 when the Federal Reserve Bank first
exercised this power by denying a merger request from Continental Illinois National Bank
and Trust Company of Chicago on the ground that the bank had not met its community
reinvestment requirements. Advocacy groups that tracked the performance of particular
banks often petitioned regulators to turn down merger requests if their performance
indicated unfair lending practices.

This shift in the competitive environment led many more banks to improve lending
practices in the 1990s.187 The competitive shift resulted in part from mortgage lending
disclosure and the requirements of the Community Reinvestment Act, as well as from the
proliferation of sophisticated community organizations that had developed the expertise
to understand bank lending patterns and negotiate with financial institutions. More
banks developed products, divisions, and methods to compete in low-income markets,
and bankers acknowledged that disclosure and community reinvestment requirements
had proven less burdensome than expected.188
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The accuracy and scope of disclosed lending data also continued to improve. Disclosure
became more frequent, data quality increased, more financial institutions were required
to report, and data were collected and distributed electronically.189

After the successes of the 1990s, community organizations and regulators turned
their attention to predatory lending, a practice in which vulnerable minorities were
offered higher-interest mortgages and less-favorable terms than other borrowers.190 In
2002, mortgage lending disclosure rules were amended to require banks to disclose
not only the disposition of loan applications but also mortgage prices. Beginning in
2004, lenders were required to report data on loan pricing for loan originations in
which the annual percentage rate exceeded the yield of comparable Treasury securities
by a specified amount. These new data allowed intermediaries such as the National
Community Reinvestment Coalition and the Association of Community Organizations
for Reform Now to document disparities in access to credit and press for measures
to address predatory lending.191 Regulators used the expanded information to enforce
fair lending laws. In 2005, the Federal Reserve incorporated these new data into their
statistical strategies for identifying potentially discriminatory institutions that warranted
closer regulatory scrutiny.192

Disclosing Plant Closings and Layoffs to Reduce Community Disruptions
Concerned over the economic impacts of intensifying global competition in the manu-
facturing sector and facing political fallout from a growing number of high-profile plant
closings and mass layoffs, Congress debated a variety of proposals in the late 1970s and
early 1980s. Policy options ranged from restrictions on employer rights to close major
facilities to industry-based policies to improve competitiveness and major modifications
of the unemployment insurance system.193

In 1988, political compromise led to a more modest targeted transparency approach:
the Worker Adjustment and Retraining Notification Act (WARN).194 This law sought to
protect affected parties from the effects of major employment loss by requiring covered
employers to provide advance notice of plant closings or large-scale layoffs to affected
workers and local communities.195 The aim of the new disclosure requirement was to
improve post-layoff and plant closing outcomes for displaced workers as well as to provide
communities facing significant economic impacts with time to find alternative solutions
or make adjustments for the impending closings.

Even this modest, disclosure-based response to economic restructuring involved sig-
nificant political compromises. Opponents of advance notice argued that it would restrict
the capital mobility that was increasingly important given international competition
from countries like Japan and South Korea. In so doing, it would further widen labor
productivity gaps with the rest of the world, making U.S. companies less competitive.
Further, critics of advance notice argued that it would lead customers, suppliers, and
capital markets to overreact, making already weakened companies less able to recover
and expand. If advance notice was to be required, they argued, it should be provided a
relatively short time before plant closing. It should also exempt wide classes of employers
whose decisions to reduce employment reflected the normal ebb and flow of production,
rather than more profound, long-term reductions in employment.196

The resulting disclosure requirements reflected these concerns. Covered employers
were required to provide affected employees with only sixty days notice of a closing.
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Although virtually all workers at covered employers – hourly, salaried, and managerial
workers – were entitled to notice, employer coverage was quite restricted. Private and
not-for-profit employers were covered if they had one hundred or more workers, but
employees were excluded from that count if they had worked for fewer than six months
in the past year or fewer than twenty hours per week on average. That meant that a large
number of small businesses were not required to provide advance notice of layoffs or
closings.

The definition of plant closing and mass layoff also left many potential company
decisions involving large employment cuts outside the targeted transparency system’s
disclosure requirement. A covered employer was required to provide advance notice if
an impending shutdown would lead to a loss of 50 or more workers in a thirty-day
period. Mass layoff was defined narrowly as reducing employment at any site of 500 or
more workers or laying off 50–499 workers if that number represented at least a third of
the workforce.197 In addition, covered employers were not required to provide advance
notice for a variety of “unforeseeable” business reasons, for natural disasters, or where it
could be shown that even the sixty-day disclosure would cause irreparable harm to the
business’s viability.198

The law did not provide an extensive apparatus for implementation. Unlike most
federal workplace policies, the advance notice requirement did not vest a particular
division of the U.S. Department of Labor with authority to investigate or enforce the law.
Enforcement was provided instead through lawsuits lodged in federal courts by workers,
their representatives (if any), and/or local governments. An employer found in violation
of the disclosure requirement could be required to pay the affected workers back pay
and benefits for the period when notice was not provided (up to sixty days). Employers
were also subject to civil penalties of up to five hundred dollars for each day of violation.
Companies were left with considerable discretion concerning the means by which they
would notify workers and communities. The law did not provide a notification format
or indicate through whom (union officers or other representatives) workers would be
contacted or the “local community” informed.199

The combination of restrictive employer coverage and the rather narrow definition of
plant closings and mass layoffs has meant that a relatively small percentage of layoffs has
been covered by the disclosure policy’s requirements. In an early study of the require-
ment’s impact, Ehrenburg and Jakubson concluded that although compliance with the
policy was high, “WARN does not affect a substantial proportion of permanently laid
off workers.”200 That conclusion was still valid in 2006, given the large percentage of the
workforce employed in workplaces with fewer than a hundred workers and the fact that
the vast majority of employment reductions (even in large workplaces) do not fall within
the narrow definitions of employment loss described in the regulation.201

Disclosure provisions for plant closings and layoffs have not changed substantially
since their initial approval, although several recent events have led Congress to consider
expanding or modifying disclosure. Following the terrorist attacks on the United States in
2001, Congress held hearings about the significant employment dislocations associated
with those attacks – particularly in the hotel and hospitality industries – which led some in
Congress to call for expanding the reach of the disclosure policy.202 In 2004, high-profile
instances of “offshoring” work to India and China led the Senate to consider expanding
the transparency rules’ definition of employment loss.203 As of 2006, however, neither
of these efforts had led to changes in the law.
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Disclosing School Performance to Improve Public Education
Many states enacted school report card requirements in the mid-1980s as concern about
the inadequacies of public education mounted.204 In 1983 A Nation at Risk, a report com-
missioned by President Ronald Reagan’s secretary of education, Terrell Bell, warned that
American public education often was mediocre compared to that of other countries.205 In
a study of students’ performance in twenty-two countries, U.S. students placed twelfth.
SAT scores, too, had declined in the 1960s and early 1970s. Press coverage of discipline
and drug problems also suggested the need for better school accountability. Education
was the largest single item in most state budgets, and candidates featured education
issues prominently in state election campaigns in the 1980s.

State and local officials saw school report cards as one way to provide parents with
greater choice and to put pressure on school administrators to improve performance.
Report cards could work in tandem with other novel approaches that states were exper-
imenting with – vouchers to pay for private schools, charter schools, and performance
contracting, a form of financing that allowed schools to design educational programs and
secure resources in exchange for agreements to achieve certain performance outcomes.
Report cards could reward schools for meeting their performance targets.206

In an effort to spread the innovative practices of a few states, Congress required in
1994 that all states establish school performance standards and test students to assess
whether they met these standards.207 Congress also required educational agencies receiv-
ing funding under Title I of the Elementary and Secondary Education Act to “publicize
and disseminate to teachers and other staff, parents, students, and the community” the
results of annual performance reviews.208

The content, presentation, and means of disseminating information in school report
cards continued to vary widely from state to state, however. According to a national
study by Education Week in 1999, only thirty-six states published regular report cards
on individual schools.209 Most presented information on schools’ past test scores and
on state averages. Reporting on other aspects of performance – school safety, class size,
and faculty qualifications – was less common. Only a quarter of the states with report
cards presented information that allowed comparisons among test scores of schools with
similar student demographics. Some states distributed school report cards to students,
while most made them available on the Internet.

One major problem was the lack of consensus about the kinds of data that school
report cards should contain to measure performance. Surveys conducted in 1998 found
that parents and educators sometimes had quite different views regarding important
content, and that existing school report cards did not always contain information that
both regarded as very important. Educators were more likely to want demographic and
disaggregated data, while some parents were concerned that such data would be divisive.
Only about a third of those polled thought that schools should be judged principally on
student achievement on standardized tests. Most regarded indicators of teacher quality
and school climate as among the critical data to include.210

In addition, some early research suggested that surprisingly few parents and educators
made use of report card information. Research by Public Agenda conducted in 1999
found that only 52 percent of teachers and 31 percent of parents had seen a school report
card.211

In 2001, the George W. Bush administration championed the No Child Left Behind
Act as a centerpiece of public eduction reform. Among other provisions, the law required
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school districts that received federal assistance for disadvantaged students under Title I
of the Elementary and Secondary Education Act to publish report cards for each of its
schools.212

The new federal requirements demanded disclosure of more information than was
commonly published by districts at that time. School report cards had to disclose stu-
dents’ achievement on state tests and disaggregate test scores by race, disability status, and
English proficiency. They also had to disclose teacher qualifications and show trends in
achievement, dropout rates, graduation rates, and percentages of students not tested.213

The quality of school report cards has increased substantially since the enactment of
the No Child Left Behind law, although report cards still fall short of full compliance.214

By 2004, all fifty states provided school report cards and forty-four states disaggregated
student achievement data by race and disability as required by 2001 law. However, only
fourteen states disaggregated graduation data and provided information regarding the
number and percentage of “highly qualified” teachers as required by the law.

At the same time, multiple federal and state reporting requirements created confusion.
In 2004, nineteen states had more than one report card per school and sixteen states
created special report cards to comply with the requirements of the No Child Left Behind
law.215

One careful study of state-level student performance in 2004 found that the incen-
tives and sanctions associated with accountability systems in education reform had a
significant and positive impact on test scores but that school report cards alone had no
independent statistically significant effect.216 In 2006, it was still too early to determine
whether school report cards would improve over time and whether they would create
incentives for better public education.

TARGETED TRANSPARENCY IN THE INTERNATIONAL CONTEXT

Harmonizing Disclosure of Corporate Finances to Reduce Risks to Investors
International rules for corporate financial disclosure evolved slowly in the 1990s as rapid
integration of securities markets made compliance with widely varying national rules
both costly and confusing for companies and regulators. By 2006, a limited effort by a
small group of international accountants to write disclosure rules for companies that
sold stock in more than one country had become an unusual instrument of international
governance. No treaty or international agreement provided a framework for financial
disclosure rules. Instead, private efforts became public law by means of a slow process of
government endorsement.

An important date was January 1, 2005, when the European Union (EU) required
more than seven thousand public companies headquartered in its twenty-five member
countries to follow the financial disclosure rules established by the private International
Accounting Standards Board (IASB).217 Officials of the Bush administration announced
that the United States, too, might hand over to the board as early as 2007 financial
reporting rule making for foreign listings.218 Russia, South Africa, Australia, Taiwan,
Hong Kong, and India also had plans to adopt the rules made by the international board.

However, the seemingly technical task of harmonizing accounting standards produced
difficult political issues from the start, because what financial information was disclosed
and how it was disclosed could change markets. Reporting requirements could alter the
projects firms chose to undertake, how they compensated employees, how well firms
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fared against competitors, and how effectively they attracted investors. Traditionally,
national financial disclosure rules varied so widely that a substantial profit under one
country’s rules could be a substantial loss under another’s.

International standards developed gradually over a generation. In 1973, a committee
of private-sector accountants from nine countries formed the International Accounting
Standards Committee and began issuing proposed international accounting standards.
The committee, one of several competing efforts in the 1970s and 1980s, initially skirted
thorny political issues by proposing standards that left companies and national regulators
wide latitude in interpretation.219

In the 1990s and early 2000s, rapidly integrating markets and international financial
crises increased companies’, stock exchanges’, and national regulators’ interest in more
rigorous international disclosure rules. The Asian financial crisis of the mid-1990s created
calls for greater corporate transparency, even though corporate reporting flaws were not
among its main causes. Accounting scandals in the United States and Europe in 2001–
2004 alerted international investors to hidden risks and highlighted major weaknesses
in national disclosure rules.

Company executives, stock exchange managers, accountants, investors, and other mar-
ket participants each had somewhat different reasons for supporting harmonization of
corporate financial reporting. Multinational companies, seeking to diversify their share-
holder base and lower their cost of capital by listing on stock exchanges outside their
home countries, found duplicate reporting not only burdensome but also sometimes
embarrassing. Managers of large stock exchanges, seeking to gain listings from foreign
companies, found their national reporting rules created a competitive disadvantage.
The accounting profession, dominated by five international firms through most of the
1990s, feared that conflicting statements of profits and losses under different national
rules could impair accountants’ credibility. Investors, seeking higher returns in foreign
markets, found variable results a new source of uncertainty.

In order to gain public legitimacy, the harmonization effort started by a small commit-
tee of accountants – the IASB – reformed its structure and improved procedural fairness
in 2000 and 2001. The board’s new structure emphasized expertise rather than national
representation, paralleled that of the U.S. and British accounting standard setters, and was
dominated by members from countries with Anglo-American accounting traditions.220

The reformed board consisted of twelve full-time and two part-time members who served
a maximum of two five-year terms and were appointed for their technical expertise as
auditors, preparers, and users of financial statements. To coordinate the board’s rule mak-
ing with that of national standard setters, seven board members were given formal liai-
son responsibilities with specific countries, the United States, Britain, France, Germany,
Japan, Canada, and Australia, giving those countries an elite status. The board also drew
on the expertise of a geographically diverse advisory council and interpretations commit-
tee. By early 2005, the board had issued forty-one accounting standards, including con-
troversial requirements for expensing of stock options and accounting for derivatives.221

The board aimed to produce international standards “under principles of trans-
parency, open meetings, and full due process.”222 Board meetings were open to the
public. Agendas of board and committee meetings were posted in advance on the board’s
Web site, and summaries of decisions were posted afterward. Draft standards and inter-
pretations were subject to public notice and comment (usually 120 days for standards
and 60 days for interpretations), and sometimes to public hearings. The publication
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of final standards included a discussion of their rationale, responses to comments, and
the board’s dissenting opinions. The board also published an annual report. The board
and affiliated organizations, headquartered in London, employed about sixty people,
including board members, and had an annual budget of about $18 million, provided
through contributions from accounting firms (including $1 million from each of the four
largest international firms), corporations, central banks, and international organiza-
tions.223

As in the United States and Britain, a self-perpetuating oversight group, the Interna-
tional Accounting Standards Committee Foundation (IASCF), was intended to provide
a buffer from political pressures and assure efficient operation. Its trustees chose board
members, appointed the board chair, raised operating funds, and reviewed the board’s
constitution and procedures every five years. Its constitution provided that its twenty-
two-member self-perpetuating “financially knowledgeable” board of trustees be “repre-
sentative of the world’s capital markets and a diversity of geographical and professional
backgrounds.” It called for six representatives from North America, six from Europe, four
from the Asia/Pacific region, and others without geographical designation.224 The foun-
dation’s first chair was Paul Volcker, former head of the United States’ Federal Reserve
Board.

Informal public and private networks also supported the board’s work. The EU encour-
aged the creation of a private-sector technical group (the European Financial Reporting
Advisory Group, EFRAG) and formed the Committee of European Securities Regu-
lators (CSER), which quickly established guidelines for member states’ enforcement
bodies, including independence and authority to monitor and correct accounts. To
reduce the chances that each nation would in effect create its own standards through
different interpretations, CESR also established a database of nations’ enforcement deci-
sions and urged national regulators to follow precedents as they were established.225

The International Federation of Accountants (IFAC) proposed a peer review system
for periodically and randomly reviewing the accounts of multinational companies
and issued a new standardized audit report form to improve the comparability of
accounts.226 In May of 2004 the SEC and CESR announced that they were increas-
ing their collaborative efforts in order to improve communication about regulatory risks
between Europe and the United States and to promote convergence in future securities
regulation.227

Enforcement of accounting standards, however, was left to national regulators. The
board remained a private membership organization with no authority to compel nations
or companies to adopt its disclosure rules. The public character of its authority rested
solely on the endorsement of its processes and standards first and foremost by national
governments and then by complex networks of national politicians, regulators, account-
ing firms, stock exchanges, companies, investors, and other market participants. Enforce-
ment practices varied widely among nations that represented major markets.228

In 2006, the development of international corporate financial accounting standards
appeared to be sustainable. Standards had improved markedly over time in scope, accu-
racy, and use. However, it was not yet clear what degree of harmonization the interna-
tional board would achieve, whether a critical mass of nations and companies would
continue to support the board’s efforts, and how well standards would be enforced by
national regulators. Standards for financial derivatives, stock options, and other com-
plex instruments remained controversial. Nations’ capacities to administer and enforce
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international disclosure rules varied widely, raising the possibility that standards would
be accepted on paper but ignored in practice. EU companies complained that standards
were costly and confusing: “The standards have been criticized by businesses of all sizes
for making accounts unreadable and irrelevant,” the Financial Times reported in March
2006.229 In addition, the board’s funding remained uncertain. The “big four” accounting
firms continued to provide a third of funding, raising charges of undue influence, while
other contributions were ad hoc.

Political realities suggested that gradual partial harmonization of standards and prac-
tices over a period of years was as much as could be expected. Whether such harmoniza-
tion would reduce or increase hidden risks to investors remained to be seen.

Disclosing International Infectious Disease Outbreaks to Protect Public Health
From the mid-nineteenth century on, nations sought to create international practices to
control the spread of infectious disease. International surveillance – the rapid reporting
of disease outbreaks – was early recognized as a key to preventing deaths and illnesses.
After several devastating cholera epidemics in the early 1800s, many nations negotiated
international sanitary conventions that sought to harmonize variable national surveil-
lance and quarantine laws.

Since 1951, the International Health Regulations of the World Health Organization
(WHO) have governed international surveillance of infectious diseases among mem-
ber countries. An arm of the United Nations, the WHO is governed by a World Health
Assembly composed of representatives of the WHO member governments. International
Health Regulations require member governments to inform the WHO about cases of
specified infectious diseases within set time periods. Traditionally, national governments
have controlled the flow of information on which disease surveillance is based. Regu-
lations also specify public health activities at ports and airports and set procedures for
trade and travel restrictions, including limits on those restrictions. Their stated purpose
is to minimize the international spread of disease with minimal interference with trade
and travel.230

By the 1970s, however, the WHO surveillance system was moribund. Only plague,
cholera, and yellow fever were subject to international reporting rules and member
states routinely violated even those reporting obligations. In practice, member govern-
ments’ incentives to protect national reputation and economic stability often outweighed
incentives to join in international efforts to report disease outbreaks. At the same time,
vaccines and antibiotics minimized some common infectious diseases in the United
States and Europe, easing political pressure for effective surveillance.231

But in the 1980s, the AIDS epidemic as well as the spread of other infectious diseases
highlighted the failure of existing international regulations and reawakened interna-
tional interest in more effective surveillance. In the United States, the national Institute
of Medicine identified fifty-four infectious diseases that were on the rise owing to a com-
bination of increased travel and trade, germs’ adaptability, and a lack of public health
measures.232

In 1995, the World Health Assembly directed the World Health Organization to
revise the failed government-centered surveillance rules. But reaching agreement on
new surveillance rules proved to be a slow process. New International Health Regu-
lations were not adopted until 2005.233 Meanwhile, the WHO cooperated with private
groups to create informal networks to share information. The Global Outbreak Alert and
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Response Network was designed to pool public and private information for response to
international outbreaks. In 2001, the four-year-old network was officially endorsed by
the World Health Assembly.234

However, it was the rapid spread of SARS (Severe Acute Respiratory Syndrome) in
2002 and 2003 that sparked the revival of the international system of infectious disease
reporting. The disease first appeared in China’s Guangdong Province in November 2002,
spread to thirty countries in six months, and killed more than seven hundred people.
Public fears fed by a paucity of reliable information contributed to large economic costs –
estimated at $40 billion.235

Significantly, initial information about the SARS outbreak did not come from govern-
ment reports. It came from millions of cell phone and Internet messages in Guangdong
Province and elsewhere in late 2002, as well as from information provided by private
reporting systems such as ProMED-mail. It was these on-the-ground reports from ordi-
nary citizens and local health workers that spurred the WHO to make inquiries of the
Chinese government, which, in turn, led the Chinese government to acknowledge the
outbreak and led the WHO to issue a global alert on March 12 and a travel advisory on
March 15, 2003.236

The new capabilities of information technology not only marshaled far-flung resources
to identify the source and character of the disease but also helped to combine the scientific
expertise of many nations to bring the epidemic under control. Public health authorities
in many countries cobbled together informal networks to respond with unprecedented
speed. The WHO coordinated sixty teams of medical personnel to help control the
disease in affected areas and a network of eleven infectious disease laboratories in nine
countries, linked through a secure Web site and daily conference calls, to work on the
disease’s causes and diagnosis. These networks made new scientific information available
to researchers around the world and hastened collaborative progress on diagnosis and
treatment. Researchers were able to identify the cause of SARS within a month. By July
2003, the five-month epidemic had ended.237

In retrospect, it was clear that the SARS epidemic coupled with advances in commu-
nication technology signaled the end of government control of the flow of information
about disease outbreaks. Even in the absence of an international legal obligation, China
was pressured into reporting the spread of SARS by masses of local data provided by vil-
lagers and aggregated by private electronic surveillance systems. In May 2003 the World
Health Assembly acknowledged the legitimacy of the crisis-driven de facto changes in the
international reporting system. In an important change, the assembly asked the WHO
to continue using nongovernmental sources of information for surveillance. The WHO
concluded that the SARS crisis demonstrated that government attempts to hide infor-
mation carried a very high price – “loss of credibility in the eyes of the international
community, escalating negative domestic economic impact, damage to health and eco-
nomics of neighboring countries, and a very real risk that outbreaks within the country’s
own territory can spiral out of control”238

Labeling Genetically Modified Foods to Protect Health and the Environment
Controversies concerning the safety and environmental effects of genetically modified
food crops created extraordinary political conflict and market disruptions in the United
States, Europe, and developing countries during the 1990s and early 2000s. Early genetic
modification of crops, introduced commercially in the mid-1990s, created corn, soy, and
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other grains, fruits, and vegetables that were resistant to pests or pesticides or enhanced
to produce extra vitamins, proteins, or other nutrients. Genetic modification differed
from conventional crossbreeding by altering plants at the molecular level, sometimes by
combining the DNA of different species. In the pipeline were bioengineered plants that
promised drought resistance or immunity to or treatments for specific diseases. However,
new benefits were accompanied by questions concerning the possible introduction of
allergens when DNA from different species was combined; the long-term environmental
effects of pest-resistant crops on beneficial insects, birds, and animals; and the possible
creation of “superweeds” or other pesticide-resistant plants or insects from inadvertent
crossbreeding between conventional and bioengineered plants.239

The EU and the United States took different approaches to the introduction of geneti-
cally modified food crops in the mid-1990s. The EU regulated genetically modified crops
as a novel health and environmental issue, requiring thorough review and risk assessment
for each field trial and product introduction.240 The United States regulated genetically
modified crops as a variation on familiar health and safety concerns, allowing many field
trials and introductions to take place without government permits.241

After an informal six-year ban on imports of genetically modified crops, Europe
adopted a mandatory labeling regime in 2004.242 After welcoming genetically modified
crops, the United States adopted guidelines for voluntary labeling.243 As of 2005, however,
labeling had not improved the efficiency of international markets or public safety, and
both its effectiveness and its sustainability were in doubt.

The European public responded to the sudden introduction of genetically modified
foods by the American Monsanto Corporation in 1996 and 1997 with demonstrations
and boycotts. Inflammatory headlines warned of the dangers of “frankenfoods”; Green
Party representatives cautioned about environmental risks; respected consumer organi-
zations called for product labeling or withdrawal; and Prince Charles, Paul McCartney,
and other well-known figures echoed public skepticism about the safety of such foods.
Already frightened by risks associated with mad cow disease (risks that initially were
downplayed by public officials), an incident of dioxin-contaminated Belgian food, and
the spread of hoof-and-mouth disease (none of which had anything to do with genetic
modification), European consumers were distrustful of government and commercial
assurances of food safety.

In contrast, the American public barely noticed the introduction of genetically mod-
ified foods. Antiregulatory sentiment ran high in the United States in the mid-1990s,
following gains by conservatives in the midterm elections of 1994. Experts in govern-
ment and the private sector debated safeguards and determined that no new regulatory
system was needed for genetically modified foods. Risks could be considered product by
product – just like risks associated with other advancing food technologies. Interestingly,
the U.S. food industry favored a mandatory safety assessment for genetically modified
foods, although the industry opposed mandatory labeling.244

In 1998, European Union member states instituted an informal ban on the import of
bulk shipments of products that might contain genetically modified organisms, stopped
approving genetically modified foods, and required labels on packaged foods already
on the market that contained genetically modified corn or soy. In the United States,
farmers rapidly increased production of genetically modified crops so that nearly 40
percent of corn acreage and more than 70 percent of soybean acreage was planted with
crops engineered to increase resistance to pests or herbicides. Planting such genetically

https://doi.org/10.1017/9780521699617.010 Published online by Cambridge University Press

https://doi.org/10.1017/9780521699617.010


214 Appendix: Eighteen Major Cases

modified seeds had benefits for farmers. It could reduce significantly costs associated
with plowing and purchase of pesticides.

In the late 1990s, however, European protests spread to the United States and other
countries. In 1999, protests by a variety of activist organizations led national farm asso-
ciations in the United States to warn their members about the economic risks of planting
genetically modified crops. Companies such as Frito-Lay and Nestle banned such crops
from their products in the United States as well as in Europe. Gerber and H. J. Heinz
removed genetically modified ingredients from baby food. Domestic incidents also trig-
gered alarm. When Starlink, a variety of genetically modified corn approved only for
animal feed in the United States, was found in taco shells in fast-food restaurants in
2002, it raised the specter of possible allergens. After ten years of commercialization,
virtually all the production of genetically modified crops remained concentrated in only
four countries – the United States, Canada, Argentina, and Brazil.

International disagreement took the highest toll in Africa. Zambia, Zimbabwe,
Mozambique, and Malawi rejected U.S. food aid in 2002 because shipments contained
genetically modified corn, even though those countries were threatened with famine
conditions and genetically modified corn had been distributed without controversy in
Zambia for six years. African nations could not risk losing the European market for
their crops if the seed found its way into farmers’ fields. The United States remained
the world’s largest exporter of agricultural products. But Europe, one of the world’s two
largest importers (along with Japan), had more influence over market rules.

Scientific uncertainty continued to leave room for polarized debate. In the United
States, the National Research Council remained supportive of the benefits of genetic
engineering of crops but also emphasized the importance of assessing each product
individually for potential risks from allergens, contamination of other plants, or damage
to insects or animals. The Research Directorate General of the EU, as well as French and
British authorities, acknowledged that no human health or environmental problems had
yet been observed but also cautioned about long-term risks. All agreed that there was a
great deal that was not yet known about the effects of genetic modification of foods.

Labeling of genetically modified foods was not an unreasonable approach to pro-
moting more efficient markets, improving consumer choice, and creating incentives for
minimizing the risks of genetic modification – goals that Europe, the United States,
and developing countries shared. In the past, governments had often employed food
labeling to promote public health and inform consumer choice when individual prefer-
ences differed. Europe and the United States already specified the labeling of ingredients,
allergens, and nutrients in packaged foods.

In 2004, the EU did replace its informal moratorium with an exacting system of
labeling and tracking genetically modified foods and animal feed. Some allowance was
made for accidental contamination on the grounds that some mixing of crops was
inevitable. Foods that contained less than 0.9 percent of genetically modified substances
did not have to be labeled.245 In order to implement the labeling regime, the EU required
that the characteristics, shipping, and sale of genetically modified food ingredients be
tracked from planting to incorporation in products. Tracking was essential in order to
verify labeling and facilitate recalls. Genetically modified seeds also had to be labeled
and tracked. In effect, genetically modified crops had to be segregated at each step of
production and distribution – from farm to fork. The European Commission approved
one variety of Bt corn for human consumption (but not planting) in May 2004, the first

https://doi.org/10.1017/9780521699617.010 Published online by Cambridge University Press

https://doi.org/10.1017/9780521699617.010


Targeted Transparency in the International Context 215

biotech product to gain approval since 1998. The commission also approved a variety of
genetically modified maize in 2006.

After the Starlink contamination incident in 2002, the United States also proposed
voluntary guidelines for companies to use if they wanted to inform consumers that
their products did or did not contain genetically modified ingredients. The FDA rec-
ommended that labels feature statements that products were (or were not) genetically
engineered or were made (or not made) using biotechnology, rather than statements that
products were “GMO free,” since some degree of contamination seemed unavoidable.246

In an unrelated regulatory change, the United States also introduced rules to standard-
ize labeling of “organic” foods, a growing portion of the U.S. food market. Those rules
included a requirement that foods labeled organic could not contain genetically modified
ingredients.247

As of 2006, however, the labeling of genetically modified foods appeared unlikely to
prove sustainable or effective as a public health measure or as a means of increasing mar-
ket efficiency by informing consumer choice, for two reasons. First, frequent incidents of
contamination between genetically modified and conventional crops, as well as acknowl-
edgement that some contamination was inevitable, raised doubts about whether accurate
labeling was technically feasible. Second, the underlying complexity and uncertainty of
safety and environmental issues concerning genetic modification made it difficult to
communicate accurately with consumers by means of labels. “GMOs fall into the class of
risk situations characterized by both low certainty and low consensus,” David Winickoff
and his coauthors suggested in an analysis of these food wars.248 In such situations, labels
that warn but do not inform tend to inflame public fears rather than improve public
knowledge.

Labeling of genetically modified foods by the European Union also had extreme unin-
tended consequences. In effect, it continued to preclude farmers in developing countries
from planting genetically modified crops. Seemingly simple labeling required farmers,
distributors, and food companies to segregate genetically modified crops at every step.
Farmers, grain elevators, railroad cars, processing facilities, and food manufacturing
plants needed separate facilities and processes for conventional and genetically mod-
ified fruits, vegetables, and grains. In the United States, officials estimated that crop
segregation and tracking requirements might increase food production costs by 10 to 30
percent.249

In the absence of any more appropriate international forum, the continuing battle
over the labeling of genetically modified foods took the form of a trade dispute, with the
World Trade Organization (WTO) acting as arbiter. In February 2006 the WTO ruled
that the EU’s informal ban against imports of genetically modified foods represented an
unlawful restraint of trade (although the EU had by then technically lifted the ban).250

EU officials countered that the WTO ruling would not influence their policies.

https://doi.org/10.1017/9780521699617.010 Published online by Cambridge University Press

https://doi.org/10.1017/9780521699617.010


https://doi.org/10.1017/9780521699617.010 Published online by Cambridge University Press

https://doi.org/10.1017/9780521699617.010

