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ABSTRACT

International law prohibits states from intervening in the internal and external affairs of
other states, but only if the method of intervention is coercive. This Article argues that coercion
can be understood in two different ways or models. First, as coercion-as-extortion, a demand
coupled with a threat of harm or the infliction of harm, done to extract some kind of concession
from the victim state—in other words, an act targeting the victim state’s will or decision-
making calculus. Second, as coercion-as-control, an action materially depriving the victim
state of its ability to control its sovereign choices. This may be done even through acts like
cyber operations that the victim state is entirely unaware of. The Article argues that many
of the difficulties surrounding the notion of coercion arise as a consequence of failing to distin-
guish between these two different models.
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I. INTRODUCTION

The prohibition of intervention, requiring states to refrain from coercively interfering in
the internal or external affairs of other states, is widely recognized as a cardinal rule of custom-
ary international law.1 There is also widespread agreement about the constituent elements of
the rule: (1) an interference with a state’s internal or external affairs that is (2) coercive in
character. As authoritatively interpreted by the International Court of Justice (ICJ) in the
Nicaragua case, the principle of non-intervention

forbids all States or groups of States to intervene directly or indirectly in internal or exter-
nal affairs of other States. A prohibited intervention must accordingly be one bearing on
matters in which each State is permitted, by the principle of State sovereignty, to decide
freely. One of these is the choice of a political, economic, social and cultural system, and
the formulation of foreign policy. Intervention is wrongful when it uses methods of coer-
cion in regard to such choices, which must remain free ones. The element of coercion,
which defines, and indeed forms the very essence of, prohibited intervention, is partic-
ularly obvious in the case of an intervention which uses force . . . .2

While the existence and authority of the customary rule prohibiting intervention is not
today challenged by any state, the content and application of this rule have been disputed
since its inception.3 This is particularly the case with the element of coercion. Even though
the ICJ regarded coercion as the “very essence” of prohibited intervention, it did not define it.
Nor have scholars or states otherwise managed to agree on a definition. Almost forty years
after Nicaragua, “the scope of coercion for purposes of prohibited intervention remains par-
ticularly undertheorized and underdeveloped,” as Caroline Krass, the general counsel of the
U.S. Department of Defense, rightly noted in a recent speech.4

1 See, e.g., OPPENHEIM’S INTERNATIONAL LAW –VOL. 1: PEACE 429 (Sir Robert Jennings & Sir ArthurWatts eds.,
9th ed. 2008) (“That intervention is, as a rule, forbidden by international law there is no doubt. Its prohibition is
the corollary of every state’s right to sovereignty, territorial integrity and political independence.”).

2 Military and Paramilitary Activities in and Against Nicaragua (Nicar. v. U.S.), Judgment, 1986 ICJ Rep. 14,
para. 205 (June 27) [hereinafter Nicaragua]. The Court also noted that it was defining “only those aspects of the
principle which appear to be relevant to the resolution of the dispute,” but that caveat really goes solely to whether
its definition is a complete one (and it clearly is not).

3 See generallyMaziar Jamnejad &Michael Wood, The Principle of Non-intervention, 22 LEIDEN J. INT’L L. 345
(2009). The non-intervention rule has roots going as far back as the XIX century; for an overview of its history, see
Mohamed S. Helal, On Coercion in International Law, 52 N.Y.U. J. INT’L L. & POL. 1, 49–54 (2019).

4 See DOD General Counsel Remarks at U.S. Cyber Command Legal Conference, Apr. 18, 2023, at https://
www.defense.gov/News/Speeches/Speech/Article/3369461/dod-general-counsel-remarks-at-us-cyber-com
mand-legal-conference (hereinafter 2023 U.S. DoD General Counsel Statement).
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My ambition in this Article is precisely to clarify this notion of coercion. On the one hand,
its parameters must acknowledge that states interact with each other and exert pressure on one
another all the time, for reasons good or bad. On the other hand, “coercion”must inhibit some
forms of pressure, drawing a red line beyond which a state’s sovereign policy choices would no
longer remain free.5

A threat or use of military force in violation of Article 2(4) of the UNCharter to affect such
choices would indisputably amount to coercion in this sense. When, for instance, Russia (fur-
tively, but reasonably clearly) threatened Ukraine with invasion on account (inter alia) of
Ukraine’s sovereign choices to align with the West and pursue membership in the
European Union and the North Atlantic Treaty Organization (NATO),6 and then went
ahead with that invasion when its demands were not met, one could think of no clearer exam-
ple of a state coercing another with respect to its external affairs.
But the content of coercion below the use of force threshold has remained contested.

This has especially been the case with measures of political and economic pressure, includ-
ing unilateral sanctions.7 When, for instance, in 2017 Saudi Arabia and its allies imposed a
set of adverse measures on Qatar—a so-called “blockade,” which included flight bans,
expulsions of nationals, disruption of trade, and even threats to physically sever Qatar
from the Arabian peninsula by digging an artificial canal on Saudi territory—Qatar was
asked to comply with a series of thirteen demands, which included shutting down the Al
Jazeera TV station and severing ties with Turkey and Iran.8 Was this interference with
Qatar’s internal and external affairs “coercive”? Or, when the United States persists in its
comprehensive embargo against Cuba, with the goal of changing the nature of Cuba’s gov-
ernment and with enormous consequences for the Cuban people, is this El Bloqueo “coer-
cive” in character?9 And so forth.
In addressing such questions we are confronted with the undeniable fact that the consol-

idation of the modern prohibition of intervention in international law, precipitated by a series
of resolutions in the UNGeneral Assembly (UNGA), demonstrated substantial disagreement
between states on the legitimacy of such measures.10 Western states in particular have gen-
erally opposed UNGA resolutions promoted by developing states that expressly or implicitly

5 See also Jamnejad & Wood, supra note 3, at 348.
6 See, e.g., Russia Says Ukraine Talks Hit “Dead End,” PolandWarns of Risk of War, EURACTIV (Jan. 14, 2022), at

https://www.euractiv.com/section/global-europe/news/russia-says-ukraine-talks-hit-dead-end-poland-warns-of-
risk-of-war (providing an account of the negotiations between Russia and Western allies, and quoting a Russian
envoy as saying that, unless Moscow received a constructive response, “we will be forced to draw appropriate con-
clusions and take all necessary measures to ensure strategic balance and eliminate unacceptable threats to our
national security. . . . Russia is a peace-loving country. But we do not need peace at any cost. The need to obtain
these legally formalised security guarantees for us is unconditional.”).

7 See generally Lori Fisler Damrosch, Politics Across Borders: Nonintervention and Nonforcible Influence Over
Domestic Affairs, 83 AJIL 1 (1989); Antonios Tzanakopoulos, The Right to Be Free from Economic Coercion, 4
CAMBRIDGE J. INT’L COMP. L. 616 (2015).

8 Patrick Wintour, Qatar Given 10 Days to Meet 13 Sweeping Demands by Saudi Arabia, GUARDIAN (June 23,
2017), at https://www.theguardian.com/world/2017/jun/23/close-al-jazeera-saudi-arabia-issues-qatar-with-13-
demands-to-end-blockade; Agence France-Presse, Saudi Arabia May Dig Canal to Turn Qatar into an Island,
GUARDIAN (Aug. 31, 2018), at https://www.theguardian.com/world/2018/sep/01/saudi-arabia-may-dig-canal-
to-turn-qatar-into-an-island.

9 See generally NIGEL D. WHITE, THE CUBAN EMBARGO UNDER INTERNATIONAL LAW: EL BLOQUEO (2015).
10 See generally Damrosch, supra note 7, at 8–10; Ori Pomson, The Prohibition on Intervention Under

International Law and Cyber Operations, 99 INT’L L. STUD. 180, 185–200 (2022).
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asserted that economic pressure was an unlawful form of intervention.11 The constant and consis-
tent resort to suchmeasures by a substantial number of states, accompanied by their opinio juris that
such measures are lawful, would seem to negate any effort to render “unilateral coercive measures”
(as the UNGA calls them) unlawful on the basis of custom.12 Even so, it is questionable whether
such a conclusion can be squared with any understanding of coercion based on first principles.
The prohibition of intervention has thus suffered from internal tension and uncertainty, as

have its elements. In the past decade or so, however, state practice and opinio juris have been
responding to a new challenge—the emergence and use of new technologies that enable states
to affect each other remotely by cyber means. States have repeatedly affirmed in numerous
fora that the “old” law of non-intervention has to apply to this new problem, in essence saying
that some types of cyber operations can constitute (coercive) intervention.13 In this particular
cyber context, states have increasingly been coming out with formal statements—expressions
of their opinio juris—interpreting the rule of non-intervention and its constituent elements
and applying them to specific examples, such as interferences with elections.14 They are

11 Helal, supra note 3, at 56–57.
12 For general discussions of UN General Assembly practice on unilateral coercive measures, see Rebecca

Barber, An Exploration of the General Assembly’s Troubled Relationship with Unilateral Sanctions, 70 INT’L &
COMP. L. Q. 343 (2021); Alexandra Hofer, The Developed/Developing Divide on Unilateral Coercive Measures:
Legitimate Enforcement or Illegitimate Intervention?, 16 CHINESE J. INT’L L. 175 (2017).

13 See, e.g., Report of the Group of Governmental Experts on Developments in the Field of Information and
Telecommunications in the Context of International Security, paras. 19–20, UNDoc. A /68/98 (June 24, 2013);
Report of the Group of Governmental Experts on Developments in the Field of Information and
Telecommunications in the Context of International Security, para. 28(b), UN Doc. A/70/174 (July 22,
2015); Report of the Group of Governmental Experts on Advancing Responsible State Behaviour in
Cyberspace in the Context of International Security, para. 71(c), UN Doc. A/76/135 (July 14, 2021).

14 See, e.g., Government of the Netherlands, Appendix: International Law in Cyberspace (July 2019), at
https://www.government.nl/documents/parliamentary-documents/2019/09/26/letter-to-the-parliament-on-
the-international-legal-order-in-cyberspace (official English translation) (hereinafter 2019 Netherlands
Statement); Declaration of General Staff of the Armed Forces of the Islamic Republic of Iran Regarding
International Law Applicable to the Cyberspace, Art. III (July 2020), at https://nournews.ir/En/News/
53144/General-Staff-of-Iranian-Armed-Forces-Warns-of-Tough-Reaction-to-Any-Cyber-Threat (hereinafter
2020 Iran Statement); International Law and Cyberspace: Finland’s National Positions, at 3–4 (2020), at
https://um.fi/documents/35732/0/KyberkannatPDF_EN.pdf/12bbbbde-623b-9f86-b254-07d5af3c6d85?
t¼1603097522727 (hereinafter 2020 Finland Statement); Roy Schöndorf, Israel’s Perspective on Key Legal and
Practical Issues Concerning the Application of International Law to Cyber Operations, EJIL:TALK! (Dec. 9, 2020), at
https://www.ejiltalk.org/israels-perspective-on-key-legal-and-practical-issues-concerning-the-application-of-
international-law-to-cyber-operations (hereinafter 2020 Israel Statement); Italian Ministry for Foreign Affairs
and International Cooperation, Italian Position Paper on “International Law and Cyberspace” (2021), at
https://www.esteri.it/mae/resource/doc/2021/11/
italian_position_paper_on_international_law_and_cyberspace.pdf (hereinafter 2021 Italy Statement); Annex
B: Australia’s Position on How International Law Applies to State Conduct in Cyberspace (2021), at https://
www.internationalcybertech.gov.au/our-work/annexes/annex-b (hereinafter 2020 Australia Statement);
Government of New Zealand, The Application of International Law to State Activity in Cyberspace (2020),
at https://dpmc.govt.nz/sites/default/files/2020-12/The%20Application%20of%20International%20Law%
20to%20State%20Activity%20in%20Cyberspace.pdf (hereinafter 2020 New Zealand Statement); The
Republic of Poland’s Position on the Application of International Law in Cyberspace (Dec. 29, 2022), at
https://www.gov.pl/web/diplomacy/the-republic-of-polands-position-on-the-application-of-international-
law-in-cyberspace (hereinafter 2022 Poland Statement); Government of Canada, International Law Applicable
in Cyberspace (2022), at https://www.international.gc.ca/world-monde/issues_development-
enjeux_developpement/peace_security-paix_securite/cyberspace_law-cyberespace_droit.aspx?lang¼eng (here-
inafter 2022 Canada Statement); UK Attorney General, International Law in Future Frontiers (2022), at
https://www.gov.uk/government/speeches/international-law-in-future-frontiers (hereinafter 2022 UKAG
Speech); Contribution of Brazil in UN Doc. A/76/136, at 18–19 (July 13, 2021) (hereinafter 2021 Brazil
Statement); Contribution of Estonia in UN Doc. A/76/136, at 25 (hereinafter 2021 Estonian Statement);
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partly doing so in response to influential academic initiatives to adapt the existing rules
of international law to the new challenges posed by cyber, foremost among them the
Tallinn Manual.15 And in doing so, they contribute to the clarification of the rule not
only in the cyber context, but also outside it. I should now acknowledge that my own
interest in this subject was provoked precisely by this cyber dimension, especially due to
my role as one of the editors of the third iteration of the Tallinn Manual, a work-in-pro-
gress at the time of writing. But I am firmly of the view that we cannot arrive at some kind
of cyber-specific understanding of non-intervention. This rule cannot apply with clarity
only in that particular context, if its foundations and application in other contexts
remain unclear.
I will argue in this Article that the coercion element of the non-intervention rule can

today be clarified and reconceptualized. My argument is partly normative and partly
based on recent developments in state practice. I will explain that coercion can be under-
stood through two different, if complementary, models or conceptions. First, the extortion
model, under which the coercing state issues a demand to the victim state, and threatens or
implements certain harms if that demand is not met. Coercion-as-extortion consists of
imposing costs on the victim state, so as to cause it to change its decision-making calculus
and policy choices. This is precisely how coercion has traditionally been understood in this
context, as “dictatorial” intervention.16 The key challenge here is whether the threat of
adverse consequences below the force threshold, such as economic sanctions, can be cov-
ered by this model, and, in particular, whether coercion-as-extortion can include measures
that are otherwise lawful.
The second (complementary) approach to coercion is the control model, which conceptu-

alizes coercion as an action by the coercing state that removes the victim state’s ability to exer-
cise control over its policy choices. In this model coercion is not about affecting the victim
state’s decision-making calculus—the victim state’s leadership may even be entirely unaware
of the actions taken against it—but consists of a material constraint on its ability to pursue the
choices that it wanted to pursue. Consider here, for example, a cyber operation against the
elections in another country, which may be entirely unrelated to any demands or threats by
the coercing state.
In Part II of this Article I will explain the structure of the non-intervention rule. Part III

deals with what I will call the problem of justification. Part IV examines coercion-as-
extortion, Part V coercion-as-control, while Part VI concludes.

Contribution of Germany in UN Doc. A/76/136, at 34–35 (hereinafter 2021 Germany Statement);
Contribution of Japan in UN Doc. A/76/136, at 46-47 (hereinafter 2021 Japan Statement); Contribution
of Norway in UN Doc. A/76/136, at 68–69 (hereinafter 2021 Norway Statement); Contribution of
Romania in UN Doc. A/76/136, at 76 (hereinafter 2021 Romania Statement); Contribution of Singapore
in UN Doc. A/76/136, at 83 (hereinafter 2021 Singapore Statement); Contribution of Switzerland in UN
Doc. A/76/136, at 87–88 (hereinafter 2021 Switzerland Statement); Contribution of the United Kingdom
in UN Doc. A/76/136, at 116–17 (hereinafter 2021 UK Statement); Contribution of the United States in
UN Doc. A/76/136, at 139–40 (hereinafter 2021 US Statement).

15 TALLINN MANUAL 2.0 ON THE INTERNATIONAL LAW APPLICABLE TO CYBER OPERATIONS (Michael N. Schmitt
gen. ed., 2017); see alsoHarriet Moynihan, The Application of International Law to State Cyberattacks: Sovereignty
and Non-intervention (Chatham House Research Paper, 2019).

16 Jennings & Watts, supra note 1, at 434; see also Moynihan, supra note 15, para. 88.
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II. THE STRUCTURE OF THE NON-INTERVENTION RULE

A. The Prohibition of Intervention in Outline

The non-intervention rule that concerns us here is exclusively interstate in nature: it pro-
tects and binds only states.17 Non-state entities have no duty to respect it, although states may
be responsible for a breach of the duty of non-intervention if such an entity acts on their
behalf, i.e., if the entity’s conduct is attributable to a state.18 Similarly, state measures of coer-
cion against non-state entities such as armed groups, companies, or individuals are outside the
scope of this rule, unless such measures are being used to indirectly coerce a state. I will also
not be discussing here provisions in the founding instruments of certain international orga-
nizations, such as Article 2(7) of the UN Charter, that prohibit the organization in question
from intervening in the internal affairs of its members.19 Rather, I will be addressing solely the
non-intervention principle as it applies between states.
The prohibition of intervention is a rule of customary international law.20 It is not

expressly stated in the UNCharter apart fromArticle 2(7), although it is enshrined in regional
treaties, such as the Charter of the Organization of American States (OAS).21 The codifica-
tion of the modern non-intervention rule culminated in the 1970 Friendly Relations
Declaration,22 a UNGA resolution adopted by consensus, with the express purpose of restat-
ing international law rather than political commitments,23 and supported even by those
Western states that opposed other resolutions dealing with non-intervention.24 The ICJ
today appears to see the Declaration as wholly reflective of customary international law,
and itsNicaragua holding clearly drew upon it.25 Two key paragraphs of the Declaration for-
mulate the non-intervention principle as follows:

17 See, e.g., 2019 Netherlands Statement, supra note 14, at 3 (“The non-intervention principle, like the sover-
eignty principle from which it stems, applies only between states.”). See also Sean Watts, Low-Intensity Cyber
Operations and the Principle of Non-intervention, in CYBER WAR: LAW AND ETHICS FOR VIRTUAL CONFLICTS 253
(Jens David Ohlin, Kevin Govern & Claire Finkelstein eds., 2015).

18 TALLINN MANUAL 2.0, supra note 15, at 313–14; see also Moynihan, supra note 15, para. 79.
19 Jamnejad & Wood, supra note 3, at 362–64.
20 Jennings & Watts, supra note 1, at 429; TALLINN MANUAL 2.0, supra note 15, at 312.
21 Article 19 of the OAS Charter as currently in force provides that: “No State or group of States has the right to

intervene, directly or indirectly, for any reason whatever, in the internal or external affairs of any other State. The
foregoing principle prohibits not only armed force but also any other form of interference or attempted threat
against the personality of the State or against its political, economic, and cultural elements.”Article 20 then further
provides that: “No State may use or encourage the use of coercive measures of an economic or political character in
order to force the sovereign will of another State and obtain from it advantages of any kind.” In the original 1948
version of the Charter (48 UNTS 1952, No. 1609) these were Articles 15 and 16.

22 GA Res. 2625 (XXV), Declaration on Principles of International Law Concerning Friendly Relations and
Co-operation Among States in Accordance with the Charter of the United Nations (Oct. 24, 1970).

23 Jamnejad & Wood, supra note 3, at 353.
24 See generally Helen Keller, Friendly Relations Declaration (1970), in MAX PLANCK ENCYCLOPEDIA OF PUBLIC

INTERNATIONAL LAW, at https://opil.ouplaw.com/home/mpil. For an overview of UNGA normative action on
non-intervention, see Jamnejad & Wood, supra note 3, at 349–55. See also William Ossoff, Hacking the
Domaine Réservé: The Rule of Non-intervention and Political Interference in Cyberspace, 62 HARV. INT’L L.J. 295,
298–304 (2021); Helal, supra note 3, at 58–59.

25 Accordance with International Law of the Unilateral Declaration of Independence in Respect of Kosovo,
Advisory Opinion, 2010 ICJ Rep. 403, para. 80 (July 22).
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No State or group of States has the right to intervene, directly or indirectly, for any reason
whatever, in the internal or external affairs of any other State. Consequently, armed inter-
vention and all other forms of interference or attempted threats against the personality of
the State or against its political, economic and cultural elements, are in violation of inter-
national law.

No State may use or encourage the use of economic political or any other type of mea-
sures to coerce another State in order to obtain from it the subordination of the exercise of
its sovereign rights and to secure from it advantages of any kind. Also, no State shall orga-
nize, assist, foment, finance, incite or tolerate subversive, terrorist or armed activities
directed towards the violent overthrow of the regime of another State, or interfere in
civil strife in another State.26

B. The Relationship Between the Prohibition of Intervention and Other Rules

Before examining the constituent elements of the non-intervention rule in more detail, it is
necessary to consider the relationship between this rule and its cognates, especially sovereignty
and the prohibition on the use of force. That relationship depends on several factors: (1) doc-
trinally, on the point that the different rules have different elements; (2) normatively, on
understanding the reasons that make intervention distinctively wrongful; and (3) on the vary-
ing levels of stigma that the international community attaches, or should attach, to violations
of each rule.
InNicaragua, the Court noted that there was substantial overlap between the prohibitions

on the use of force and intervention, holding that coercion “is particularly obvious in the case
of an intervention which uses force, either in the direct form of military action, or in the indi-
rect form of support for subversive or terrorist armed activities within another State [. . . and
that these] forms of action are therefore wrongful in the light of both the principle of non-use
of force, and that of non-intervention.”27 On the facts, the Court found that the U.S. supply
of weapons and training to the contra rebels was a use of force against Nicaragua, but that “the
mere supply of funds to the contras, while undoubtedly an act of intervention in the internal
affairs of Nicaragua . . . does not in itself amount to a use of force.”28 The Court subsequently
concluded that “financial support, training, supply of weapons, intelligence and logistic sup-
port [by the United States to the contras], constitutes a clear breach of the principle of non-
intervention.”29

Thus, for the Court in Nicaragua, the provision of weapons and training by the United
States to the contras was both a use of force and intervention, while the provision of other
support was “only” intervention.30 Later in the judgment the Court turned to the principle
of respect for territorial sovereignty and found that its effects “inevitably overlap with those
of the principles of the prohibition of the use of force and of non-intervention. Thus the assis-
tance to the contras, as well as the direct attacks onNicaraguan ports, oil installations, etc. . . .

26 See UN Doc. A/RES/2625(XXV), supra note 22, at 123.
27 See Nicaragua, supra note 2, para. 205.
28 See id., para. 228.
29 See id., para. 242.
30 See also id., para. 209.
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not only amount to an unlawful use of force, but also constitute infringements of the terri-
torial sovereignty of Nicaragua, and incursions into its territorial and internal waters.”31

The Court took a similar approach in itsCongo v. Uganda judgment, in which it concluded
that:

Uganda has violated the sovereignty and also the territorial integrity of the DRC.
Uganda’s actions equally constituted an interference in the internal affairs of the DRC
and in the civil war there raging. The unlawful military intervention by Uganda was of
such a magnitude and duration that the Court considers it to be a grave violation of the
prohibition on the use of force expressed in Article 2, paragraph 4, of the Charter.32

In sum, the Court’s jurisprudence makes it clear that the same act can simultaneously violate
more than one rule. It is also clear that not every act of intervention will rise to the level of a use
of force.33

There is an implicit gradation of stigma in the Court’s approach—a violation of the prohi-
bition of the use of force is in some sense more serious than a violation of the prohibition of
intervention, which is in turn more serious than a violation of territorial sovereignty (as with,
for example, the trespass of one state’s police or armed forces on the territory of another).34

That violations of the non-intervention rule sit on a midway point of a kind of hierarchy of
gravity also seems in line with state positions.35

The hierarchy of stigma notwithstanding, the overlap between force, intervention, and
breach of sovereignty is substantial, but not total. While the prohibition of intervention
undoubtedly derives from a wider, overarching principle of sovereignty36—that is, a state
has a right to be free from outside intervention because it is sovereign37—the purpose of
the prohibition is to protect certain sovereign choices from outside coercion even below
the force threshold, and even without infringing upon the victim state’s territory.
I should acknowledge at this point that there is an ongoing controversy in the cyber context

as to whether sovereignty can be violated by another state’s cyber operation, which was the
unanimous view of the Tallinn Manual 2.0 experts.38 The contrary position is that sover-
eignty is merely a principle from which specific rules can stem, and that it cannot be violated

31 See id., para. 251.
32 See Armed Activities on the Territory of the Congo (Dem. Rep. Congo v. Uganda), Judgment, 2005 ICJ

Rep. 168, para. 165 (Dec. 19).
33 Jennings &Watts, supra note 1, at 429; Jamnejad &Wood, supra note 3, at 348–49;Watts, supra note 17, at

258–59; Gary P. Corn, Covert Deception, Strategic Fraud, and the Rule of Prohibited Intervention, at 6 (Hoover
Institution Aegis Series Paper No. 2005, Sept. 18, 2020), at https://www.hoover.org/research/covert-
deception-strategic-fraud-and-rule-prohibited-intervention.

34 See also Watts, supra note 17, at 249.
35 See, e.g., 2022 Poland Statement, supra note 14, at 4 (“The threshold for considering a specific operation in

cyberspace to be in breach of the principle of non-intervention is higher than in the case of deeming it solely a
violation of the principle of sovereignty.”); 2021 Switzerland Statement, supra note 14, at 87–88 (“An infringe-
ment of sovereignty and a prohibited intervention are not the same. The latter must be coercive in nature . . . . This
means that the threshold for a breach of the non-intervention principle is significantly higher than that for a vio-
lation of state sovereignty.”); 2021 Japan Statement, supra note 14, at 46–47; 2021 Romania Statement, supra
note 14, at 76; 2020 Finland Statement, supra note 14, at 3.

36 Jennings & Watts, supra note 1, at 428.
37 See also 2022 Poland Statement, supra note 14, at 4.
38 TALLINN MANUAL 2.0, supra note 15, at 17–27.

THE AMERICAN JOURNAL OF INTERNATIONAL LAW608 Vol. 117:4

https://doi.org/10.1017/ajil.2023.40 Published online by Cambridge University Press

https://www.hoover.org/research/covert-deception-strategic-fraud-and-rule-prohibited-intervention
https://www.hoover.org/research/covert-deception-strategic-fraud-and-rule-prohibited-intervention
https://www.hoover.org/research/covert-deception-strategic-fraud-and-rule-prohibited-intervention
https://doi.org/10.1017/ajil.2023.40


as such by cyber means. Initially articulated by someU.S. government lawyers,39 this position
was subsequently formally adopted by the UK government.40 The UK remains isolated on
this point—the United States has not officially adopted this view, despite its origins—and, at
least so far, all other states commenting on it have argued that sovereignty is a rule, rather than
a mere principle. My own personal view aligns with that of the Tallinn Manual experts, but I
will not explore this issue further here.41 The key point for my present purposes is that, were
the UK’s position to be seen as correct, the absence of a lower-threshold sovereignty rule
would entail that the non-intervention rule would correspondingly become more important
in regulating state-to-state peacetime cyber operations. And that would, in turn, incentivize
loosening the coercion threshold in order to at least to some extent fill the void left by the
absence of a sovereignty rule.
Let us now turn to the constituent elements of prohibited intervention.

C. Interference with Internal and External Affairs (domaine réservé)

An act of intervention has to interfere with a state’s internal or external affairs. Such affairs
are frequently referred to in the literature as the state’s domaine réservé (reserved domain),
although the terminology varies somewhat, to my mind without material difference.42 I
will use the term “reserved domain” as shorthand for a state’s internal and external affairs.
The reserved domain is the object of prohibited intervention, while coercion is its instru-

ment or method.43 The two elements are cumulative.44 In Nicaragua, the ICJ defined the for-
mer as encompassing those “matters in which each State is permitted, by the principle of State
sovereignty, to decide freely.”45 The Court then gave two very broad examples of internal and
external affairs respectively: “the choice of a political, economic, social and cultural system,
and the formulation of foreign policy.”46 The first example clearly drew on the text of the
Friendly Relations Declaration, very much shaped by the need for managing coexistence
between two ideologically opposed blocks in the Cold War.47 In the cyber context, recent
state statements have frequently focused on the conduct of elections as an example of internal
affairs within the reserved domain, and onmatters such as state recognition or membership in
international organizations as examples of external affairs.48

39 See moreMichael N. Schmitt & Liis Vihul, Respect for Sovereignty in Cyberspace, 95 TEX. L. REV. 1639 (2017).
40 UK Attorney General, Cyber and International Law in the 21st Century (2018), at https://www.gov.uk/

government/speeches/cyber-and-international-law-in-the-21st-century.
41 See more Moynihan, supra note 15; Kevin Jon Heller, In Defense of Pure Sovereignty in Cyberspace, 97 INT’L

L. STUD. 1432 (2021)
42 See, e.g., TALLINN MANUAL 2.0, supra note 15, at 314–17; 2022 Poland Statement, supra note 14, at 4; 2020

New Zealand Statement, supra note 14, para. 9; 2021 Brazil Statement, supra note 14, at 19; 2021 Estonia
Statement, supra note 14, at 25; 2021 Germany Statement, supra note 14, at 34; 2021 Norway Statement,
supra note 14, at 67; 2021 Romania Statement, supra note 14, at 76; 2021 Switzerland Statement, supra note
14, at 87; 2022 Canada Statement, supra note 14, para. 22; 2021 Italy Statement, supra note 14, at 4–5. For
an overview of the terminological issues, see Ossoff, supra note 24, at 305–08.

43 Helal, supra note 3, at 60–61.
44 Barber, supra note 12, at 351.
45 See Nicaragua, supra note 2, para. 205.
46 See id.
47 UN Doc. A/RES/2625(XXV), supra note 22, at 123.
48 See, e.g., 2019Netherlands Statement, supra note 14, at 3; 2020 Finland Statement, supra note 14, at 3; 2020

Israel Statement, supra note 14; 2020 Iran Statement, supra note 14, Art. III.1; 2020 Australia Statement, supra
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The Nicaragua Court’s reference to permission by virtue of state sovereignty must mean
that the reserved domain does not include those matters on which a state cannot decide freely
because its choices are limited by international legal obligations.49 It is not, to take the most
obvious example, for a state to decide freely whether it should subject a portion of its popu-
lation to genocide. The reserved domain therefore exists within the bounds of international
law.50 And as international law is ever growing, through the accretion of custom and the
adoption and ratification of new treaties, the reserved domain tends to be shrinking.51

Perhaps the most substantial development in that regard is the growth of international
human rights law, which today imposes many limitations on what states can do to their
own people.52

That said, the concept of reserved domain should not be understood as referring to those
matters in a state’s internal or external affairs that are entirely unregulated by international
law. Today there are hardly any such matters.53 Rather, internal and external affairs belong
to the reserved domain if a state has any measure of discretion within the bounds of interna-
tional law regarding such issues.54 And despite the substantive growth of international law
over the past century, there is no doubt that the scope of the reserved domain remains
quite broad.55

note 14; 2020New Zealand Statement, supra note 14, para. 10; 2021 Brazil Statement, supra note 14, at 19; 2022
Canada Statement, supra note 14, para. 24; 2021 Estonia Statement, supra note 14, at 25; 2021 Singapore
Statement, supra note 14, at 83; 2022 Poland Statement, supra note 14, at 4; 2021 Germany Statement, supra
note 14, at 34–35; 2021 Norway Statement, supra note 14, at 68; 2021 Romania Statement, supra note 14, at 76;
2021 UK Statement, supra note 14, at 116; 2021 U.S. Statement, supra note 14, at 140 (“A cyber operation by a
State that interferes with another country’s ability to hold an election or that manipulates another country’s elec-
tion results would be a clear violation of the rule of non-intervention.”); see also TALLINN MANUAL 2.0, supra note
15, at 313.

49 See also Watts, supra note 17, at 263–64; Helal, supra note 3, at 4.
50 Tzanakopoulos, supra note 7, at 623 (coercive intervention “is unlawful because it invades a state’s ‘sphere of

freedom.’ This sphere of freedom, in turn, is defined by the fact that the state has not assumed any international
obligations relating to the matters within the sphere.”); see also Corn, supra note 33, at 9.

51 TALLINN MANUAL 2.0, supra note 15, at 316.
52 2023 U.S. DoD General Counsel Statement, supra note 4 (“States will want to bear in mind that the param-

eters of a State’s domaine réservé will depend in part on its obligations to other States, which can develop over time.
To give one example of particular importance in the cyber context, by becoming parties to the United Nations
Charter, all States today have agreed that certain matters are unquestionably matters of international concern that
may be regulated by international law, such as the prohibition on the use of force in Article 2(4). Articles 1(3), 55,
and 56 of the Charter each commit U.N. Member States to respecting international human rights. This, in turn,
has led to the development of human rights treaties. States that are parties to such treaties have consented to legally
binding obligations aimed at protecting specific human rights, such as freedom of expression, freedom of associ-
ation, and the freedom of religion or belief. Under this international human rights regime, excessive regulation of
online content, including censorship and access restrictions, cannot be justified as a sovereign prerogative.”).

53 See also Ossoff, supra note 24, at 306–07.
54Cf.Nationality Decrees Issued in Tunis andMorocco (French Zone) onNovember 8, 1921 (Gr. Brit. v. Fr.),

Advisory Opinion, 1923 PCIJ (ser. B) No. 4, at 24 (Feb. 7) (“The question whether a certain matter is or is not
solely within the jurisdiction of a State is an essentially relative question; it depends upon the development of
international relations. Thus, in the present state of international law, questions of nationality are, in the opinion
of the Court, in principle within this reserved domain. For the purpose of the present opinion, it is enough to
observe that it may well happen that, in a matter which, like that of nationality, is not, in principle, regulated
by international law, the right of a State to use its discretion is nevertheless restricted by obligations which it
may have undertaken towards other States.”).

55 See alsoMoynihan, supra note 15, paras. 106–07 (with the broadly same argument in substance, although she
prefers not using the reserved domain terminology); Corn, supra note 33, at 9.
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To give a few examples of reserved domain, when Russia demanded that Ukraine abandon
any ambitions to join NATO, this clearly interfered with Ukraine’s external affairs, since it is
the sovereign right of every state to choose its alliances.56 (Whether this interference violated
the prohibition of intervention depends, as in all of the examples I will give, on whether it was
also coercive—my point here is that the first element of the non-intervention rule, an inter-
ference with a state’s reserved domain, was satisfied). When in 2017 Saudi Arabia, the United
Arab Emirates (UAE) and their partners required Qatar to comply with a list of thirteen
demands or face the consequences of refusing to do so,57 the majority of these demands
clearly fell within Qatar’s reserved domain. For example, Qatar was required to scale down
diplomatic ties and cooperation with Iran, shut down a Turkish military base in Qatar and
halt military cooperation with Turkey, and cease contact with the political opposition in
Saudi Arabia, the UAE, Egypt, and Bahrain—demands that undoubtedly interfered with
Qatar’s external affairs. Similarly, Qatar was required to shut down Al Jazeera and various
other media outlets it had supported, and to align its military, political, social, and economic
policies with the other Gulf and Arab countries—again undoubtedly an interference with
Qatar’s internal affairs. On all these matters Qatar had the freedom, within the bounds of
international law, to choose its own policies. Some of the demands, however, might not
have interfered with Qatar’s reserved domain, to the extent that they required Qatar to com-
ply with its prior international legal obligations—for example, the demand that Qatar end its
alleged interference in the internal affairs of other sovereign states, end its support for alleged
terrorist organizations, or pay reparation for loss of life and other financial losses allegedly
caused by Qatar’s policies.58

Similarly, when the United States imposed a comprehensive trade embargo on Cuba,
which has now lasted for more than half a century, it has done so with the clear purpose
of changing the nature of Cuba’s regime.59 While developments in international law with
respect to the protection of democracy have to be acknowledged, the reserved domain still
paradigmatically includes a state’s choice of its political and social system, as proclaimed in
the Friendly Relations Declaration and affirmed by the ICJ in Nicaragua. There can be no
doubt, therefore, that, when taken as a whole, the U.S. embargo against Cuba interferes with
Cuba’s internal affairs.

56 Russia’s demands were made both to Ukraine and to the United States and NATO members states, in dif-
ferent formats. See Andrew Roth, Russia Issues List of Demands It Says Must Be Met to Lower Tensions in Europe,
GUARDIAN (Dec. 17, 2021), at https://www.theguardian.com/world/2021/dec/17/russia-issues-list-demands-
tensions-europe-ukraine-nato; Russian Deputy Foreign Minister Sergei Ryabkov: Russian Security Proposals Not an
Ultimatum to the West But a Serious Warning, INTERFAX (Dec. 21, 2021), at https://interfax.com/newsroom/
exclusive-interviews/73435/.

57 For the full list of demands, see Arab States Issue 13 Demands to End Qatar-Gulf Crisis, AL JAZEERA (July 12,
2017), at https://www.aljazeera.com/news/2017/7/12/arab-states-issue-13-demands-to-end-qatar-gulf-crisis.

58 See more Alexandra Hofer & Luca Ferro, Sanctioning Qatar: Coercive Interference in the State’s Domaine
Réservé?, EJIL:TALK! (June 30, 2017), at https://www.ejiltalk.org/sanctioning-qatar-coercive-interference-in-
the-states-domaine-reserve.

59 This purpose is in fact enshrined in U.S. law. Under the Cuban Democracy Act of 1992, 22 U.S.C. 69, §
6002 et seq., it should be the policy of the United States “to seek a peaceful transition to democracy and a resump-
tion of economic growth in Cuba through the careful application of sanctions directed at the Castro government
and support for the Cuban people . . . [and] to maintain sanctions on the Castro regime so long as it continues to
refuse to move toward democratization and greater respect for human rights.”
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When the Trump administration exerted pressure on countries all over the world, includ-
ing many allies, to compel them not to install Huawei equipment into their 5G telecommu-
nications infrastructure,60 there is again no doubt that this interfered with the reserved
domain of these states. The choice of using one vendor or another for infrastructure projects
is a decision squarely within the internal affairs of each state, as such subject to no interna-
tional legal obligation. Similarly, when, in response to theDecember 2018 arrest in Canada of
Meng Wanzhou, a Huawei executive and daughter of the company’s founder, pursuant to a
U.S. request for her extradition on fraud charges, China arrested two Canadian citizens and
exerted other forms of pressure on Canada to compel Meng’s release,61 it is clear that this was
an interference with Canada’s reserved domain, which in principle includes matters of crim-
inal law and extradition on which every state retains a large measure of discretion.
In conclusion, the notion of reserved domain in the non-intervention context is fluid and

relative,62 but it does not pose too much difficulty. The only truly complex point is to what
extent the reserved domain encompasses situations in which measures are used to enforce
compliance with existing legal obligations, which I will return to below when discussing
whether intervention can be justified. In all of the examples given above, there clearly was
an interference with the target state’s reserved domain. The much more difficult question
for all of these examples is whether the interference was coercive in character, and it is to
this question that I will now turn.

D. Coercion

There is no real definition of coercion for non-intervention purposes in any authoritative
instrument. As the Dutch government put it somewhat euphemistically, the “precise defini-
tion of coercion, and thus of unauthorised intervention, has not yet fully crystallised in inter-
national law.”63 InNicaragua, despite holding that coercion constituted the “very essence” of
prohibited intervention,64 the Court said nothing about the meaning of this concept in the
abstract. In both Nicaragua and Congo v. Uganda, the Court clearly held that coercion was a
concept broader than force.65 The only example of coercion below the force threshold given
by the Court, however, is that of a state providing support such as money or intelligence to a
rebel group on the territory of another state.66 Yet, in response to Nicaragua’s argument that
various forms of economic pressure put upon it by the United States—including the

60 See, e.g., TobyHelm, Pressure from Trump Led to 5G Ban, Britain Tells Huawei, GUARDIAN (July 18, 2020), at
https://www.theguardian.com/technology/2020/jul/18/pressure-from-trump-led-to-5g-ban-britain-tells-huawei;
Alexander Smith, After Months of U.S. Pressure, U.K. Bans China’s Huawei from Its 5G Network, NBCNEWS (July
14, 2020), at https://www.nbcnews.com/news/world/after-months-u-s-pressure-u-k-bans-china-s-n1233752;
Laurens Cerulus & Sarah Wheaton, How Washington Chased Huawei Out of Europe, POLITICO (Nov. 23,
2022), at https://www.politico.eu/article/us-china-huawei-europe-market.

61 See, e.g., Chris Buckley &Katie Benner, To Get Back Arrested Executive, China Uses a Hardball Tactic: Seizing
Foreigners, N.Y. TIMES (Sept. 25, 2021), at https://www.nytimes.com/2021/09/25/world/asia/meng-wanzhou-
china.html; James Palmer, Another Win for China’s Hostage Diplomacy, FOR. POL’Y (Sept. 28, 2021), at https://
foreignpolicy.com/2021/09/28/meng-wanzhou-michael-kovrig-spavor-release-china-canada-huawei.

62 TALLINN MANUAL 2.0, supra note 15, at 314; Helal, supra note 3, at 67–68.
63 See 2019 Netherlands Statement, supra note 14, at 3; see also 2022 Poland Statement, supra note 14, at 4.
64 See Nicaragua, supra note 2, para. 205.
65 Id., paras. 205–06; Congo v. Uganda, supra note 32, para. 164.
66 The provision of weapons and training to the rebels constituted both coercion and an indirect use of force. See

Nicaragua, supra note 2, para. 228 and discussion in Section II.B above.
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suspension of financial aid, a reduction in the sugar quota, and a trade embargo—constituted
coercion, the Court observed laconically that “it is unable to regard such action on the eco-
nomic plane as is here complained of as a breach of the customary-law principle of non-inter-
vention,”67 without providing any reasoning for this position. In particular, the Court said
nothing about whether and why such measures do not qualify as coercion, although its
decision was most likely motivated by the evident disagreement among states on the issue
of economic coercion, during the drafting process of the relevant UNGA resolutions and
elsewhere.68

We are therefore left with the following “easy” cases of coercion in the context of non-inter-
vention: (1) acts involving the use of force contrary to Article 2(4) of the Charter, whether
force is used directly by the intervening state or indirectly, through the supply of weapons or
training to a rebel armed group; (2) threats of force, equally prohibited by Article 2(4), which
are, as I will explain, especially pertinent to the extortion model of coercion; and (3) support
for non-state armed groups operating on another state’s territory below the force threshold,
such as through the provision of funding or the sharing of intelligence. Another easy case
relates to what coercion is not: (4) mere persuasion, i.e., an attempt by one state to convince
another that a particular course of action is for some reason optimal, which does not involve
any threat of harm by the former.69 Simple diplomatic engagement with another state, even if
it regards matters that clearly fall within that state’s reserved domain, such as its choice of a
political system or its choice as to what kind of 5 G infrastructure it wants to build, cannot be
coercion.70

Everything in between these two ends of the spectrum is, in some sense, a “hard” case. A
minimalist positivist approach to such hard cases would be simply to deny their hardness, by
arguing that coercion should not be understood as a general concept with any distinct content
on the basis of some overarching principle, but rather as an enumerated list of actions that
states have generally agreed count as coercion, most of which are already prohibited by Article
2(4) of the Charter. In that sense coercion, so it has been argued, would be confined to items
(1)–(3) above, and nothing else.71

An alternative view, which I very much favor, is that a commitment to positivism does not
compel this kind of impoverished minimalism, which would reduce the notion of coercion to
an enumerated list. If an action is coercive only if states specifically agree that this should be
the case, then it becomes impossible to apply this notion to any new development, including
cyber operations, absent new state agreement, i.e., some form of lawmaking via treaty or cus-
tom, which is highly unlikely to take place with any degree of promptness. To give an exam-
ple, even though virtually all states that have recently published their formal positions on the
application of the non-intervention principle to cyberspace have pointed to some
types of election interference operations as a paradigmatic example of a violation of this

67 See id., para. 245.
68 See also Damrosch, supra note 7, at 34.
69 Jamnejad &Wood, supra note 3, at 374–75; Helal, supra note 3, at 72–74; TALLINNMANUAL 2.0, supra note

15, at 318–19.
70 Jennings &Watts, supra note 1, at 432 (“various forms of cooperation, making representations, or lodging a

protest against an allegedly wrongful act . . . do not constitute intervention, because they are not forcible or dic-
tatorial”); see also Helal, supra note 3, at 62–63.

71 See generally Pomson, supra note 10.

REVISITING COERCION AS AN ELEMENT OF PROHIBITED INTERVENTION2023 613

https://doi.org/10.1017/ajil.2023.40 Published online by Cambridge University Press

https://doi.org/10.1017/ajil.2023.40


principle,72 the vast majority of states have still not expressed their views on any of these
issues. The minimalist position also renders irrelevant the idea that intervention is a combi-
nation of two constitutive elements, because there is no need for having these elements if all
instances of intervention anyway require specific agreement by states. Moreover, its reduction
of coercion to force plus non-forcible support to rebels narrows the scope of prohibited inter-
vention so much that it becomes underinclusive and redundant.73

A minimalist approach to coercion also undermines the generality of legal rules, the notion
that they can be applied to factual problems that the legislator did not specifically envisage or
provide for. The generality of legal rules, often with a clear “core” of situations to which a rule
applies and a much less certain “penumbra,” is perfectly normal both in domestic and inter-
national law. A (hypothetical) domestic rule prohibiting the use of vehicles in the park may be
clear in most of its applications, but less clear in some—for example, as to whether it prohibits
the display of a car mounted on a pedestal in the park, or the use within it of a bicycle or a
newly developed (and newly insufferable) electric scooter.74 But the fact that the rule is inde-
terminate in some instances does not affect its generality or binding nature. Similarly, in inter-
national law we do not in principle define legal concepts as exhaustive lists of universally
agreed upon examples. We do not do this for instance, with the notion of prohibited force
in Article 2(4) of the UN Charter, or with the notion of fair and equitable treatment due to
foreign investors in bilateral investment treaties, or with the human rights to privacy or
expression. These are all generic concepts accepted by states as such, even if they are open-
textured, with disagreement on some of their specific applications.75

In sum, a positivist conception of coercion need not be minimalist and confined only to
those examples of prohibited intervention affirmed as such by the ICJ in Nicaragua. A pos-
itivist can argue, as I do, that the prohibition of intervention is a rule of customary interna-
tional law, but that this rule and its elements such as coercion exist at a higher degree of
abstraction or generality. That is, states concur that coercion is a required element of inter-
vention,76 see it as a generic concept, and agree that it is in principle broader than force, but

72 See note 48 supra.
73 See also Helal, supra note 3, at 75–76.
74 The “vehicle in the park” example was first used by H.L.A. Hart, as was the dichotomy between a more

certain core and a less determinate penumbra of a rule. See generally H.L.A. Hart, Positivism and the
Separation of Law and Morals, 71 HARV. L. REV. 593, 606–15 (1958), and Fuller’s debate with Hart, largely
on different lines of argument not relevant here, in Lon L. Fuller, Positivism and Fidelity to Law—A Reply to
Professor Hart, 71 HARV. L. REV. 630, 661–69 (1958). For a comprehensive treatment, see Frederick Schauer,
A Critical Guide to Vehicles in the Park, 83 N.Y.U. L. REV. 1109 (2008).

75 I do not wish to be drawn here into the debate about the “interpretability” of custom (that is, whether cus-
tomary rules are subjected to interpretative processes broadly similar to treaty rules), on which see generally Orfeas
Chasapis Tassinis, Customary International Law: Interpretation from Beginning to End, 31 EUR. J. INT’L L. 235
(2020); Massimo Lando, Identification as the Process to Determine the Content of Customary International Law,
42 OXFORD J. LEGAL STUD. 1040 (2022). Whatever the merits of that debate, there is simply no doubt that the
content of some rules—whether based in treaty or custom—is of a general character and cannot be reduced to an
enumerated list of specific applications. For example, if the human rights to privacy or freedom of expression exist
in custom (as they do), applying them to novel contexts, such as cyberspace, does not require a new inquiry into
state practice and opinio juris. Similarly, we can apply the customary principles of distinction or proportionality of
the law of armed conflict to novel weapons, and do not need a weapon-specific inquiry into custom whenever a
new weapon is developed. There is in principle no difference in such cases between applying the customary or the
treaty versions of the rule, i.e., the rule is general in character regardless of its source.

76 See, e.g., 2021 Singapore Statement, supra note 14, at 83 (“intervention necessarily involves an element of
coercion”).
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might not see its boundaries identically.77 There is nothing unusual in this. Some measure of
indeterminacy is just fine, as is managing indeterminacy by utilizing arguments about policy,
effectiveness, or justice.78

How then should coercion be defined if not as an exhaustive list of universally accepted
instances? We can briefly dispense with the dictionary definitions of coercion such as “the
act or process of persuading someone forcefully to do something that they do not want to
do,”79 or as acting “to compel to an act or choice; to achieve by force or threat; to restrain
or dominate by force.”80 Linguistically coercion is clearly a cognate of force and is an act done
with the purpose of changing the victim’s behavior. But the meaning of words such as coer-
cion and force in ordinary language is relevant for us only marginally, because of their distinct
uses as terms of art in the very specific (and interstate) international legal context. That said,
the ordinary meaning of the term still includes forms of compulsion other than force, and so
we are essentially left in the same place as after reading the ICJ’s judgment in Nicaragua.
For their part, the Tallinn Manual experts defined coercion as “not limited to physical

force, but rather . . . an affirmative act designed to deprive another State of its freedom of
choice, that is, to force that State to act in an involuntary manner or involuntarily refrain
from acting in a particular way.”81 In a similar vein, the Netherlands, one of the few states
to have provided a more general definition of coercion,82 has done so as “compelling a state to
take a course of action (whether an act or an omission) that it would not otherwise voluntarily
pursue,”83 essentially a more succinct version of the Tallinn Manual definition.
These definitions point to the undermining of the victim state’s will as the essence of coer-

cion (“involuntary,” “voluntarily”), so as to effect a change in its behavior. This somewhat
anthropomorphic approach corresponds to the extortion model of coercion, and is similar
to how coercion is conceptualized in many domestic law contexts. But it arguably does not
fully capture what coercion can mean in the non-intervention setting, and tells us nothing
about what types of actions short of force can count as coercion.
The notion of coercion has given rise to much thinking in moral and legal philosophy.84

Coercion also figures prominently in various domestic legal contexts, some of which I will
explore further below. International law has a few direct analogues. For instance, in the
law of treaties, coercion invalidates state consent to be bound by a treaty in two distinct sce-
narios. The first, per Article 51 of the Vienna Convention on the Law of Treaties (VCLT), is
coercion of a state representative who had expressed consent on the state’s behalf: “[t]he
expression of a State’s consent to be bound by a treaty which has been procured by the

77 See, e.g., 2022 Poland Statement, supra note 14, at 4 (“There is no universally acceptable definition of “coer-
cion,” but an unambiguous example of a prohibited intervention is the use of force.”); 2020 Australia Statement,
supra note 14 (“Harmful conduct in cyberspace that does not constitute a use of force may still constitute a breach
of the duty not to intervene in the internal or external affairs of another State.”).

78 See also Schauer, supra note 74, at 1125–26.
79 See Coercion, COLLINS DICTIONARY, at https://www.collinsdictionary.com/dictionary/english/coercion.
80 See Coercing, MERRIAM-WEBSTER DICTIONARY, at https://www.merriam-webster.com/dictionary/coercing.
81 See TALLINN MANUAL 2.0, supra note 15, at 317.
82 For very similarly worded abstract definitions, see also 2021 Estonia Statement, supra note 14, at 25; 2021

Norway Statement, supra note 14, at 68.
83 See 2019 Netherlands Statement, supra note 14, at 3.
84 See generally Scott Anderson, Coercion, in THE STANFORD ENCYCLOPEDIA OF PHILOSOPHY (Edward N. Zalta &

Uri Nodelman eds., 2023), at https://plato.stanford.edu/archives/spr2023/entries/coercion.
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coercion of its representative through acts or threats directed against him shall be without any
legal effect.” This form of coercion is directed against an individual and is clearly broader than
the use of violence (“acts or threats” can include non-forcible compulsion).85 The second, per
Article 52 VCLT, is coercion of the state as such: “[a] treaty is void if its conclusion has been
procured by the threat or use of force in violation of the principles of international law embod-
ied in the Charter of the United Nations.” Here coercion is similar in nature to the one in
the non-intervention context, i.e., it is the state as an abstract entity that is being coerced, but
the scope of coercion is strictly limited to the use or threat of force contrary to Article 2(4) of
the Charter.86

Similarly, in the law of state responsibility, coercion can function as a rule for attributing
derivative responsibility—if one state coerces another to commit an internationally wrongful
act, the coercing state is responsible for that act.87 The International Law Commission (ILC)
defines coercion in this context narrowly, saying that “[n]othing less than conduct which
forces the will of the coerced State will suffice, giving it no effective choice but to comply
with the wishes of the coercing State.”88 But even with this ostensibly narrow approach,
the ILC does not confine its definition of coercion to unlawful force, arguing that the com-
pulsion it had in mind can “involve intervention, i.e. coercive interference, in the affairs of
another State”89 and that “coercion could possibly take other forms, e.g. serious economic
pressure, provided that it is such as to deprive the coerced State of any possibility of conform-
ing with the obligation breached.”90 Finally, coercion can amount to force majeure and con-
stitute a circumstance precluding wrongfulness—that is, a state that is coerced by another into
committing an internationally wrongful act may escape responsibility for committing that
act, for which the coercing state would, however, remain responsible.91

A common thread here is that threats or uses of force are paradigmatic examples of coer-
cion. But coercion is not generally limited to force and can extend to other forms of

85 For example, the ILC commentary to Article 48 of its Draft Articles on the Law of Treaties (DALT), Y.B. INT’L
L. COMM’N, VOL. II, at 246 (1966), which was almost verbatim reproduced as Article 51 VCLT, provides that this
notion of coercion is “intended to cover any form of constraint of or threat against a representative affecting him as
an individual and not as an organ of his State. It would therefore include not only a threat to his person, but a threat
to ruin his career by exposing a private indiscretion, as also a threat to injure a member of the representative’s family
with a view to coercing the representative” (emphasis added). See also VIENNA CONVENTION ON THE LAW OF

TREATIES: A COMMENTARY 862–63 (Oliver Dörr & Kirsten Schmalenbach eds., 2012).
86 During its work on the DALT, the ILC expressly decided to limit the notion of coercion to use or threat of

force and to exclude lesser forms of compulsion, even though somemembers of the Commission argued for a lower
threshold. See Commentary to Article 49 DALT, supra note 85, at 246 (“Some members of the Commission
expressed the view that any other forms of pressure, such as a threat to strangle the economy of a country,
ought to be stated in the article as falling within the concept of coercion.”). The reason given for the majority
of the Commission rejecting this position and limiting coercion to force was to avoid having a looser rule that
could be more open to the possibility of illegitimate attempts to evade treaty obligations. The same issue arose
at the Vienna diplomatic conference, but a proposal to expand the notion of coercion in VCLT Article 52 beyond
that of force was ultimately not successful. Dörr & Schmalenbach, supra note 85, at 882–86.

87 International Law Commission, Draft Articles on Responsibility of States for Internationally Wrongful Acts
with Commentaries, Art. 18, 56 UNGAOR Supp. No. 10, Art. 2, UNDoc. A/56/10 (2001), reprinted in 2 Y.B.
INT’L L. COMM’N 26 (2001), UN Doc. A/CN.4/SER.A/ 2001/Add.1 (Part 2) [hereinafter ILC ASR].

88 See id., Commentary to Art. 18, para. 2.
89 See id., para. 3.
90 See id.
91 Id., Commentary to Art. 23, para. 3.
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compulsion. There is no intrinsic point at which non-forcible pressure amounts to coercion;
rather, that threshold is variable and contextual.
How precisely coercion should be conceptualized for the purposes of the prohibition of

intervention depends primarily on its distinct purpose in the international legal system. As
noted above, the central argument of this Article is that, in the context of the non-interven-
tion rule, coercion can be understood in two different but complementary ways. In coercion-
as-extortion, the coercing state issues a demand to the victim state, and threatens or
implements certain harms if that demand is notmet. In the extortionmodel, coercion consists
of imposing costs on the victim state so as to change its decision-making calculus and cause it
to change its policy choices.92 By contrast, coercion-as-control is an action by the coercing
state that removes the victim state’s ability to exercise control over its policy choices. In this
model coercion is not about affecting the victim state’s decision-making calculus but consists
of a material denial of its ability to pursue the choices that it wanted to pursue. The two mod-
els will be addressed in greater detail in Parts IV and V below.

E. Mental Element(s): Intent of the Intervening State and Knowledge of the Victim State

While there is widespread agreement that an interference with internal or external affairs
(reserved domain) and coercion are constitutive elements of the prohibition of intervention,
there is more controversy as to whether the non-intervention rule requires subjective mental
elements. There are two such possible elements, each of which are generally argued to exist (or
not) by virtue of inherently being part of the notion of coercion. First, there is the question
whether coercion, and thus intervention, can only exist if the intervening state intends to
coerce the victim state, i.e., whether to be coercive the intervening state’s relevant action
has to be intentional in some sense of that word. Second, whether, in order to be coerced,
the victim state must know of the coercive action of the intervening state.
That coercionmust be intentional is often regarded as self-evident.93 Arguments in favor of

subjective elements tend to turn on the nature of the notion of coercion, on the alleged impos-
sibility of coercing without intending to do so, or of being coerced without being aware of that
fact.94 Arguments against these elements claim that it is somehow inappropriate to use sub-
jective elements in prescribing the rules of conduct for abstract legal entities such as states, or
to assess their responsibility for breaching these rules.95 They also point to practical difficul-
ties in proving such mental elements, whether in or outside a courtroom.
As I will shortly explain, subjective elements will depend on the type of coercion we are

discussing. But before doing so, it is important to note that there is no formal legal reason why
the non-intervention rule could not incorporate mental elements. There is certainly no pre-
sumption in international law against such elements, nor is it true that they cannot be

92 See, e.g., TALLINN MANUAL 2.0, supra note 15, at 317–18 (discussing cyber examples of intervention, all of
which fall under my rubric of coercion-as-extortion).

93 See, e.g., Jennings &Watts, supra note 1, at 430 (“intervention is forcible or dictatorial interference by a state
in the affairs of another state, calculated to impose certain conduct or consequences on that other state” (emphasis
added)); Jamnejad &Wood, supra note 3, at 348 (intervention covers only those acts “that are intended to force a
policy change in the target state” (emphasis added)). For various possible descriptions of the intent required, see
Moynihan, supra note 15, paras. 90–93.

94 See, e.g., Moynihan, supra note 15, para. 100.
95 See, e.g., Watts, supra note 17, at 268–69.
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attributed to an abstract entity such as the state. It is perfectly common both in international
and in municipal law for the responsibility of natural or legal entities to depend on subjective
considerations of culpability (fault).96 In some contexts, such as criminal law, such consider-
ations take center-stage, and may be required by fair-labeling concerns and the moral con-
demnation implied in determining that a breach of the law has occurred. But
considerations of fault are not limited to the criminal law context.
As far as the international law of state responsibility is concerned, if a primary rule of inter-

national law requires the existence of a mental element, this simply means that a natural per-
son, a human being whose conduct is attributable to the state, has had the required level of
fault. For example, for a state to be held responsible for committing genocide, one of its organs
or agents had to possess the requisite genocidal intent.97 The proof of such mental states of
individuals—those who act on a state’s behalf—is done routinely in judicial settings and out-
side them, employing multiple modes of evidence, including inference.98 Specific rules of
international law can, and frequently do, require states to act, through their organs or agents,
with some level of fault, such as intent or knowledge. Whether they should do so depends on
the specific context.99

The real question, therefore, is whether the customary non-intervention rule requires some
degree of fault. That question cannot be answered by relying on default assumptions or pre-
sumptions. Turning to the primary authorities on the rule, such as the Friendly Relations
Declaration or the OAS Charter, we can establish that some of these texts do use language
that implicitly refers to some form of intent. For example, the Declaration stipulates that
“[n]o State may use or encourage the use of economic, political or any other type of measures
to coerce another State in order to obtain from it the subordination of the exercise of its sov-
ereign rights and to secure from it advantages of any kind.”100 Similarly, the OAS Charter pro-
vides that: “[n]o State may use or encourage the use of coercive measures of an economic or
political character in order to force the sovereign will of another State and obtain from it advan-
tages of any kind.”101

InNicaragua, Nicaragua itself argued that the U.S. measures against it were done with two
purposes—overthrowing the Nicaraguan government or alternatively coercing it into accept-
ing American demands,102 and that these two purposes were plainly evident from numerous
official statements by high-ranking U.S. officials.103 On this point the Court did not expressly
say whether some form of intention was indispensable to the notion of coercion in the non-
intervention context, but implicitly this appears to have been its position. Nevertheless, the
Court’s key holding was that it was unnecessary to prove that the United States specifically
intended to overthrow the Nicaraguan government in order to find that it intervened against

96 For a more extended discussion, see Marko Milanovic, Intelligence Sharing in Multinational Military
Operations and Complicity Under International Law, 97 INT’L L. STUD. 1269, 1281–84 (2021).

97 See Application of the Convention on the Prevention and Punishment of the Crime of Genocide (Bosn. &
Herz. v. Serb. & Montenegro), Judgment, 2007 ICJ Rep. 43, paras. 242, 296, 373, 376, 413 (Feb. 26) [herein-
after Bosnian Genocide].

98 Milanovic, supra note 96, at 1282–83.
99 ILC ASR, supra note 87, Art. 2 Cmt. para. 3.
100 See UN Doc. A/RES/2625(XXV), supra note 22, at 123.
101 See OAS Charter, Art. 20.
102 Nicaragua, supra note 2, para. 239.
103 Id., para. 240.
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Nicaragua by supporting the contras. In other words, a coercive intent of the United States to
compel Nicaragua to make or abstain from certain policy choices should not be equated with
the specific intent of the contras to overthrow the Nicaraguan government.104 The Court fol-
lowed the same approach in Congo v. Uganda.105

In the cyber context, theTallinnManual experts were somewhat divided on the question of
intent, with the majority being of the view that coercion had to be intentional.106 As for the
recent formal positions of states on non-intervention in cyberspace, some have pronounced
on this particular point directly. For example, according to the Dutch government, interven-
tion is defined as “interference in the internal or external affairs of another state with a view to
employing coercion against that state.”107 Further, “[t]he goal of the intervention must be to
effect change in the behaviour of the target state.”108 For Finland, hostile interference by
cyber means against a state can constitute coercion if “it is done with the purpose of compel-
ling or coercing that State in relation to affairs regarding which it has free choice.”109

According to New Zealand, coercion requires “an intention to deprive the target state of con-
trol over matters falling within the scope of its inherently sovereign functions . . . . While the
coercive intention of the state actor is a critical element of the rule, intention may in some
circumstances be inferred from the effects of cyber activity.”110 For Canada, coercion includes
cyber activities “designed to deprive the affected State of its freedom of choice.”111 For
Switzerland, coercion means that “a state seeks to cause another to act (or refrain from acting)
in a way it would not otherwise.”112 And according to Germany, “the acting State must
intend to intervene in the internal affairs of the target State—otherwise the scope of the
non-intervention principle would be unduly broad.”113

Some states have used language that implicitly rather than explicitly evokes or requires
intent, for instance when discussing specific examples of prohibited intervention.114 But
many states have stayed silent on whether the prohibition of intervention incorporates sub-
jective elements of fault, even when they opined on other aspects of the rule. This is either
because they did not consider the issue to be of sufficient importance, or (more likely) because
they were unsure what the optimal position on this point should be and wanted to reserve
their view for some later date. None of these states have addressed the question whether the
victim state needs to know that it is being subjected to coercion, which had also divided the

104 Id., para. 241.
105 Congo v. Uganda, supra note 32, para. 163.
106 TALLINNMANUAL 2.0, supra note 15, at 318. Even so all of the experts had previously agreed on a definition

of coercion that clearly refers to some level of intent (“an affirmative act designed to deprive another State of its
freedom of choice,” id. at 317). There is some uncertainty as to where exactly the disagreement between the major-
ity and the minority of experts actually lied.

107 See 2019 Netherlands Statement, supra note 14, at 3 (emphasis added).
108 See id.; see also 2021 Romania Statement, supra note 14, at 76 (nearly identical formulation).
109 See 2020 Finland Statement, at supra note 14, at 3.
110 See 2020 New Zealand Statement, supra note 14, para. 9.
111 See 2022 Canada Statement, supra note 14, para. 23.
112 See 2021 Switzerland Statement, supra note 14, at 87–88.
113 See 2021 Germany Statement, supra note 14, at 34.
114 See, e.g., 2021 Norway Statement, supra note 14, at 68 (non-intervention rule breached by “carrying out

cyber operations with the intent of altering election results in another State” or by “deliberately causing a tempo-
rary shutdown of the target State’s critical infrastructure”); 2021 Singapore Statement, supra note 14, at 83 (dis-
cussing cyber attacks conducted “in an attempt to coerce our government” (emphasis added)).
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Tallinn Manual experts (the majority being of the view that there was no such
requirement).115

What, then, are we to make of these subjective elements? The first point to make is that,
because they relate to the coercive action, these elements are part and parcel of the notion of
coercion and do not exist independently of it. This means that the existence and nature of
these elements will inevitably depend on the model of coercion being employed. Second, dis-
cussions of intent often lead to misunderstanding because that word can be used with differ-
ent meanings, and because such discussions are often hampered by inconsistent terminology
(e.g., intent, purpose, with a view, goal, etc.). Third, in that regard, both the proponents and
opponents of an intent element do not actually disagree that the coercive action by the inter-
vening state must be intentional under some minimal description.116 There is no conceivable
scenario in which a state wholly inadvertently coerces another. Rather, they disagree on
whether a particular effect of the action (the description of which varies) must be intended
for that action to be labeled as coercive. This will again, as I will explain shortly, depend
on the model of coercion being used. Fourth, whether the coerced state needs to have knowl-
edge of being coerced is an issue easier to settle than that of intent. I will develop this point
below, when discussing the twomodels. Finally, the stakes of this debate are in fact lower than
they first appear when it comes to coercion-as-extortion. As I will explain, under the extortion
model of coercion (Part IV) the coercing state necessarily intends that its demand and threat
cause a change in the behavior of the coerced state, while the coerced state is necessarily aware
that it is being coerced. By contrast, under the control model (Part V) the coercing state issues
no demand and no threat, and here the issue of intent matters muchmore than with coercion-
as-extortion. If intent is required, it will be an intention of the coercing state to deprive the
victim state of its ability to control its reserved domain.117However, the victim state need not,
and often is not, aware that is being coerced in this sense of the word.

III. THE PROBLEM OF JUSTIFICATION

A. The Problem Explained

This brings us to what I will call the problem of justification. Because of the structure of the
non-intervention rule, the interpretation of its constituent elements will be influenced by
views (or intuitions) as to whether intervention, or coercion, can ever be justified in some
sense. Consider the example of state responses to Russia’s aggression against Ukraine and
its purported annexation of Ukrainian territory. At least some such responses harm Russia,
and by inflicting harm attempt to influence Russia tomodify its behavior or to become unable
to further engage in it. And at least some such responses must be justified, even though
Russia’s will is unquestionably being bent through coercion-as-extortion.

115 TALLINN MANUAL 2.0, supra note 15, at 320–21.
116 All actions (as opposed to involuntary movements) of the individuals through whom a state acts are by def-

inition intentional under some description, that is the words we use to describe the action will incorporate some
element of intent. For classical philosophical accounts, see G.E.M. ANSCOMBE, INTENTION (1957), R.A. Duff,
Intentions Legal and Philosophical, 9 OXFORD J. LEG. STUD. 76 (1989). For a discussion of intention in the state
responsibility context, see Milanovic, supra note 96, at 1284–86.

117 See also 2020 New Zealand Statement, supra note 14, para. 9.
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This, then, is the central dilemma of the non-intervention rule. On the one hand, the core
value that it protects is that states, by virtue of being sovereign (and additionally because of
their people’s right to self-determination), have a right to make their own decisions without
external coercion. Put differently, the law must protect the autonomy of the (relatively) weak
from domination by the (relatively) powerful. Similarly, the non-intervention rule must
enable the co-existence of states with different ideologies and political systems, and reduce
the risk that coercive measures might escalate to war.118

On the other hand, it is not only that the reality of states constantly exerting pressure of all
kinds on one another militates against a very broad understanding of prohibited intervention,
in an obvious apology v. utopia dynamic.119 It is also that pressure—or coercion—can be
used for objectively good ends. The sovereign right of states to make their own decisions cannot
be understood as the apex value of the international system. Sovereignty cannot override every
other consideration, for example the human rights of the state’s own population, which it may
be grossly violating.120

It is difficult for the non-intervention rule to navigate this tension because, as articulated in
its authoritative sources, it is framed in categorical, absolute terms—“[n]o State or group of
States has the right to intervene, directly or indirectly, for any reason whatever, in the internal
or external affairs of any other State.”121 As written, this rule admits of no exceptions. There is
no in-built balancing test of justified coercive intervention, for example, one that would be
necessary and proportionate to achieving some legitimate end. Thus, as Lori Fisler Damrosch
has put it, at the core of the prohibition of intervention lies “an unresolved tension between
the desire to find some sort of limiting principle and the reluctance to adopt one that might be
too limiting.”122 This is, again, especially the case with regard to coercive measures that are
themselves otherwise lawful, such as the suspension of trade or financial aid, where the ques-
tion is whether such measures should nonetheless become unlawful by falling within the
scope of prohibited intervention, an issue I will explore in more detail below.
The categorical nature of the non-intervention rule means that considerations of justifica-

tion are packed into arguments about its scope. In particular, states (and scholars) are incen-
tivized to argue that particular actions, such as economic sanctions, are not coercive in
character. This is not because they would regard such actions as falling outside some coherent
and principled general concept of coercion, but because such actions are frequently used for
good ends, while the rule apparently admits of no possibility of justified coercion.123 The
notion of coercion is thus unavoidably distorted. It becomes moralized, tied up with consid-
eration of justifiability, from which it becomes impossible to untangle.124

118 See also Jennings & Watts, supra note 1, at 430.
119 See generally MARTTI KOSKENNIEMI, FROM APOLOGY TO UTOPIA: THE STRUCTURE OF INTERNATIONAL LEGAL

ARGUMENT (2006).
120 See Damrosch, supra note 7, at 34–37.
121 See UN Doc. A/RES/2625(XXV), supra note 22, at 123.
122 See Damrosch, supra note 7, at 10 (emphasis in original).
123 Cf. Tom J. Farer, Political and Economic Coercion in Contemporary International Law, 79 AJIL 405, 406

(1985) (arguing that “every human relationship is some mixture of coercion and cooperation. So to say that a
particular relationship is coercive is to say nothing at all about its legitimacy.”).

124 See also Anderson, supra note 84, at 3.1 (cautioning against moralized approaches to defining coercion,
which presuppose that coercion is not justified).
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Instead of arguing about the scope of coercion, it is possible to rely on justificatory mech-
anisms external to the non-intervention rule, the general circumstances precluding wrongful-
ness recognized in the customary law of state responsibility. Through the operation of these
circumstances an act of coercive intervention would not be regarded as unlawful. But these
will be of very limited utility. Some, such as consent, cannot apply even conceivably—a state
that validly consents to an act by another state by definition could not have been coerced into
providing that consent.125 Coercion and valid consent are mutually exclusive.126 Other cir-
cumstances precluding wrongfulness, such as duress and necessity, are limited by strict crite-
ria, and rightly so. Intervention could be considered as excused or justified under these criteria
only very exceptionally.

B. Justification Through the Reserved Domain Element

A proper understanding of the reserved domain element of prohibited intervention pro-
vides a more coherent way of thinking about justified intervention than arguments about
the scope of coercion or reliance on circumstances precluding wrongfulness. Recall how
the reserved domain is a concept bounded by international law, encompassing those matters
in the state’s internal or external affairs over which it has a degree of discretion under inter-
national law;127 or, in the words of the ICJ inNicaragua, those “matters in which each State is
permitted, by the principle of State sovereignty, to decide freely.”128 This definition of
reserved domain as bounded by international law logically entails that coercive acts with
regard to a state’s choices that fall outside the reserved domain cannot be intervention. In
other words, even though the coercion element of prohibited intervention might be satisfied,
the reserved domain element would not be. The coercive act in question therefore could not
violate the customary prohibition of intervention, although it may well violate some other
applicable rule of international law.129

For instance, a cyber operation that prevented the armed forces of a state from spreading
direct and public incitement to genocide over social media—say by shutting down the rele-
vant accounts on that network, or by disrupting Internet access—would not violate the pro-
hibition of intervention, since disseminating genocidal propaganda does not fall within the
internal affairs of the target state over which it may decide freely.130 The state does not have a
free choice, within the bounds of international law, as to whether to commit or incite genocide
against its own population. That choice is simply not part of the “internal affairs” the state is
entitled to have control over; it retains no discretion over the matter. The cyber operation in
question therefore cannot violate the prohibition of intervention, even if we qualified it as

125 See also Jennings & Watts, supra note 1, at 435–37.
126 Jamnejad & Wood, supra note 3, at 378–79.
127 Section II.C supra.
128 See Nicaragua, supra note 2, para. 205.
129 See also TALLINN MANUAL 2.0, supra note 15, at 317 (“certain cyber operations intended to compel another

State into compliance with its international legal obligations are excluded from the scope of applicability [of the
non-intervention rule . . .] because the fact that one State owes an obligation to another State takes the matter out
of the realm of domaine réservé”); 2020 Finland Statement, supra note 14, at 3 (distinguishing prohibited inter-
vention from measures “the purpose of which is to compel another State to comply with its international
obligations”).

130 See, e.g., Convention on the Prevention and Punishment of the Crime of Genocide, Art. III(c), Dec. 9,
1948, 78 UNTS 277.
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being coercive in character (here as coercion-as-control). But, depending on how the cyber
operation was done, it might violate the target state’s sovereignty or some other rule.
Similarly, if we were to accept arguendo that economic sanctions can constitute coercion for

the purpose of the non-intervention rule, not every use of such sanctions would constitute
intervention. This would only be the case if they were used to coerce a state regarding policies
or choices that properly belong within its reserved domain. If, however, the sanctions were
directed against policies or choices that fall outside the reserved domain, they would not vio-
late the prohibition of intervention, again even if we regarded them as coercive.131

This would of course only be the case if, on an objective inquiry, the particular policy
regarding which a state was being coerced was not one on which international law left it
with a measure of discretion.132 This plainly may be a contested matter, especially in the
absence of a binding judicial determination. Similarly, there may be rules of international
law that compel a state to achieve a particular result, but leave it with a substantial degree
of discretion on how that result is to be achieved. But if this understanding of the reserved
domain element is correct—and I fail to see how the commission of internationally wrongful
acts could reasonably be said to be within the scope of a state’s internal or external affairs—
then this element can have a more important role to play in accommodating justifiability con-
siderations within the non-intervention rule than has been acknowledged so far. And it can do
so without distorting the notion of coercion. Coercion would not be prohibited by the non-
intervention rule so long as it was strictly confined to compelling the target state’s compliance
with its international legal obligations.133 Again, the key point here is whether, as an objective
matter, the target state retains a measure of discretion regarding particular policies or choices.

C. Enabling Unilateral Law Enforcement?

There are several possible objections to the understanding of the reserved domain element
given above, all reflecting a concern that such an understanding would (arguably undesirably)
enable unilateral coercive measures of law enforcement. First, even if coercive measures are
intended to enforce compliance with an international legal obligation, there will be cases in
which states disagree on the content of these obligations and such disagreement may be objec-
tively reasonable. Second, it is unclear how coercive measures that do not constitute interven-
tion because the reserved domain element is not met fit into the traditional dichotomy
between retorsion and countermeasures (reprisals) in international law.134 Third, under

131 See alsoMarcelo Kohen, The Principle of Non-intervention 25 Years After theNicaragua Judgment, 25 LEIDEN

J. INT’L L. 157, 160–61 (2012) (arguing that requirements imposed on a state to comply with its international
obligations do not constitute intervention); Barber, supra note 12, at 352 (arguing that “if measures imposed by
one State on another are aimed at ensuring respect for human rights that fall within this established ‘core,’ or for the
prohibition of war crimes and crimes against humanity, those measures ought not be regarded as an intervention in
matters on which the targeted State may decide freely”).

132 This argument is not about creating something like a human rights exception to the prohibition of inter-
vention. See, e.g., Institute of International Law, Resolution on the Protection of Human Rights and the Principle
of Non-intervention in the Internal Affairs of States (1989) (arguing that measures taken against a state that vio-
lated human rights were not an interference in its internal affairs); see also Jamnejad&Wood, supra note 3, at 376–
77. My argument extends to coercive actions done to compel compliance with any relevant rule of international
law, which again may be unlawful on some other basis, but do not violate the prohibition of intervention.

133 For a similar argument, see Damrosch, supra note 7, at 38–40.
134 While retorsion is generally regarded as the use of unfriendly measures that are not unlawful, countermea-

sures are defined as acts in breach of one state’s international obligations toward another taken in order to induce
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the conception of the reserved domain element proposed above, coercive measures would not
constitute intervention even if they were grossly disproportionate to the ostensibly legitimate
aim of enforcing legal obligations that is being pursued. Finally, and relatedly, this would in
effect allow states using coercive measures to evade the customary requirements for lawful
countermeasures in the law of state responsibility.
It is fair to say that the conception of the reserved domain element I have argued for does, to

some extent, enable unilateralism, in the sense that the fact that particular measures are (1)
unilateral and (2) coercive would not render them prohibited under the non-intervention
rule, so long as they were being used to enforce compliance with international law.135 But
some degree of unilateralism and self-help is simply a fact of life in a non-hierarchical, decen-
tralized system of international law, and each of the concerns outlined above has a satisfactory
response.
First, it is undeniable that states may take different positions on points of law, or that there

may be several plausible interpretations of an obligation incumbent upon a state, while an
independent body making an objective determination of what the law requires might not
always be available. This is also a fact of life in the international system, and this fact alone
cannot be a reason for categorically preventing the use of coercive measures or confining them
solely to cases of unambiguously clear violations of international law (which will even then
likely be disputed by the offending state). Indeed, the exact same issue arises in the context of
countermeasures, and in principle the same answer can be given—a state taking coercive mea-
sures to ensure that another state complies with its legal obligations does so at the risk of mak-
ing the wrong assessment.136 If the coercing state’s understanding of the law ultimately proves
incorrect, the reserved domain element would be engaged, and coercion would constitute
prohibited intervention. The key point here is that the reserved domain element is engaged
whenever the coerced state, as a matter of an objective inquiry, retains a measure of discretion
on how to comply with a legal obligation.
Second, the retorsion-countermeasures dichotomy actually poses no issue for coercive

measures intended to enforce compliance with prior obligations.137 As I explained above,
such measures simply do not constitute intervention (with a caveat further explored
below), but that does not necessarily mean that they are lawful. They can still violate other
rules of international law, such as sovereignty, the law of immunities, human rights, or trade
law. If they do violate other rules of international law, such coercive measures would need to
comply with the criteria for countermeasures in order to be lawful. If they do not violate any
other rules of international law, they would constitute retorsion.

the latter state to comply with its own international obligations, including the duty to cease an ongoing interna-
tionally wrongful act and to provide reparation for it. ILC ASR, supra note 87, Art. 49.

135 See also Dapo Akande, Payam Akhavan & Eirik Bjorge, Economic Sanctions, International Law, and Crimes
Against Humanity: Venezuela’s ICC Referral, 115 AJIL 493, 496–98 (2021); Sarah H. Cleveland, Norm
Internalization and U.S. Economic Sanctions, 26 YALE J. INT’L L. 1, 52–55 (2001). On UNGA resolutions on uni-
lateral coercive measures, see Barber, supra note 12; and Hofer, supra note 12.

136 ILC ASR, supra note 87, Art. 49 cmt. para. 3 (“A State taking countermeasures acts at its peril, if its view of
the question of wrongfulness turns out not to be well founded. A State which resorts to countermeasures based on
its unilateral assessment of the situation does so at its own risk and may incur responsibility for its own wrongful
conduct in the event of an incorrect assessment.”).

137 For a recent judicial discussion, see Certain Iranian Assets (Iran v. U.S.), Judgment, 2023 ICJ Rep. (Mar. 30,
2023) (sep. op., Robinson, J., paras. 24–36).
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Put differently, if coercive measures are confined to enforcing compliance with prior obli-
gations, the prohibition of intervention is not the benchmark against which the legality of
these measures is to be assessed. For instance, coercive measures that cause grave harms to
(say) the access to food or medicines by the population of the affected state may be wrongful
not because they coerce that state on a matter on which it actually has no right to be free from
coercion, but because they infringe on the human rights of its people, or unduly restrict inter-
national trade, or violate some other rule. Consider, for example, trade restrictions employed
against Russia in order to make it desist from its aggression against Ukraine. Even if such
measures crossed the threshold of coercion (and some of them likely do), they would still
not constitute intervention into Russia’s internal or external affairs. This is simply because
Russia objectively has no right to use force against Ukraine and no discretion on the matter,
despite its protestations to the contrary. If such measures contravened World Trade
Organization (WTO) law or human rights law or some other body of international law,
the criteria for countermeasures would need to be applied for any wrongfulness of such mea-
sures to be precluded. But, legal or illegal, coercive measures would still not constitute inter-
vention into Russia’s affairs on which it may decide freely.
Third, the issue of the proportionality of the harm inflicted by the coercing state on the

coerced state for the purpose of ensuring the latter’s compliance with the law only arises out-
side the confines of the non-intervention rule. That such measures do not constitute inter-
vention says nothing about the permissibility of third-party or collective countermeasures,
i.e., those employed by a non-injured state, which remains the subject of controversy.138 I
do not here take any position on this issue. I am solely arguing that such measures do not
constitute intervention if the reserved domain element is not met. This does not mean
that the criteria for lawful countermeasures139 are being evaded,140 but that they only
apply if a rule other than the prohibition of intervention is engaged.
The final question that arises is whether the wrongfulness of intervention can ever be pre-

cluded through the reliance on countermeasures, if both the reserved domain element as
understood above and the coercion element are met. To my mind, this issue points to the
centrality of intent as the link between coercion and reserved domain, between the threat
and the demand.141 As explained above and further explored below, in coercion-as-extortion
the coercing state must intend to compel the victim state to comply with its demand. If that
demand is compliance with a prior international legal obligation, and that obligation exists as
a matter of an objective inquiry, the prohibition of intervention simply does not apply.
In coercion-as-control, however, the coercing state performs an action depriving the victim

state of its ability to control its reserved domain, while intending to deprive it of such control.
It is that act alone, without any threat or demand, that constitutes intervention. It is possible
for such acts of intervention to be used as countermeasures, if they complied with the relevant
conditions in the law of state responsibility. Consider a scenario in which State A intervenes in

138 See generally ILC ASR and commentary supra note 87, Art. 54; CHRISTIAN J. TAMS, ENFORCING OBLIGATIONS

ERGA OMNES IN INTERNATIONAL LAW (2005); MARTIN DAWIDOWICZ, THIRD-PARTY COUNTERMEASURES IN

INTERNATIONAL LAW (2017).
139 ILC ASR, supra note 87, Art. 51.
140 I am very grateful to Dapo Akande for first raising this point with me.
141Michael Clark,There Is No Paradox of Blackmail, 54 ANALYSIS 54, 55 (1994) (explaining that blackmail is not

simply a combination of a demand and a threat, but one done with a particular intention).
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State B by funding a rebel group on B’s territory. B responds symmetrically by funding a rebel
group on A’s territory (an act which, as we shall see, falls within the coercion-as-control
model). B then informs A that it will stop the funding if A ceases its own wrongful act of
continuing to support rebels on A’s territory. To my mind, it is only in a scenario such as
this one that intervention can genuinely constitute a countermeasure, so that its wrongfulness
is precluded if the relevant criteria are met.142 In this scenario, B’s first-order intent is to
deprive A of control over its reserved domain, by funding a rebel group (which would con-
stitute coercion-as-control). It then has a further, second-order intent to use this wrongful act
to induce compliance by A with its legal obligation (which would further constitute coercion-
as-extortion).143 But, unlike in the reserved domain scenarios above, B’s own act of
intervention has already been completed because the target state was intentionally deprived
of its ability to control its reserved domain, and an illegality really is being used to respond to
an illegality. This is again, to my mind, the only scenario in which countermeasures can be
relied on to preclude the wrongfulness of intervention.

IV. THE EXTORTION MODEL OF COERCION

A. The Extortion Model in Outline

Let us now turn to the extortion model of coercion, which is in many ways paradigmatic of
that notion. As we will see, the parameters of that model are broadly similar to how coercion is
understood in ordinary language and domestic contexts, as well as in the philosophical
literature.144

In coercion-as-extortion, the coercing state performs at least two, and sometimes three,
distinct actions.145 First, it makes a demand of the victim state, and this demand relates to
matters within the victim state’s reserved domain, asking that state to engage or not engage
in certain behavior. Second, it threatens the victim state with harm (e.g., force, economic sanc-
tions, or cyber operations—the harm itself need not have any connection to the reserved
domain, i.e., may deal with an entirely unrelated area) if the demand is not met.146 It is pre-
cisely the threat of harm and its link with the demand that is the essence of coercion: “do what
we say, or else.”147On its own a demand can never be coercive as such. Third, if the demand is
not met, the coercing state may implement the threatened harm in order to induce the coerced
state to comply.
For its part, the victim state can either accept or reject the demand. Its decision on this

point can shift during the various stages of this demand-threat-harm process—it might accept
the demand immediately after the threat is made, so that the harmful consequences are never
implemented; it may reject it initially but accept it subsequently, because the harm inflicted

142 See also Jamnejad & Wood, supra note 3, at 380 (“A state can surely intervene in the affairs of a state in
relation to which it is a victim of intervention in order to stop the original intervention.”).

143 Put differently, the same action is intentional under two different descriptions.
144 Anderson, supra note 84, at 2 (contemporary accounts of coercion).
145 See also Helal, supra note 3, at 64–65.
146 I will discuss further below the nature of the threatened or inflicted harm, in particular whether the threat of

an otherwise lawful action can constitute coercion-as-extortion.
147 See also 2020 New Zealand Statement, supra note 14, para. 9 (“Coercion can be direct or indirect and may

range from dictatorial threats to more subtle means of control.”).
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upon it has become so great that it concedes in order for it to stop; or, it might never give in to
the demand even if the threatened harmful consequences are implemented fully.
In the extortion model, coercion works by the threat or infliction of harm affecting the

coerced state’s decision-making calculus, that is whatever cost-benefit analysis its leadership
might engage in when making their policy choices.148 The victim state in effect still has a
choice as to whether to comply with the demand or not, but that choice is heavily constrained
by outside pressure.149

The examples of the Cuban embargo by the United States, the Saudi-led blockade of
Qatar, and Russia’s invasion of Ukraine that we have looked at above can all illustrate the
operation of the extortion model of coercion. In all of these cases, the coercing state made
demands of the coerced state regarding matters in its reserved domain (e.g., changing the
nature of the regime, demilitarization, “denazification,” implementation of specific policies),
coupled with threats of harm. In all of these cases, the demand was rejected, and the harmful
consequences were implemented fully. In none of these cases, however, was the implemen-
tation of these harms successful in producing the desired change in the target state’s behavior.
In the case of Qatar, the Saudi-led coalition eventually gave up on its demands, which Qatar
successfully resisted, so that some semblance of normal relations was restored.150 In the cases
of Cuba and Ukraine, the coerced states continue to resist, while the coercing states continue,
at the time of writing, to implement the harms. And with regard to both Cuba and Ukraine,
the coercing states persist in their demands, while saying that the implemented harms would
cease if the demands were met. For example, Russia has declared that it is willing to stop its
“special military operation” if Ukraine agreed to demilitarize, “denazify,” and accept Russia’s
annexation of parts of its territory—as the Russian foreign minister put it, either Ukraine will
give in to these demands or “the Russian army [will] solve the issue . . . . They may stop sense-
less resistance at any moment.”151 Ukraine so far has no intention of doing so.
Bearing this in mind, we can distinguish between four different variants of the extortion

model of coercion:

(1) Failed coercion through threat alone. State A issues a demand and a threat to State B. B
rejects the demand, but A never implements the threatened consequences.

(2) Successful coercion through threat alone. State A issues a demand and a threat to State
B. Fearing the harmful impact of the threatened consequences, B accepts A’s
demand before any harm is inflicted.

(3) Successful coercion through the infliction of harm. State A issues a demand and a threat
to State B. B rejects the demand, and A therefore implements the threatened

148 See also Jens David Ohlin,Did Russian Cyber Interference in the 2016 Election Violate International Law?, 95
TEX . L. REV. 1579, 1588–89 (2017).

149 This conception of coercion corresponds to how that term is generally understood in international relations
scholarship. See, e.g., Robert J. Art & Kelly M. Greenhill, Coercion: An Analytical Overview, in COERCION: THE

POWER TO HURT IN INTERNATIONAL POLITICS 4–5 (Kelly M. Greenhill & Peter Krause eds., 2017) (“Coercion
always involves some cost or pain to the target or explicit threats thereof, with the implied threat to increase
the cost or pain if the target does not concede.”).

150 Alexandra Hofer, Sanctioning Qatar: The Finale?, EJIL:TALK! (June 16, 2021), at https://www.ejiltalk.org/
sanctioning-qatar-the-finale.

151 See E. Eduardo Castillo, Lavrov: Ukraine Must Demilitarize or Russia Will Do It, AP NEWS (Dec. 27, 2022),
at https://apnews.com/article/russia-ukraine-sergey-lavrov-8dae61c0176e1d5c788828f840e1a5a5.
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consequences. Their impact is so severe that eventually B accepts A’s demand. A
then stops the harm it had implemented.

(4) Failed coercion despite the infliction of harm. State A issues a demand and a threat to
State B. B rejects the demand, and A therefore implements the threatened conse-
quences. Regardless of their impact, B persists in its rejection of A’s demand. A either
continues or even escalates the harm it has been inflicting, or eventually gives up as it
considers it to be futile.

The four scenarios of coercion-as-extortion above are valid regardless of how we set the
threshold of coercion. That is, they can equally apply to threatened uses of force, economic
embargoes or cyber operations. A key question that these scenarios pose is whether they
would all constitute coercion even at the highest point of threatened or inflicted harm, i.e.,
force. This, in turn, depends on whether we think that scenarios in which threats alone are
made should be treated differently from those in which the threatened consequences are
implemented, and on whether we consider that scenarios in which the coercing state succeeds
in getting what it wants should be treated differently from those in which it fails.
I would argue that the distinct wrong captured by the prohibition of intervention, and

coercion as its constituent element, is in impermissibly affecting the free choices a state is
meant to enjoy by virtue of its sovereignty and the right of its people to self-determination,
i.e., in the “the subordination of the exercise of its sovereign rights.”152 The essence of “dic-
tatorial” intervention is precisely in the Diktat that infringes on the victim state’s decisional
autonomy.153 On that logic, inflicting harms on a state to compel its compliance with an
illegitimate demand is clearly worse than simply threatening it with such harms,154 but the
threat alone is bad enough.155 Nor should, on that logic, the existence of intervention depend
on whether it is successful in changing the behavior of the victim state.156 For example, that
Ukraine has against all odds managed to resist Russian aggression and demands does not
mean that it has not been subjected to intervention. Or, the situation in which Qatar has
used its wealth to build up resilience on various fronts, thus managing to resist Saudi demands
against it, should not be treated any differently than one in which a weaker state would have
found itself unable to resist such demands.157 Requiring intervention to be successful in order
for it to be wrongful would only serve to punish, without any reason of principle, those states

152 See UN Doc. A/RES/2625(XXV), supra note 22, at 123.
153 See ILC, Draft Declaration on Rights and Duties of States, as annexed to General Assembly Resolution 375

(IV) of 6 December 1949, which in Article 1 proclaims that “[e]very State has the right to independence and hence
to exercise freely, without dictation by any other State, all its legal powers, including the choice of its own form of
government.” Article 3 further provides that “[e]very State has the duty to refrain from intervention in the internal
or external affairs of any other State.”

154 Consider, for example, the definition of blackmail in French law. Article 312-10 of the Code pénal (English
translation available at https://sherloc.unodc.org/cld/uploads/res/document/french_penal_code_html/
french_penal_code.pdf) defines blackmail as “the act of the obtaining either a signature, a commitment or a renun-
ciation, the revelation of a secret, or the handing over of funds, valuables or any asset, by threatening to reveal or to
impute facts liable to undermine a person’s honour or reputation.” The threat alone suffices to constitute the
offense. Article 312-11 then provided for an aggravated form of the offense with elevated penalties where “the
blackmailer has put his threat into execution.”

155 Watts, supra note 17, at 268; Corn, supra note 33, at 12.
156 TALLINN MANUAL 2.0, supra note 15, at 322.
157 See also Hofer & Ferro, supra note 58.
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that have somehow managed to resist coercion.158 As the general counsel for the U.S.
Department of Defense has rightly put it:

Requiring coercion to actually produce the desired effect could have paradoxical results.
It may disadvantage States that are better able to deflect or endure coercive acts because
their resilience would foreclose a determination of prohibited intervention. And it could
reward States whose attempted intervention fails. It could also mean the same act,
directed towards two different States, could be a prohibited intervention against one
State but not the other, depending only on attributes of the target State, for example,
whether a target State’s cyber defenses were advanced enough to withstand the act.
Such an outcome could impede the ability of States with more robust and resilient
defenses to call out violations and, if desired and appropriate, to respond lawfully with
countermeasures or other tools of international law.159

I too fail to see how scenarios (1)–(4) above could plausibly be differentiated, precisely
because doing so would penalize successful resistance against illegitimate threats.
A particularly instructive example of how states today see coercion through the extortion

model is a legislative proposal pending before the institutions of the European Union on an
EU anti-coercion legal instrument, crafted as a systemic response to arguably unjustified
instances of economic coercion against the EU and its member states by powerful third states,
such as the United States and China.160 The proposal for a draft regulation originated with
the European Commission,161 and is as of the time of writing being considered by the
European Council162 and Parliament.163 Among the envisaged responses to economic coer-
cion is the taking of countermeasures by the EU or its member states, i.e., acts that would
otherwise be in breach of their international obligations. But such measures can only be taken
if the coercion against the EU or its members is itself wrongful. This is how the proposed
regulation defines such instances:

Coercion is prohibited and therefore a wrongful act under international law when a coun-
try deploys measures such as trade or investment restrictions in order to obtain from
another country an action or inaction which that country is not internationally obliged
to perform and which falls within its sovereignty, when the coercion reaches a certain qual-
itative or quantitative threshold, depending on both the ends pursued and the means
deployed. . . . Acts by third countries are understood under customary international

158 See also Moynihan, supra note 15, paras. 101–03.
159 See 2023 U.S. DoD General Counsel Statement, supra note 4.
160 See more Freya Baetens & Marco Bronckers, The EU’s Anti-coercion Instrument: A Big Stick for Big Targets,

EJIL:TALK! (Jan. 19, 2022), at https://www.ejiltalk.org/the-eus-anti-coercion-instrument-a-big-stick-for-big-
targets.

161 Proposal for a Regulation of the European Parliament and of the Council on the Protection of the Union and
Its Member States from Economic Coercion by Third Countries, COM(2021) 775 final (Dec. 8, 2021), at
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri¼celex%3A52021PC0775.

162 Proposal for a Regulation of the European Parliament and of the Council on the Protection of the Union and
Its Member States from Economic Coercion by Third Countries, 2021/0406 (COD) (Nov. 16, 2022), at https://
data.consilium.europa.eu/doc/document/ST-14837-2022-INIT/en/pdf (hereinafter Council Draft).

163 European Parliament, Report - A9-0246/2022 (Oct. 13, 2022), at https://www.europarl.europa.eu/doceo/
document/A-9-2022-0246_EN.html.
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law to include all forms of action or omission, including threats, that are attributable to a
State under customary international law.164

While the draft does not expressly invoke the prohibition of intervention, the definition it
uses is precisely that of intervention and its two constituent elements—the wrongful act is a
violation of the non-intervention rule.165 Indeed some of the amendments proposed by com-
mittees of the European Parliament would include language specifically referring to non-
intervention and the Friendly Relations Declaration.166 Most importantly, coercion here is
manifestly conceptualized as a form of extortion. Its definition also adopts the approach to the
reserved domain element that I have argued for above, requiring that the object of coercion be
to compel action or inaction that the victim state “is not internationally obliged to perform,”
and also requiring the crossing of a somewhat vaguely defined threshold of harm.

B. Intent and Knowledge

Let us now return to the problem of the subjective elements of the non-intervention rule,
which as I explained above depend on the model of coercion being employed.167 As we have
just seen, in the extortion model the coercing state performs at least two, and sometimes
three, distinct actions: demand, threat, and harm. All of these actions must be intentional
under one specific description: causing the victim state to comply with the demand, i.e.,
effecting some kind of desired change in its behavior in line with that demand. Indeed,
it can be argued that it is precisely this coercive intent to inflict harm so as to compel com-
pliance with a demand, namely the subordination of another state’s will, that captures the
distinctive wrongfulness of intervention.168 The EU definition of coercion we have just
looked at is precisely of this kind, and contains an element of intentionality (“in order to
obtain”).
As a point of comparison, domestic criminal laws on extortion type of offenses invariably

include some kind of intent element, implicitly169 or explicitly. For example, the Canadian
Criminal Code punishes anyone who “without reasonable justification or excuse and with
intent to obtain anything, by threats, accusations, menaces or violence induces or attempts
to induce any person . . . to do anything or cause anything to be done.”170 In the law of
England andWales, a person is guilty of blackmail “if,with a view to gain for himself or another
or with intent to cause loss to another, he makes any unwarranted demand with menaces.”171 In
the U.S. Model Penal Code (and in the jurisdictions which have relied upon it), a “person is
guilty of criminal coercion if,with purpose unlawfully to restrict another’s freedom of action to his

164 Council Draft, supra note 162, pmbl. paras. 11–12 (emphasis added).
165 See also Baetens & Bronckers, supra note 160.
166 Report, supra note 163, Amend. 1.
167 Section II.E supra.
168 See, in particular, DerekW. Bowett, Economic Coercion and Reprisals by States, 13 VA. J. INT’L L. 1, 5 (1972)

(arguing that otherwise lawful economic measures can become coercive due to an improper purpose).
169 This can for example be the case with the many civil law systems that prescribe intent as the default mode of

culpability, without the need to specify mens rea elements for each offense individually. See, e.g., StGB, Sec. 15
(German Criminal Code), at https://www.gesetze-im-internet.de/englisch_stgb (English translation); Codice
penale, Art. 42(2) (Italy); Code pénal, Art. 121-3 (France).

170 See Criminal Code of Canada (R.S.C., 1985, c. C-46), Sec. 346 (emphasis added).
171 See Theft Act 1968 (c. 60), Sec. 21 (England and Wales) (emphasis added).
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detriment, he threatens to [commit various proscribed actions].”172 And in the Serbian
Criminal Code both the offenses of extortion and blackmail require the offender to be acting
with the “intent to acquire material gain for himself or another.”173

Similarly, in the extortion model the coerced state will invariably know that it is being
coerced, because coercion in this model works through the exertion of pressure on the victim
state’s decision-making calculus, so that the threatened or actual infliction of harms on the
victim state would cause it to change its decisions.174 Without knowing of the demand or of
the threatened consequences, the victim state cannot decide to modify its behavior as a con-
sequence of the coercion.
Proving intent and knowledge in coercion-as-extortion—even if such a requirement for-

mally existed—would generally not be difficult. This is because the demand and the threat
need to be communicated to be effective.When, for example, Saudi Arabia and its allies made
their list of thirteen demands to Qatar and threatened adverse consequences in case of non-
compliance, it is manifest that by doing so they intended to cause a change inQatar’s behavior
and it is equally manifest that Qatar knew that. And when their demands were rejected, and
Saudi Arabia and its allies implemented the threatened harms, there can again be no doubt
that these harms were intended to induce a change in Qatar’s behavior, i.e., to compel it to
comply with the demands, and that Qatar knew this. Proving coercive intent and knowledge
in this extortion context requires little effort. What else could all the relevant actions
(demand, threat, harm) be if not intentional, and how could Qatar be coerced unknowingly?
It is true that in some cases the coercing state’s threats might be veiled, in the sense that it

wants to maintain some kind of plausible deniability and be able to argue that it never made a
threat linked to its demands. For example, up until the very moment of Russia’s full-scale
invasion of Ukraine in February 2022, Russian officials denied that they were threatening
Ukraine with war.175 But the language they otherwise used could easily be understood by
everyone as a threat of force, especially in the context of Russia amassing its military on
Ukraine’s borders. Once the invasion began, of course, any doubt about the nature of
Russia’s threats were dispelled. In short, while there might be some genuinely difficult
cases in which it is unclear whether a state is making threats against another in order to induce
it comply with its demands, the very nature of coercion-as-extortion means that proving the
existence of such threats will generally be straightforward.176

This brings us to the first liminal case in which the intent question doesmatter—let us call it
the scenario of successful coercion by bluff. Here the coercing state makes its demand and
makes its threat, but it has not yet followed through with the threatened harm. The victim
state may nonetheless feel compelled by the threat to give in to the demand and does so. In
such a situation it may be perfectly possible that the coercing statewas in fact bluffing, i.e., that
it never really intended to carry its threat out. Consider a counterfactual scenario—which many

172 See Model Penal Code, Sec. 212.5(1) (United States) (emphasis added).
173 See Criminal Code of Serbia, Arts. 214–15, available at https://www.refworld.org/docid/48ff404a2.html

(English translation).
174 See also Helal, supra note 3, at 70.
175 See notes 6, 56 supra.
176 Indeed, English courts will soon decide at trial whether a particular set of loans governed by English law were

procured by threat of force by Russia. The Law Debenture Trust Corporation plc v. Ukraine [2023] UKSC 11,
paras. 121–22 (an outline of the threatening communications).
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at the time thought reflected reality—of Russia amassing its armed forces on the Ukrainian
border in late 2021 in order to compel Ukraine to comply with its demands on demilitariza-
tion and the like. Yet, in this counterfactual scenario, President Putin was bluffing and never
intended to launch an invasion, but nonetheless succeeded in getting his demands fulfilled. At
the time, Ukraine, for its part, might not have known, i.e., have been virtually certain,177

whether Putin was bluffing, depending on the intelligence it had available.
Would we in this scenario regard Ukraine as being coerced into giving in to Russia’s

demands? The answer surely must be in the affirmative. Properly understood, the threat
was intentional, even if it was a bluff. The intention that matters is to cause a change in
the victim state’s behavior, i.e., to compel it to do or not do something it would otherwise
not have willingly done. And in this scenario, it is clear that Russia’s demand and threat were
intentional in that sense.Whether Russia further intended to carry out its threat is immaterial,
because it is the threat alone that could plausibly cause a change in Ukraine’s behavior by
constraining its will in making its sovereign choices. We could not sensibly require a victim
state in this position to positively know that the coercing state is not bluffing, so long as its
belief that the threat was genuine was objectively reasonable. In other words, by making a
threat, the coercing state can intend to cause a change in the behavior of the coerced state
even without intending to carry out its threat in case of non-compliance. The extortion
model of coercion requires only the former kind of intent, not the latter. And as I explained
above, the extortion model should include scenarios in which the coercing state succeeds in
obtaining what it wishes using threats alone.178

C. The Threshold of Coercion

The key point of uncertainty with regard to the extortion model of coercion is the thresh-
old of the harm that is threatened and possibly implemented by the coercing state. We have
already seen above (Section II.D) how there are some easy cases of coercion and not-coercion.
A situation in which the intervening state threatens or uses force or supports rebels clearly is
coercion. A situation in which there is no threat of harm, but merely an effort of persuasion,
cannot be coercion. All other types of threatened or implemented harms in between these two
ends of the spectrum are in some sense a hard case, primarily because states have so far been
unable to agree on any clear threshold of harm.
Would, for example, threatening or implementing trade restrictions or other economic

sanctions cross the threshold of harm so as to constitute coercion? What about threats to sus-
pend military or intelligence cooperation? What about threats to suspend visa-free travel for
the other state’s citizens or to withhold consent to the state’s admission into an international
organization? Consider, for example, how for many years Greece obstructed (North)
Macedonia’s efforts to join the European Union and NATO on account of its dispute
about the latter’s name,179 or how Turkey has (as of the time of writing) conditioned

177 For a discussion on knowledge, especially in the sense of predicting the future behavior of others, see
Milanovic, supra note 96, at 1286–88.

178 See text at note 155 supra.
179 See, e.g., Una Hajdari,How a Name Change Opened the Door to NATO for Macedonia, N.Y. TIMES (Feb. 6,

2019), at https://www.nytimes.com/2019/02/06/world/europe/macedonia-nato.html; see also Application of the
Interim Accord of 13 September 1995 (Maced. v. Greece), Judgment, 2011 ICJ Rep. 644 (Dec. 5).
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Sweden joining NATO on compliance with various Turkish demands, including the extra-
dition of a hundred or so supposed “terrorists.”180 Is this coercion, or are these “hardball”
tactics that should be considered legitimate in international negotiations?
Or consider cases of so-called “hostage diplomacy,” in which one state detains, prosecutes

or otherwise ill-treats the citizens of another in order to induce the latter to comply with a
demand. When, for example, China detained two Canadians on apparently trumped-up
charges in order to induce Canada to release Huawei’s Meng Wanzhou,181 was this not
only a violation of the human rights of the detained individuals, but also China coercing
Canada, and thereby intervening in its internal or external affairs? When Iran detained two
British-Iranians in order to compel the UK to pay its (undisputed) debt of 400 million
pounds to Iran,182 was this again not only a violation of these individuals’ rights, but also
Iran exercising coercion against the UK?183

The question before us, therefore, is whether there can be any threshold of threatened or
inflicted harm that can properly be qualified as coercion that is not arbitrary and is not man-
ifestly overinclusive or underinclusive. It should come as no surprise that there are many rea-
sonably analogous questions in domestic law in which the same issue arises, and which are to
some extent instructive for discussing coercion in the non-intervention rule. In particular,
domestic legal systems not only punish extortion or racketeering-type offenses that involve
threats or use of violence in order to obtain money or some other property, but also crimi-
nalize other types of coercion that do not involve violence.
For example, under the German Criminal Code the crime of coercion (Nötigung) covers

anyone who “unlawfully, by force or threat of serious harm, compels a person to do, acquiesce
to or refrain from an act.”184 Such coercive acts are unlawful “if the use of force or the threat of
harm is deemed reprehensible in respect of the desired objective.”185 The notion of threats of
serious harm is considerably wider than force and can include, for example, the unjustified
filing of criminal complaints against an individual.186 Similarly, in Swiss law the crime of
coercion covers any person “who, by the use of force or the threat of serious detriment or
other restriction of another’s freedom to act compels another to carry out an act, to fail to

180 See, e.g., Sweden Says Cannot Fulfil Turkey’s Demands for NATO Application, AL JAZEERA (Jan. 8, 2023), at
https://www.aljazeera.com/news/2023/1/8/sweden-cannot-fulfil-turkeys-demands-for-nato-application-pm;
Sweden, FinlandMust Send Up to 130 “Terrorists” to Turkey for NATOBid, Erdogan Says, REUTERS (Jan. 16, 2023),
at https://www.reuters.com/world/sweden-finland-must-send-up-130-terrorists-turkey-nato-bid-2023-01-16.

181 See note 61 supra and accompanying text.
182 Maryam Sinaee, £400m Funds Released By Britain Received, Being Used: Iran Central Bank, Iran

International, IRAN INT’L (Apr. 27, 2022), at https://www.iranintl.com/en/202204273789.
183 Note that these two Chinese and Iranian cases of hostage diplomacy would be assessed differently under the

argument I developed in Part III above regarding the role of the reserved domain element. Because Iran was exert-
ing pressure on the UK to comply with its (undisputed) legal obligations there would be no interference with the
UK’s internal and external affairs. Whereas China was influencing decisions that undoubtedly were within
Canada’s reserved domain, i.e., the extradition of a criminal suspect to another state. For both cases, however,
we need to have a consistent answer as to whether such hostage-taking can amount to coercion of the state of nation-
ality. Similarly, in both cases there was clearly a violation of the human rights of the individuals detained.

184 See StGB, supra note 169, Sec. 240(1) (emphasis added).
185 See id., Sec. 240(2).
186 For an overview of the relevant jurisprudence of German courts, see http://www.wiete-strafrecht.de/User/

Inhalt/240_StGB.html. See also the offense of extortion in StGB, supra note 169, Sec. 253, which uses similar
wording.
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carry out an act or to tolerate an act.”187 This definition is again plainly broader than force.
Similarly, the U.S. Model Penal Code’s definition of criminal coercion covers threats to com-
mit any criminal offense (i.e., not just a violent one), as well as threats to accuse anyone of a
criminal offense, expose secrets, or take or fail to take official actions.188 Again, the basic point
that emerges here is that when domestic systems define extortion or coercion-type offenses
they do not generally limit the threatened harm to violence alone, but do so more broadly,
while engaging in some kind of line-drawing exercise.
A particularly instructive domestic example is the crime of blackmail. While the formula-

tion of this offense of course varies comparatively,189 its distinctive feature is generally that its
component elements are not themselves criminal, or not even necessarily immoral. Consider,
for instance, a scenario in which someone discovers that an acquaintance is engaging in adul-
tery. Asking that acquaintance for money or some other favor would not in and of itself be
either unlawful or immoral. Truthfully informing that person’s spouse of the adultery would
certainly be lawful and may even be virtuous. But combining these two acts—threatening the
adulterer with exposure of his wrongdoing unless he paid a sum of money or complied with
some other demand—would constitute a criminal offense in many legal systems and would
generally be regarded as immoral. The same would apply, for instance, in a situation where
one person threatened another to report her for committing a criminal offense (which did in
fact happen), unless the latter paid money or complied with some other demand.190 This
supposed “paradox” of blackmail—that a combination of two legal acts can become unlaw-
ful—has been much discussed in the legal and philosophical literature.191 The key takeaway
for us here is that, as a legal matter, threatening to commit lawful acts while coupling that
threat with a demand can in some circumstances be regarded as unlawful. In that sense, coer-
cion for the purpose of the non-intervention rule can at least conceivably include threats of
otherwise lawful actions, e.g., the suspension of some economic relations.
Domestic legal systems deal with many other relationships or transactions that involve a

degree of coercion or some form of exploitation. Consider, for example, legal protections of
employees from employers; protections of tenants from evictions or exorbitant rent raises by
landlords; the rules of both public and private law that deal with the vitiation of consent in
situations of particular vulnerability or economic disadvantage, for example in the context of
usury, price gouging, form or adhesive contracts, and so forth.192 In all such cases one party to
a relationship or transaction exercises a form of pressure or influence against the other party
that is not forcible in nature, but nonetheless genuinely constrains the other party’s freedom

187 See Swiss Criminal Code, Art. 181, at https://www.droit-bilingue.ch/rs/lex/1937/00/19370083-a181-en-
fr.html (English translation).

188 Model Penal Code, supra note 172, Sec. 212.5(1).
189 See, e.g., Criminal Code of Serbia, supra note 173, Art. 215; Code pénal, supra note 169, Art. 312-10; Theft

Act 1968 (c. 60), supra note 171, Sec. 21.
190 See, e.g., Penal Code 1871, Art. 383 (Singapore), and illustrative example (c) therein.
191 See generally James Lindgren, Unravelling the Paradox of Blackmail, 84 COLUM. L. REV. 670 (1984); Clark,

supra note 141; RonaldH. Coase, Blackmail (University of Chicago LawOccasional Paper, No. 24, 1988);Walter
Block & David Gordon, Blackmail, Extortion and Free Speech: A Reply to Posner, Epstein, Nozick and Lindgren, 19
LOY. L.A. L. REV. 37 (1985); Mitchell N. Berman, Blackmail, in THE OXFORD HANDBOOK OF PHILOSOPHY OF

CRIMINAL LAW (John Deigh & David Dolinko eds., 2011); Stephen Galoob, Coercion, Fraud, and What Is
Wrong with Blackmail, 22 LEGAL THEORY 22 (2016).

192 See generally RICK BIGWOOD, EXPLOITATIVE CONTRACTS (2003); David A. Hoffman, Defeating the Empire of
Forms, VIRG. L. REV. (forthcoming).
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to make their own decisions or results in substantial unfairness. Some of these cases involve
constraint through threats—think, for example, of the situation of an indigent person whose
power supplier threatens to cut off their electricity in winter due to unpaid bills, compelling
them to choose between heating their home or feeding their family. Others cases may involve
constraint through offers rather than threats—for example, a monopolistic large retailer who
can simply dictate prices and other contractual terms to companies in their supply chain.193

All such cases tend to involve difficult line-drawing exercises between forms of pressure that
are considered impermissible, and forms of pressure in “hard” economic transactions that
should not be regarded as unlawful, even though they might be unjust or immoral.194

This is the case even with coercion or extortion-type criminal offenses. Consider, for example,
the situation of a union leader who threatens their employer that their workers will go on
strike unless their demands for better pay or conditions are not met. That threat, and any
industrial action the workers might take, is coercive, but we would widely regard this form
of coercion as justified (at least in principle). By contrast, if the union leader threatened the
employer with industrial action while demanding money for his or her own personal gain, we
would regard such demands and threats as impermissibly coercive, potentially even crimi-
nal.195 Note, for instance, how Canadian law defines extortion as threats made “without rea-
sonable justification or excuse,”196 how the German definition of prohibited coercion
explicitly incorporates a balancing test by providing that threatening harms is only unlawful
if it “is deemed reprehensible in respect of the desired objective,”197 how English law prohib-
its only (subjectively) unwarranted demands in blackmail,198 or how the U.S. Model Penal
Code expressly provided for an affirmative justification defense for any threatened harms that
do not rise to the level of a criminal offense.199

What can this detour into domestic law teach us about the extortion model of coercion in
the international law prohibition of intervention? First, that while focusing on the threat or
use of violence is perfectly sensible in understanding coercion, this notion simply cannot be

193 For an overview of the philosophical literature distinguishing coercive threats from offers, see Anderson,
supra note 84, at 2.4.

194 For an interesting recent English case on the so-called lawful act duress doctrine, which invalidates a contract
procured through an illegitimate threat or pressure even if the threatened harm was not unlawful, see Pakistan
International Airline Corporation v. Times Travel (UK) Ltd. [2021] UKSC 40. The Supreme Court’s approach
to illegitimacy was restrictive, rejecting a broader position under which duress could exist whenever there was (law-
ful) conduct that was morally or socially unacceptable. But, even so, the test of illegitimacy remains a moralized
one. The Court subsequently applied this approach in The Law Debenture Trust Corporation plc v. Ukraine
[2023] UKSC 11, which concerned loans from Russia taken by Ukraine (and governed by English law) that
Ukraine subsequently argued were procured through Russian duress. The Supreme Court held that state-to-
state economic measures could not constitute illegitimate duress under English law (id., paras. 149–70), in part
because they have been “part of the armoury of the state since classical times” (id., para. 152)—note the parallel
to international law debates on whether economic measures can constitute coercion. The Court remanded to trial
the issue of whether Russia’s alleged threats of use of force, which could constitute duress, rendered the loans
voidable.

195 Cf.Model Penal Code, supra note 172, Sec. 223.4(5), defining one type of theft by extortion as threatening
to “bring about or continue a strike, boycott or other collective unofficial action, if the property is not demanded or
received for the benefit of the group in whose interest the actor purports to act.”

196 See Criminal Code of Canada (R.S.C., 1985, c. C-46), supra note 170, Sec. 346.
197 See StGB, supra note 169, Sec. 240(2).
198 Theft Act 1968 (c. 60), supra note 171, Sec. 21.
199 Model Penal Code, supra note 172, Sec. 212.5(1); see also id., Sec. 223.4 (which has a similar affirmative

defense for theft by extortion).

REVISITING COERCION AS AN ELEMENT OF PROHIBITED INTERVENTION2023 635

https://doi.org/10.1017/ajil.2023.40 Published online by Cambridge University Press

https://doi.org/10.1017/ajil.2023.40


reduced to force alone. If the interest we are protecting is the autonomy of individuals, or
states, to make their own decisions, that autonomy can be infringed by multiple methods
that can be as effective, and in some circumstances as condemnable, as force. Second, that
all domestic systems engage in attempts at line-drawing between permissible and impermis-
sible forms of pressure that suffer from some degree of arbitrariness and indeterminacy, just
like in international law—but these are attempts we can learn from. Third, that in many
domestic systems even threats of otherwise lawful harms can become unlawful coercion.
Finally, that in many contexts the boundaries of impermissible coercion that are drawn by
domestic law are shaped by what I termed the problem of justification, i.e., that some
instances of coercion can be regarded as justified.200

How, then, can we conceptualize the coercion-as-extortion threshold for the purpose of the
non-intervention rule in international law? There are in my view three viable approaches in
that regard, which can to some extent be complementary: (1) coercion as threat or use of
force, or any other harm below the force threshold that states can specifically agree on; (2)
coercion as the threat or infliction of harm that would breach the rights of the victim state
or its nationals; (3) coercion as the threat of infliction of harm that is by its character, scale,
and effects particularly serious or severe, even though it might not violate the rights of the
victim state. Let us examine each in turn.
Force and minimalism. As we have already seen there is no dispute that the threat or use of

unlawful force will meet the coercion threshold. The same goes for supporting rebel groups on
another state’s territory, or threatening to do so. A minimalist approach would include within
the notion of coercion those actions on which states can specifically agree, but would exclude
any actions on which there is substantial controversy, such as economic sanctions.201 For
example, because even the most systematic uses of economic sanctions, as with the
American embargo against Cuba, have not generally been accepted as violating the prohibi-
tion of intervention, such sanctions should simply not be regarded as coercive in character.202

I have already explained how that approach is underinclusive. As the general counsel for the
U.S. Department of Defense has rightly put it:

Although some may assume that a coercive action must involve force—because, of
course, force is inherently coercive—such an interpretation is unduly limited. The pro-
hibition against intervention makes sense as a standalone rule under international law
only if it is distinct from the prohibition on the use of force, which means coercion
for purposes of prohibited intervention in the cyber domain must include at least
some acts below the threshold of a use of force.203

200 Part III supra.
201 Pomson, supra note 10, at 216–18.
202 It is notable in that regard how UNGA resolutions on Cuba reaffirm the principle of non-intervention but

do not label the embargo as an example of intervention or coercion. See UNGA Resolution on the Necessity of
Ending the Economic, Commercial and Financial Embargo Imposed by the United States of America Against
Cuba, pmbl. paras. 2, 4, operative para. 2, UN Doc. A/75/L.97 (June 9, 2021). The resolution was adopted
by 184 votes in favor, two against (the United States and Israel), and three abstentions. Taken as a whole,
these paragraphs imply that U.S. sanctions are unlawful primarily because of their extraterritorial effects, i.e.,
an excess of jurisdiction infringing upon the sovereignty of other states, rather than because they are an act of
intervention against Cuba. On this issue, see Julia Schmidt, The Legality of Unilateral Extra-territorial Sanctions
Under International Law, 27 J. CONF. & SEC. L. 53 (2022).

203 2023 U.S. DoD General Counsel Statement, supra note 4.
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Violation of rights. The second approach would include within the notion of coercion not
just the threat or use of force, but also the threat or commission of any internationally wrong-
ful act by the coercing state against the victim state or one of its nationals.204 Thus, for exam-
ple, if State A threatened State B with cyber operations that would violate B’s sovereignty, or
went ahead with such operations (e.g., wiper malware attacks against banks and hospitals) if
its demand was not met, the cyber operations in question would not only violate B’s sover-
eignty, but would also constitute coercion and thus a breach of the prohibition of interven-
tion. Or, if A engaged in “hostage diplomacy” against B, such an action would not only breach
the rights of these individuals, but also B’s right to be free of coercive intervention. Or, to turn
to economic coercion, such threatened or implemented measures would constitute coercion
for non-intervention purposes if they breached some prior obligation owed by A to B,205 for
instance under WTO law, international investment law or bilateral treaties of friendship and
commerce,206 or indeed if such measures violated the human rights of B’s population, say
because of their impact on the enjoyment of the right to food or the right to health.207

The rationale behind this approach is that the line to be drawn between permissible and
impermissible forms of pressure by one state on another should align with the rules of inter-
national law that already apply between the relevant states.208 This approach is analogous to
those philosophers of coercion who regards the essence of coercion as the violation of an indi-
vidual’s rights.209

This conception of the coercion threshold would “upgrade” an act that is already unlawful
by labeling it as intervention, due to the coercive purpose with which it is used. In addition to
this elevated stigma, the practical added value of this approach is that it would render unlawful
the mere threats of the relevant internationally wrongful acts when such threats are coupled
with a demand and are made with a coercive purpose, even when such threats would not nec-
essarily be unlawful under the specific substantive rules in question. For example, Article 2(4)
of the UN Charter expressly prohibits both the use of force and the threats of force, but there
is arguably no rule prohibiting states from threatening to breach another state’s sovereignty or
a rule ofWTO law. If, however, such a threat is coupled with a demand in order to coerce the
victim state regarding its internal or external affairs, the threat as such would become unlawful
qua intervention. Put differently, if State A threatened State B with a cyber operation against
its critical infrastructure that would breach its sovereignty, the threat alone would not as such
constitute a breach of B’s sovereignty unless it was acted upon. But if the threat was made to

204 I would argue that the rights of a state’s nationals can be as relevant here as those of the state itself, because the
state is generally regarded as having a legal interest in vindicating those rights (e.g., by means of diplomatic pro-
tection) and because harm to the state’s nationals can systematically be leveraged against the state, for example due
to internal political pressure on the state’s authorities to assist their nationals.

205 See, e.g., Tzanakopoulos, supra note 7, at 626–27 (arguing that lawful acts can never amount to economic
coercion and constitute prohibited intervention).

206 See generally Anna Ventouratou, Litigating Economic Sanctions, 21 L. & PRACT. INT’ L CTS. & TRIBS. 593
(2022).

207 See more Barber, supra note 12, at 368–69.
208 Helal, supra note 3, at 74 (“to constitute coercion, the coercing state must use unlawful instruments to com-

pel the coerced state to comply with its demands.”); see also id. at 81–89 (arguing that lawful measures can con-
stitute coercion only when they are a part of package that includes unlawful measures).

209 Anderson, supra note 84, at 3.1 (discussing various approaches to the ethics of coercion). A good point of
comparison would be the definition of criminal coercion in the U.S .Model Penal Code, which includes the threat
of committing any criminal offense. Model Penal Code, supra note 172, Sec. 212.5(1)(a).
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coerce B, A would be responsible for breaching the prohibition of intervention even if the
cyber operation was not conducted and no breach of sovereignty occurred.
The upside of this approach is that it provides a reasonably clear baseline for the concept of

coercion, one grounded not just in the prohibition on the use of force, but also in all other
relevant rules of international law. Such coherence between the non-intervention rule and the
related network of international rules would arguably enhance its legitimacy and compliance-
pull.210 The downside of this approach is that it is potentially underinclusive in that, with the
exception of the threats point above, the non-intervention rule would only prohibit those acts
that are already prohibited under some other rule of international law.
Severity of harm. A third approach would ground coercion not in the violation of the victim

state’s legal rights, but in the magnitude or severity of the harms the coercing state threatens it
with or inflicts upon it. In other words, threatening or inflicting severe harms would be coer-
cive if done for the purpose of compelling the victim state to comply with a demand, even if
the harm in question would not be unlawful as such.211

There is no conceptual problem with the prohibition of intervention sweeping more
widely than other rules of international law, i.e., prohibiting behavior that is not already pro-
hibited by some other rule.212 As the ICJ has put it, “[t]here can be no doubt that, as a general
rule, a particular act may be perfectly lawful under one body of legal rules and unlawful under
another.”213 We should recall in that regard that the definitions of extortion-type offenses in
numerous domestic systems do precisely that. Blackmail is the paradigmatic example here—
as explained above, it generally consists of threatening an individual with an otherwise lawful
action of disclosing some information embarrassing to them, combined with an otherwise
lawful request for money or some other benefit.214 It is the coercive threat-demand combi-
nation, coupled with an improper purpose linking the two and its infringement upon indi-
vidual autonomy, that justifies criminal punishment in such situations. Similarly, we have
seen how various domestic systems define extortion offenses by reference to the severity or
gravity of the harm threatened or inflicted, without necessarily requiring that this harm
would be unlawful if taken in isolation.215

Grounding the coercion threshold in the severity or magnitude of the threatened or
inflicted harm makes normative sense because coercion-as-extortion works precisely on that
basis. The threat or infliction of harm is the reason for the coerced state to act and make or
change its decisions. The greater the harm, the greater the constraint, and the easier it is to
demonstrate that the threat or infliction of the harm could or did cause a change in the behav-
ior of the victim state. And we already employ similar tests, which are in principle workable in
practice, in international law. Consider, for example, how the use of force and armed attack
thresholds for the purpose of Articles 2(4) and 51 of the UNCharter are habitually defined by

210 Thomas M. Franck, Legitimacy in the International System, 82 AJIL 705, 741 (1988).
211 Bowett, supra note 168, at 5.
212 Ohlin, supra note 148, at 1589–93; Pomson, supra note 10, at 209.
213 See Application of the Convention on the Prevention and Punishment of the Crime of Genocide

(Croat. v. Serb.), Judgment, 2015 ICJ Rep. 3, para. 474 (Feb. 3).
214 See also Pakistan International Airline Corporation v. Times Travel (UK) Ltd. [2021] UKSC 40 (UK

Supreme Court affirming the lawful act duress doctrine, even while keeping it narrowly circumscribed in com-
mercial contexts, allowing for the possibility that illegitimate threats of lawful harms may invalidate a contract).

215 See, e.g., the examples from German and Swiss law discussed at notes 184–187 supra.
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reference to their “scale and effects,”216 or how the crime of aggression is defined in the Rome
Statute by reference to the “character, gravity and scale” of the underlying act of aggression.217

Similar approaches have been advocated for violations of sovereignty in the cyber context.218

A severity assessment would necessarily be contextual. It would need to consider various
factors, including the capabilities of both the coercing and victim states and any relationships
of dependency or vulnerability.219 A threat that is severe for San Marino might not be severe
for the United States. That said, the fact that the victim state may be able to resist the harm
and not give in to the intervening state’s demands cannot ipso facto mean that the harm was
not sufficiently severe. In other words, we should not confuse the severity of the harm with a
requirement that the threat or imposition of the harm actually cause the victim state to change
its behavior.220 If we again take the example of the U.S. embargo against Cuba, there should
be no doubt that it would meet any severity threshold (to the extent that economic measures
can generally cross that threshold) even though Cuba has managed to resist it at great cost.
The main feature of this approach is that it does not require the underlying harm to be

unlawful, so long as it is sufficiently severe. It could thus cover measures of economic coercion
that are not contrary to say trade law or investment law, such as the suspension of financial aid
in a situation of dependency, so long as their impacts were sufficiently severe. Crucially, in
their official positions some states have already clearly relied on criteria such as scale or severity
to define the coercion threshold.221 And this makes sense—it is again the severity of the
threatened or inflicted harm that, in the words of the German government, ensures that
the victim state’s “will is manifestly bent by the foreign State’s conduct.”222 Perhaps the
most detailed articulation of such an approach so far is the proposed EU anti-coercion instru-
ment, which regards as coercive those harms that cross “a certain qualitative or quantitative
threshold [. . . ensuring] that only economic coercion with a sufficiently serious impact or,
where the economic coercion consists in a threat, only a threat that is credible” is covered
by the instrument.223

But this approach may also be criticized for relying on vague notions of severity and for
being overinclusive, unrealistically prohibiting a lot of “carrot-and-stick” diplomacy that
states habitually engage in. One response to that criticism is that the severity threshold can
be set relatively high to address overinclusiveness concerns, especially bearing inmind that the
non-intervention rule allows for no exceptions. Similarly, that the vagueness of a severity cri-
terion is indisputable does not mean that it is unmanageable—after all, international law
already does this in many other contexts, and we have also seen how similar formulations
are used domestically even for criminal offenses. That said, there will undoubtedly be
some hard cases of applying this approach. Was, for example, Greece’s use of unanimity

216 See TALLINN MANUAL 2.0, supra note 15, at 330–37; Nicaragua, supra note 2, para. 195.
217 Rome Statute of the International Criminal Court, Art. 8bis, July 17, 1998.
218 See, e.g., Moynihan, supra note 15, paras. 64–72.
219 Jamnejad & Wood, supra note 3, at 371.
220 See, in that regard, Helal, supra note 3, at 78–79, arguing against a severity threshold precisely because in his

view it would be difficult to prove causation. But again, in my view the two should not be conflated; in particular, a
state that resists even severe harms should not be penalized simply for its ability to resist.

221 See, e.g., Australia, in UN Doc. A /76/136*, at 9; 2021 Germany Statement, supra note 14, at 34.
222 See id.
223 See Council Draft, supra note 162, pmbl. para. 11.
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requirements for joining organizations such the EU or NATO to compel Macedonia to
change its name (clearly an issue within any state’s reserved domain), severe enough in its
impacts on Macedonia to count as coercion?224

In sum, there are multiple possible approaches to calibrating the coercion-as-extortion
threshold. At the barest minimum it includes the threat or use of force, but it can be extended
without great difficulty to cover the threat or infliction of harms that are already internation-
ally wrongful on some other basis. The real dilemma is whether coercion-as-extortion should
also cover threats or infliction of lawful harms that are nonetheless severe in their potential or
real impacts on the coerced state. In my view such severe harms should be covered by coer-
cion-as-extortion, and thus constitute prohibited intervention, if they are designed to compel
the coerced state to comply with a demand that infringes on its authority to determine its own
internal or external affairs. As I already argued, however, if the reserved domain element is not
met because coercion is used to compel a state to comply with its obligations under interna-
tional law, there would be no prohibited intervention. This to my mind sufficiently addresses
concerns that the non-intervention rule would become overinclusive.225

V. THE CONTROL MODEL OF COERCION

A. The Control Model in Outline

This brings us to the control model of coercion. Unlike coercion-as-extortion, coercion-as-
control requires no demand or threat. Although the coercing state may still make threats and
demands, coercion-as-control does not work by influencing the decision-making calculus of
the coerced state. Rather, the coercing state directly interferes with the coerced state’s internal
or external affairs by taking an action that materially deprives the coerced state of its ability to
control its policy choices within its reserved domain. A good starting point for thinking about
coercion-as-control is the definition of intervention offered by the authors ofOppenheim: “the
interference must be forcible or dictatorial, or otherwise coercive, in effect depriving the state
intervened against of control over the matter in question. Interference pure and simple is not
intervention.”226 Incidentally it is precisely this definition of coercion that was recently
adopted almost verbatim by the United Kingdom’s attorney general.227

We can again understand the essence of coercion-as-control by reference to domestic
examples. Consider, for example, situations in which a state agent arrests or detains an indi-
vidual, or searches their person or property, or seizes funds from their bank accounts, or
blocks access to a website. In all of these situations the individual is, in some relevant

224 See note 179 supra; see also Jamnejad & Wood, supra note 3, at 373–74.
225 See also Barber, supra note 12, at 364 (coercion only constitutes intervention if it is aimed at subordinating a

state’s sovereign rights).
226 See Jennings & Watts, supra note 1, at 432 (emphasis added).
227 2022UKAG Speech, supra note 14 (“In essence, an intervention in the affairs of another State will be unlaw-

ful if it is forcible, dictatorial, or otherwise coercive, depriving a State of its freedom of control over matters which it
is permitted to decide freely by the principle of State sovereignty.”) Clearly, this arguably broad reading of coercion
is at least partly influenced by the UK’s view that sovereignty is not a rule in the cyber context, but amere principle.
See note 41 supra and accompanying text. That is, a conception of coercion-as-control can to some extent fill the
void left by the absence of sovereignty as a rule. But while the UK’s position on coercion is undoubtedly self-inter-
ested to some extent, that is also true of all states, and does not undermine the point that coercion-as-control can
still usefully be seen as a species of coercion.
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sense, being subjected to coercion. The state agent might or might not make threats and
demands, but the essence of coercion is not here in compelling the individual to comply
with any demands under threat, but in performing an action against their will that is to
the detriment of that individual and which deprives the individual of their ability to control
their person, liberty, property, or some other interest. These are cases of coercion as much as
those of coercion-as-extortion.228

Or, to turn back to international law, consider the one example of cyber activities that all
states (so far) seem to agree are coercive in character and constitute intervention—election
interference operations.229 There are many types of such operations, ranging from hacking
a state’s election commission, vote counting infrastructure or voting machines, to disseminat-
ing disinformation to target a particular candidate or suppress the vote of a certain category of
people. I think it is fair to say that not all states would agree that every such operation con-
stitutes coercion (and thus intervention), but they do seem to agree that some such operations
do (and no state has expressed any dissent). At the most extreme end of the spectrum of such
activities, a cyber operation that changed the voting tally in an election or referendum and
changed the outcome of that process must constitute intervention.230

The coerciveness of such operations cannot be explained by the coercion-as-extortion
model. Election interference operations are not done pursuant to a demand coupled with a
threat, in order to change the decision-making calculus of the coerced state. Rather, the coerc-
ing state through such an operation simply deprives the coerced state of control over its inter-
nal or external affairs, namely its political system.231 In other words, accepting that such
operations constitute intervention logically entails accepting the model of coercion as depri-
vation of the victim state’s ability to control its own affairs.232 And while thinking of coercion
in terms of extortion comes naturally to us, this is not the only way of conceptualizing
coercion—the two models are complementary, not mutually exclusive.
In short, coercion-as-control is essentially “a function of the coercer using power to deter-

mine what the target will or will not do.”233 Coercion-as-control has not clearly been distin-
guished from coercion-as-extortion in state practice, jurisprudence, or scholarship.
Nonetheless, I would argue that it has sufficient support.234 First, recall how the Friendly

228 See also Anderson, supra note 84, at 2.1.1.
229 See notes 14, 48, supra.
230 See, e.g., 2022 Canada Statement, supra note 14, para. 24; 2020 Finland Statement, supra note 14, at 3.
231 See also Nicholas Tsagourias, Electoral Cyber Interference, Self-Determination and the Principle of Non-inter-

vention in Cyberspace, EJIL:Talk! (Aug. 26, 2019), at https://www.ejiltalk.org/electoral-cyber-interference-self-
determination-and-the-principle-of-non-intervention-in-cyberspace.

232 But see Dan Efrony & Yuval Shany, A Rule Book on the Shelf? Tallinn Manual 2.0 on Cyberoperations and
Subsequent State Practice, 112 AJIL 583, 641–43 (2018) (arguing that election interference operations violate the
non-intervention rule even though they are not coercive; the basic issue with their argument, however, is that they
do not explain what they mean by coercion and why these operations should not therefore be regarded as meeting
the relevant criteria). See similarly Ido Kilovaty, The Elephant in the Room: Coercion, 113 AJIL UNBOUND 87
(2019).

233 See Stephen R. Galoob & Erin Sheley, Reconceiving Coercion-Based Criminal Defenses, 112 J. CRIM. L. &
CRIMINOLOGY 265, 271 (2022) (relying on the work of the philosopher Scott Anderson). See also Anderson, supra
note 84, at 2.1.1; Scott Anderson, The Enforcement Approach to Coercion, 5 J. ETH. & SOC. PHIL. 1 (2010).

234 See alsoMoynihan, supra note 15, para. 98 (“The very inability of the target state to exercise control over its
sovereign functions, with the harmful effects that are likely to ensue within the target state as a result, is the out-
come that the perpetrating state is seeking to compel.”); Corn, supra note 33, at 13 (conceptualizing coercion as
depriving a state of its “free will,” e.g., through deception rather than threats).
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Relations Declaration sets out a universally accepted example of coercion, supporting rebel
groups on another state’s territory: “no State shall organize, assist, foment, finance, incite or
tolerate subversive, terrorist or armed activities directed towards the violent overthrow of the
régime of another State, or interfere in civil strife in another State.”235 In Nicaragua, the ICJ
similarly treated the support of armed groups on another state’s territory as a paradigmatic
example of intervention.236 Yet this type of coercion was not linked by the UNGA or the
ICJ to any threats or demands by the coercing state. The mere fact of such support constitutes
intervention, since it deprives the victim state of the ability to control its internal affairs and
exercise its sovereign authority over its entire territory. This, in other words, is an example of
coercion-as-control, not coercion-as-extortion.
Similarly, consider another widely accepted example of intervention—the premature rec-

ognition of a separatist entity as an independent state.237 According to no less an authority
than Hersch Lauterpacht, “[i]t is generally agreed that premature recognition is more than an
unfriendly act; it is an act of intervention and an international delinquency.”238 If State A
recognizes a separatist entity in State B as an independent state when that entity does not
meet the international legal criteria for statehood (which of course can be contested), the
mere fact of such recognition is regarded as intervention in B’s internal affairs, even if A
made no demand of or threat to B. This means that the act of recognition as such is in
some sense coercive, in that A deprived B of its ability to fully control its reserved domain
by denying B’s claim of authority over its entire territory.
A similar example is the unlawful exercise of enforcement jurisdiction on another state’s

territory, e.g., through searches or arrests without that state’s consent, which is generally
regarded as violating the territorial state’s sovereignty239 and (at least in some cases) as violat-
ing the prohibition of intervention.240 This can only be if by taking such acts the intervening
state directly deprived the victim state of its ability to control its internal affairs.
Support for a coercion-as-control approach can also be found in some of the recent state

statements on the application of the prohibition of intervention in cyberspace. For example,
the United Kingdom’s Attorney General not only adopted theOppenheim definition of coer-
cion, with its reference to deprivation of control, but also added that “we should be ready to
consider whether disruptive cyber behaviours are coercive even where it might not be possible
to point to a specific course of conduct which a State has been forced into or prevented from
taking.”241 And this does make sense—coercion-as-control is not about enforcing compli-
ance with a specific demand as in coercion-as-extortion. Further, for Australia:

Coercive means are those that effectively deprive the State of the ability to control, decide
upon or governmatters of an inherently sovereign nature. Accordingly, the use by a hostile
State of cyber activities tomanipulate the electoral system to alter the results of an election

235 See UN Doc. A/RES/2625(XXV), supra note 22, at 123.
236 Nicaragua, supra note 2, paras. 205, 228.
237 See Jamnejad & Wood, supra note 3, at 373; Helal, supra note 3, at 119; INTERNATIONAL LAW 191, 200

(Malcolm Evans ed., 5th ed. 2018).
238 See Hersch Lauterpacht, Recognition of States in International Law, 53 YALE L.J. 385, 391 (1944).
239 See Moynihan, supra note 15, para. 48.
240 See Jamnejad & Wood, supra note 3, at 372.
241 See 2022 UKAG Speech, supra note 14.
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in another State, intervention in the fundamental operation of Parliament, or in the
stability of States’ financial systems would constitute a violation of the principle of
non-intervention.242

Similarly, according to New Zealand, a cyber activity will violate the rule of non-
intervention if it is “coercive (i.e., there is an intention to deprive the target state of control
over matters falling within the scope of its inherently sovereign functions).”243 For Canada,
coercion comprises state “activities [that] would cause coercive effects that deprive, compel, or
impose an outcome on the affected State onmatters in which it has free choice.”244 And these
states and others have in their official pronouncements given examples of coercive activities
that do not follow the demand-threat-harm structure of coercion-as-extortion, but can only
be explained through a coercion-as-control model.245

There is, in short, sufficient support for the proposition that the prohibition of interven-
tion can be violated by certain types of actions that are not coupled with demands and threats.
Such actions coerce the victim state directly, by materially depriving it of its ability to control
its reserved domain. They do not coerce by exerting pressure on that state so as to change the
decisions of its leaders. Coercion-as-control does not lie on the same spectrum as influence,
and should carefully be distinguished from coercion-as-extortion. While they share the ulti-
mate intention of the coercing state to produce a change in the behavior of the victim state,
they operate differently.246 For instance, in coercion-as-extortion the threatened or inflicted
harm need not have any connection to the victim state’s reserved domain as such. Rather, it is
a means toward an end, which is compliance with a demand that does affect the victim state’s
reserved domain. It is not, for example, the economic measures that the United States has
taken against Cuba that as such interfere with Cuba’s reserved domain. Rather, such measures
are used to compel compliance with U.S. demands about regime and societal change, which
do interfere with Cuba’s reserved domain. By contrast, in coercion-as-control it is precisely
the action being taken by the coercing state, such as a cyber operation, that must, as such,
affect the victim’s reserved domain.

242 2020 Australia Statement, supra note 14 (emphasis added).
243 See 2020 New Zealand Statement, supra note 14, para. 9.
244 See 2022 Canada Statement, supra note 14, para. 22.
245 See, e.g., 2020 New Zealand Statement, supra note 14, para. 10 (“Examples of malicious cyber activity that

might violate the non-intervention rule include: a cyber operation that deliberately manipulates the vote tally in an
election or deprives a significant part of the electorate of the ability to vote; a prolonged and coordinated cyber
disinformation operation that significantly undermines a state’s public health efforts during a pandemic; and cyber
activity deliberately causing significant damage to, or loss of functionality in, a state’s critical infrastructure, includ-
ing—for example—its healthcare system, financial system, or its electricity or telecommunications network.”);
2022 Poland Statement, supra note 14, at 4 (“A cyber operation that adversely affects the functioning and security
of the political, economic, military or social system of a state, potentially leading to the state‘s conduct that would
not occur otherwise, may be considered a prohibited intervention. In particular, any action in cyberspace that
would prevent the filing of tax returns online or any interference with ICT systems that would prevent a reliable
and timely conduct of democratic elections would be a violation of international law. Similarly, depriving the par-
liament working remotely of the possibility of voting online to adopt a law or modifying the outcome of such
voting would also be such a violation. It should also be noted that a wide-scale and targeted disinformation cam-
paign may also contravene the principle of non-intervention, in particular when it results in civil unrest that
requires specific responses on the part of the state.”); 2022 UKAG Speech, supra note 14 (discussing various exam-
ples, including disruption to the state’s elections, medical system or electricity supply).

246 See alsoGaloob& Sheley, supra note 233, at 288–301 (distinguishing between coercion as wrongful pressure
and coercive control).
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B. Intent and Knowledge

The question whether coercion must be intentional is of far greater import when it comes
to coercion-as-control than regarding coercion-as-extortion. The same goes for any require-
ment of knowledge on the part of the victim state. As I have explained, in coercion-as-
extortion the coercing state invariably intends its actions (demand-threat-harm) to produce
a change in the behavior of the coerced state, while the latter will invariably know that it is
being coerced.247Whether proving these subjective elements is legally required or notmatters
little, because proving themwill generally be straightforward. But the same is not true of coer-
cion-as-control; the scope of actions that the non-intervention rule would prohibit under this
model will depend greatly on how any subjective elements are calibrated.
Consider the following scenarios. State A launches a cyber operation against State B to

implant malware into its military command infrastructure. However, the malware also infects
the servers of B’s election commission and causes substantial disruption to an election taking
place in B. In this scenario A did intend to launch the cyber operation in question; in that
sense its action was intentional under some minimal description. But A did not act with the
intention of disrupting B’s election, even though its operation did have this effect. Did A
coerce B, i.e., did A intervene in B’s internal affairs by disrupting its elections, even though
it did not intend to do so? Or, imagine if State A hacked the elections in State B and intended
to do so, but the virus it used spreads uncontrollably and also disrupts the elections in
State C. Did A coerce not only B, but also C?
On one view, as cogently expressed by the government of New Zealand, coercion requires

intention, and with coercion-as-control this would be “an intention to deprive the target state
of control over matters falling within the scope of its inherently sovereign functions.”248 From
a fair-labeling perspective, intention to deprive the victim state of control over its reserved
domain would be crucial for delineating intervention from other possible violations of inter-
national law, for capturing what is distinctively wrongful about intervention.249 This is not to
say that coercion would require a particular motive, but that the specific consequence of the
coercing state’s action that would deprive the victim state of control over its reserved domain
needs to be intended by the coercing state.250

On the other view, intention to produce a specific effect should not be required for coer-
cion, including coercion-as-control—the effect of depriving the victim state of its ability to
control its internal or external should suffice. In the examples above, if State A caused injury to
States B and C through its cyber operations (or whatever other activities), it would be nor-
matively undesirable to argue that B and C have no entitlement to reparation from A for the
injury caused just because the specific harms were not intended. Moreover, the practical dif-
ficulty of proving an intent to deprive the victim state of control over its reserved domain is
greater here than with coercion-as-extortion, where inferences of intent are inescapable.
While such inferences can reasonably be resorted to in many cases of coercion-as-control,
and the difficulties of proving intent should not be exaggerated, they should also not be

247 Section IV.B supra.
248 See 2020 New Zealand Statement, supra note 14, para. 9; see also 2021 Germany Statement, supra note 14,

at 34–35.
249 See also Moynihan, supra note 15, para. 98; Corn, supra note 33, at 18.
250 See also TALLINN MANUAL 2.0, supra note 15, at 322.
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underestimated. An intent requirement allows the wrongdoing state a plausible way of escap-
ing responsibility by arguing that whatever harm it caused was unintended.251

As things stand, it is impossible to provide a definitive answer as to whether coercion-as-
control always requires intent or not, pending further evolution in state practice and opinio
juris. What can conclusively be said, however, is that without an intent requirement the non-
intervention rule would be far broader in scope. Moreover, without such a requirement inter-
vention could, at least in some circumstances, be easier to demonstrate than say violations of
sovereignty, even though intervention is generally perceived to carry with it an elevated degree
of stigma. Arguing for an intent requirement, as some states have explicitly done, would go a
long way to mitigating concerns that the non-intervention rule would be overinclusive.252

Consider, for example, a scenario in which State A emits pollution onto the territory of
State B, causing B to take various mitigating measures to protect the environment and its
population. In terms of the effect alone, one could reasonably say that A interfered with
B’s internal affairs, causing it to take actions that it would otherwise not have taken. But
absent intent I would personally find it difficult to label such a scenario as coercion, even if
there is a clear causal relationship between the actions of the two states.253

In my view it can also be conclusively said that the subjective elements of coercion-as-
control should not include a requirement that the victim state knows that it is being coerced.
First, it is generally unusual, and normatively difficult to justify, to require subjective elements
from the victim of a wrongdoing, when the wrongdoer is already acting with fault. Second, the
intuition that the victim of coercion needs to know that they are being coerced stems from the
extortionmodel, in which coercion works through the exertion of pressure on the victim’s will
through threatened or inflicted harm, of which the victim will invariably be aware. But that
intuition is simply misleading when it comes to coercion-as-control.254

Consider, again, the example of cyber operations interfering with elections infrastructure
and machinery, on which so many states seem to agree as the paradigmatic example of coer-
cive intervention. Such operations will generally work (at least to their fullest) only if the vic-
tim state is unaware that they are being conducted. Were a state to know that its voting or
counting systems were compromised it would simply annul the elections and hold them
again, or take some other remedial action. It makes no sense to regard the most successful
(and therefore most harmful) such operations—those that go undetected—as failing to
meet the requirements of intervention. Moreover, the victim state may become aware of

251 Similar issues of intentionality can arise in other contexts, e.g., as to possible violations of territorial sover-
eignty or the prohibition on the use of force. Consider, for instance, the November 15, 2022 incident in which a
Ukrainianmissile intended to intercept ongoing Russian attacks landed in Poland in error, while killing two Polish
citizens.MarkoMilanovic, As Far AsWe Know, There Has Been No Armed Attack Against Poland, EJIL:TALK! (Nov.
16, 2022), at https://www.ejiltalk.org/as-far-as-we-know-there-has-been-no-armed-attack-against-poland.
Violations of sovereignty would generally not require intent. If, for example, the officials of one state unwittingly
trespass onto the territory of another, a breach of territorial sovereignty has occurred even absent intent. In the
cyber context a sovereignty rule would for that reason also capture more state activities that the prohibition of
intervention.

252 See, e.g., 2021Germany Statement, supra note 14, at 34 (referring to an intent requirement to avoid the non-
intervention rule sweeping too broadly).

253 See also TALLINN MANUAL 2.0, supra note 15, at 321.
254 This likely explains the views of the minority of the Tallinn Manual experts who advocated for a knowledge

requirement even while discussing examples, such as cyber election of interference, that involved no demand-
threat-harm dynamic of coercion-as-extortion. Id. at 320–21.
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such operations at a later date, rather than at the moment of their execution. It againmakes no
sense to argue that such operations were not intervention at the moment they were being
conducted, but that they became intervention weeks, months or years after the fact, once
the victim had become aware.

C. Threshold of Coercion

Calibrating the threshold of coercion-as-control is essential for preventing the overinclu-
siveness of the non-intervention rule. Requiring intention would to some extent mitigate such
concerns. But the fact remains that if a control model of coercion is used, the prohibition of
intervention can easily become very sweeping.
The first threshold issue is whether coercion-as-control should cover attempted or incom-

plete coercive acts. Recall that the answer to that question was positive for coercion-as-
extortion—it would make little sense to say, for example, that the United States has not inter-
vened against Cuba through economic means simply because Cuba has managed to resist
U.S. pressure.255 But coercion-as-control operates differently, and the same answer is not nec-
essarily required. Consider, in that regard, the following scenario: State A launches a cyber
operation against State B to interfere with B’s elections. However, B’s intelligence and
cyber security agencies discover and neutralize this operation before it had any effects. In
this scenario A did act, with the requisite degree of intention, using a tool that could have
produced the intended result. But it was ultimately unsuccessful and B did not, in fact,
lose its ability to control its reserved domain.
To my mind, coercion-as-control should cover such failed attempts.256 Imagine if instead

of the cyber scenario State A fomented a coup in State B, inciting and even paying B’s
high-ranking military officers to overthrow the civilian government—but the coup plot
was ultimately exposed and failed. This scenario of the fomenting of a failed coup must be
intervention; it simply makes no sense for A to escape liability simply because B managed
to resist. The cyber scenario, and any other analogous attempt of coercion-as-control scenario,
should therefore be treated in the same way.257 That said, the total or partial failure of any
coercive action would be taken into account in the duty of the responsible state to provide
reparation, because it affects the nature and extent of the injury suffered.258

When it comes to setting the threshold of a completed action that deprives the victim state
of its ability to control its reserved domain, there are several possible approaches, withmany of
the same considerations at play as with coercion-as-extortion. First, actions that are charac-
terized as uses of force would, in principle, be coercive, at least if carried out with the necessary
intention. Second, instances of coercion-as-control could be determined on a case-by-case
basis, if there is general agreement among states on the specific type of action in question
(as with supporting rebels, fomenting coups, premature recognition, or arguably some
forms of cyber election interference).259 But such a casuistic approach is difficult to defend
for the reasons I have already given. Third, actions intended to deprive the victim state of

255 Part IV.C supra.
256 TALLINN MANUAL 2.0, supra note 15, at 322.
257 See alsoMoynihan, supra note 15, paras. 101–03; 2023U.S. DoDGeneral Counsel Statement, supra note 4.
258 ILC ASR supra note 87, Arts. 34–37 (discussing different forms of reparation).
259 Pomson, supra note 10, at 216–19.
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ability to control its reserved domain would be coercive if they violated some other rule of
international law. But this approach wouldmake it very difficult—and impossible if an inten-
tion requirement was rejected—to distinguish violations of the prohibition of intervention
from violations of other rules,260 even though intervention carries with it an elevated stigma.

Fifth, and finally, coercion-as-control could require a degree of severity in terms of the
impacts of the action on the victim state and its ability to control its reserved domain. For
example, a cyber operation that consists of hacking a single voting machine is clearly less
severe than one that substantially altered voting tallies or suppressed turnout in key areas.
To be clear, the wrong with such an operation is not in that somehow, after a successful
plot, the leadership of the victim state will change and will make decisions that the intervening
state prefers. The wrong is in interfering in the first place. But clearly some forms of interfer-
ence are (for various reasons) regarded as worse or more severe than others. This is why it will
be easier for states to agree that large-scale interference with election infrastructure is coercive,
than for them to agree on the coerciveness of spreading disinformation, whose impacts are
more difficult to determine. Similarly, it will be easier for states to agree that a coercion-as-
control threshold has been crossed when a states uses cyber operations to disrupt the victim
state’s response to a pandemic (e.g., cripples testing or vaccine distribution databases and sys-
tems), than with regard to low-level infiltrations of the health system, even if they require
some remedial action.261 And it is again crucial to note that in their official positions,
some states have already clearly relied on criteria such as scale or severity to define the coercion
threshold.262

Having said that, while a severity threshold for coercion-as-control is workable in principle,
it inevitably leads to gray areas. For example, if we accept that if State A funded rebels on the
territory of State B this action would be coercive in character, it is not immediately apparent
whether A funding a political party,263 a non-governmental or religious organization, or a
media outlet in B would also be coercive,264 or indeed whether the (lack of) coerciveness
should depend on whether the funding is being provided overtly or covertly.265 Or, consider
the difficult case of the dissemination of disinformation intended to disrupt public confidence

260 See also Jamnejad & Wood, supra note 3, at 381.
261 See, e.g., 2021 U.S. Statement, supra note 14, at 140.
262 See, e.g., Australia, in UN Doc. A/76/136, at 9 (“establishing the aforementioned elements of prohibited

intervention would depend on the circumstances, including the extent of economic damage and the loss of gov-
ernment control over economic policy”); 2021 Germany Statement, supra note 14, at 34 (“cyber measures may
constitute a prohibited intervention under international law if they are comparable in scale and effect to coercion in
non-cyber contexts. Coercion implies that a State’s internal processes regarding aspects pertaining to its domaine
réservé are significantly influenced or thwarted” (emphasis in original).); 2022 UKAG Speech, supra note 14
(“in considering whether the threshold for a prohibited intervention is met, all relevant circumstances, including
the overall scale and effect of a cyber operation, need to be considered”); EU Anti-Coercion Instrument, Council
Draft, supra note 162, pmbl. para. 11 (referring to “a certain qualitative or quantitative threshold”).

263 For the classical study on this issue, see Damrosch, supra note 7, at 13–28.
264 Jamnejad&Wood, supra note 3, at 368 (“The key test remains coercion. Funding a political party where the

domestic law of the recipient party prohibits it will usually contravene the principle of non-intervention, as will
funding a party with coercive goals. Even absent those factors, the level of support might be of such a magnitude as
to be coercive.”); see also id. at 369 (discussing the provision of funding on the eve of elections as a more intrusive or
coercive form of interference).

265 See generally Damrosch, supra note 7, at 18–21. If the funding is provided in accordance with B’s laws,
especially if the laws concern expressly permit for such a possibility, then B can be presumed to have consented
to it, thus excluding any possibility of coercion. See also id. at 43–45.
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in the country’s political system, which can undeniably be effective, but where the magnitude
of that effect is difficult to measure reliably.266 At least in principle, however, a disinformation
campaign, cyber or otherwise, can severely impact on the victim state’s ability to control its
internal affairs, namely its political system.267

Similarly, another difficult and particularly cogent case is that of economic measures such
as export controls. Consider, for example, the various prohibitions that the United States has
implemented on the export of newer microchips to China, with the express purpose of ham-
pering China’s ability to develop and produce such microchips. China has labeled these
export controls as unlawful under applicable WTO rules—a point on which I express no
view.268 Assuming arguendo that the measures are not contrary to international trade law,
would they nonetheless constitute coercion-as-control, and thus intervention, in China’s
internal affairs? Developing microchip production is arguably within a state’s reserved
domain, and the U.S. measures are certainly having a substantial impact on China’s ability
to develop such production. Is, therefore, this a case of intervention, or do such export con-
trols fall below some minimum level of severity required for coercion-as-control?269

In short, a severity approach to coercion-as-control can lead to substantially less certainty
than the same approach to coercion-as-extortion. That said, it has been clear at least since
Nicaragua that some actions can be coercive and thus constitute intervention even absent
the demand-threat-harm dynamic of coercion-as-extortion. In my view, a control model of
coercion best explains such cases. Determining the precise contours of that model will require
more granular jurisprudence, state practice and opinio juris. Moreover, insisting on intention-
ality and severity as parts of the coercion-as-control threshold would assist in distinguishing
intervention from violations of other rules of international law, and justify the elevated stigma
that a breach of this prohibition carries.270

VI. CONCLUSION

My argument in this Article is that coercion, as a constituent element of prohibited inter-
vention, can be understood in two complementary but distinct ways: coercion-as-extortion

266 See also Jamnejad & Wood, supra note 3, at 374 (arguing that if broadcasting is “deliberately false and
intended to produce dissent or encourage insurgents, the non-intervention principle is likely to be breached. If
factual and neutral, it is doubtful that the broadcast will constitute intervention, regardless of the effect it may in
fact have.”); Tsagourias, supra note 231; Ossoff, supra note 24, at 319–20; Michael N. Schmitt, “Virtual”
Disenfranchisement: Cyber Election Meddling in the Grey Zones of International Law, 19 CHI. J. INT’L L. 30, 51
(2018).

267 Moynihan, supra note 15, para. 132.
268 Suranjana Tewari & Jonathan Josephs, US-China Chip War: How the Technology Dispute Is Playing Out,

BBC NEWS (Dec. 16, 2022), at https://www.bbc.co.uk/news/business-63995570.
269 Tomy knowledge the United States is not arguing that these controls are a response to unlawful behavior by

China, which would raise the possibility of justifying them as countermeasures, on which see the discussion in Part
III above.

270 See also 2023 U.S. DoD General Counsel Statement, supra note 4 (“Other States have adopted a broader
view, that any act that deprives a State of freedom of control over elements of its domaine réservé would constitute
prohibited intervention. This broader approach may stem from a desire to hold States accountable for seriously
disruptive conduct without requiring a target State to show that the conduct was meant to induce a particular act or
omission. But focusing solely on deprivation of control, withoutmore, could turn any disruptive cyber activity by a
State that affects, even unwittingly, certain elements of another State’s activities into an unlawful intervention”
(emphasis in original).).
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and coercion-as-control. While similar in their essence and purpose, the two models of coer-
cion operate differently. Conflating them can lead, and has led, to much confusion.
Developments in state practice and opinio juris, especially in the cyber context, have enabled
us to overcome that confusion. Yet I am not arguing that the twomodels of coercion are some
kind of cyber lex specialis. They are equally valid in the cyber context and outside it, as part of a
general rule of non-intervention. The two models I have proposed provide us with an
approach that is internally coherent, even if liminal cases remain uncertain and the coercion
threshold requires further clarification through state practice. It is fortuitous in that regard
that, even outside the cyber context, states have been expressing their views on the lawfulness
of coercion, with even Western states, which have traditionally opposed prohibiting eco-
nomic coercion, now acknowledging that in some cases such measures may violate interna-
tional law.271

I have also argued that state views and scholarly positions on coercion have been shaped
structurally by the problem of justification. While intuitively we regard some forms of coer-
cion to be justified, the non-intervention rule is framed categorically, as admitting no excep-
tions. It has no inbuilt balancing test that could accommodate pressuring other states for good
reasons. The prohibition of intervention is a rule that is, by its design, structurally apt at being
either overinclusive or underinclusive, thus incentivizing arguments about its scope.
In particular, the tendency of states and some scholars to argue that some forms of state

actions, such as economic pressure, are inherently not coercive, is directly shaped by their
view that sometimes such measures can be used for good ends. But because they cannot
argue that coercion is justified, they are compelled to argue that there is no coercion at all,
especially when the measures concerned are otherwise lawful. This is in my view deeply prob-
lematic, and inevitably leads to a distorted, moralized understanding of what coercion is or is
not.
A more promising approach to the issue of justification—perhaps an imperfect one, but

still an improvement—is to argue that undoubtedly coercive measures directed to compelling
compliance with existing legal obligations, regarding which the target state enjoys no measure
of discretion, do not constitute intervention at all. This is because suchmeasures do not inter-
fere with the target state’s internal or external affairs on matters on which international law
gives it free choice.272 Such coercion does not constitute intervention, although it may violate
other rules of international law.273 While this understanding of the reserved domain element
enables unilateralism to some extent, it does not do so unduly. In these cases it is not for the
prohibition of intervention, but for other rules of international law, such as sovereignty,
human rights, or WTO law, to regulate any harmful effects of coercion.

271 See, e.g., G7 Leaders’ Statement on Economic Resilience and Economic Security (May 20, 2023), at https://
www.mofa.go.jp/files/100506843.pdf.

272 This is arguably the position adopted in the proposed EU anti-coercion instrument, which counts as pro-
hibited coercion (i.e., intervention) only those measures designed to compel compliance with demands that the
target state “is not internationally obliged to perform” and also requires a (somewhat more nebulous) assessments
of whether the coercing third state is pursuing “a legitimate cause, because its objective is to uphold a concern that
is internationally recognised, such as, among other things, the maintenance of international peace and security, the
protection of human rights, the protection of the environment, and the fight against climate change.” Council
Draft, supra note 162, pmbl. para. 11; see also id. Art. 2.

273 See also TALLINN MANUAL 2.0, supra note 15, at 325.
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I have also examined several possible approaches to the threshold question regarding both
coercion-as-extortion and coercion-as-control. One alternative to underinclusive minimalism
is to equate coercion with the violation (or threatened violation) of the rights of the target state
and its nationals. This would cover cases such as economic measures taken in violation of
international trade law or investment law, or those of “hostage diplomacy” that violate the
human rights of the state’s nationals. Or, we could conceptualize coercion as the threat or
infliction of harms (in coercion-as-extortion), or the performance of certain actions that mate-
rially deprive the victim state of its ability to control its internal or external affairs (in coercion-
as-control), that reach a certain level of severity in terms of their potential or actual impacts.
There is much to commend in such an approach, but its inevitable consequence is a higher
degree of indeterminacy.
One possible response to my overarching argument would be that coercion should not be

regarded as a constituent element of prohibited intervention at all, partly because it may be
impossible to come up with a principled approach to defining it.274 Pragmatically that seems
an unlikely direction of travel. States recently coming out with their formal positions on the
application of the prohibition of intervention to cyberspace have all mentioned coercion as an
essential element of intervention, often relying on the ICJ’sNicaragua judgment as an author-
itative restatement of that principle.275 Not a single state has argued in favor of abandoning
the coercion requirement, even in some limited category of cases. Discarding coercion for
some superior alternative (even if one existed) therefore does not seem feasible, although
such an option may become more plausible if states start endorsing it.
As a matter of policy, I would suggest that, in expressing their opinio juris, states could use-

fully address three sets of issues in any future statements on the non-intervention rule. First, they
should clearly distinguish between coercion-as-extortion and coercion-as-control, while affirm-
ing the validity and complementarity of the twomodels of coercion. Second, they should clarify
their approach to the threshold of harm in either model. Third, they should also clarify the
nature and role of intention in defining coercion. In that regard, while statements mentioning
specific examples of prohibited intervention, such as different forms of election interference, are
very useful, it would be even more useful for states to elaborate on why any particular examples
are regarded as constituting coercion. I have explainedwhat the plausible options on these issues
questions are, but it is ultimately only states that can clarify the non-intervention rule further,
and today there are ample opportunities to do so.

274 See, e.g., Efrony & Shany, supra note 232, at 641–43.
275 See note 14 supra.
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