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Abstract

Deferred prosecution agreements (DPAs) are a legal tool for the nontrial resolution of cases of corruption. Each DPA
is accompanied by a Statement of Facts that provides detailed and publicly available textual records of the given cases,
including summarized evidence of whowas involved, what they committed, andwithwhom. These statements can be
translated into networks amenable to social network analysis allowing an analysis of the structure and dynamics of
each case. In this study, we show how to extract information about which actors were involved in a given case, the
relations and interactions among these actors (e.g., communication or payments), and their relevant individual
attributes (gender, affiliation, and sector) from five Statements of Fact. We code the extracted information manually
with two independent coders and subsequently, we assess the inter-coder reliability. For assessing the coding
reliability of nodes and attributes, we use a matching coefficient, whereas for assessing the coding reliability of ties,
we construct a network from the coding of each coder and subsequently calculate the graph correlations of the two
resulting networks. The coding of nodes and ties in the five extracted networks turns out to be highly reliable with only
slightly lower coding reliability in the case of the largest network. The coding of attributes is highly reliable as well,
although it is prone to missing data on actors’ gender. We conclude by discussing the flexibility of our data collection
framework and its extension by including network dynamics and nonhuman actors (such as companies) in the
network representation.

Policy Significance Statement

Mapping corruption networks is crucial for understanding how corporate corruption unfolds and evolves over
time. This makes empirical analysis of corruption networks informative for formulating and testing efficient
evidence-based strategies in combatting corruption, which cannot be obtained by more traditional prevalence
indices or perception-based measures. In this study, we propose a rigorous and reproducible framework for
extracting network data from textual summaries of corporate corruption cases. This framework is flexible and
parsimonious, as it can be universally applied beyond our cases and itmay incorporate various amounts and types
of information. We demonstrate the applicability and reliability of our data collection framework by extracting
five network data from Statements of Facts accompanying Deferred Prosecution Agreements.

©TheAuthor(s), 2023. Published byCambridgeUniversity Press. This is anOpenAccess article, distributed under the terms of the Creative Commons
Attribution licence (http://creativecommons.org/licenses/by/4.0), which permits unrestricted re-use, distribution and reproduction, provided the
original article is properly cited.

Data & Policy (2023), 5: e4
doi:10.1017/dap.2022.41

https://doi.org/10.1017/dap.2022.41 Published online by Cambridge University Press

https://orcid.org/0000-0001-7239-8466
mailto:tomas.diviak@manchester.ac.uk
http://creativecommons.org/licenses/by/4.0
https://doi.org/10.1017/dap.2022.41
http://crossmark.crossref.org/dialog?doi=https://doi.org/10.1017/dap.2022.41&domain=pdf
https://doi.org/10.1017/dap.2022.41


1. Introduction

Major multinational corporations operating from countries around the world, including the UK, continue
to be implicated in bribery, contract manipulation, and other acts of corporate corruption. By diverting
financial resources from their intended recipients to corrupt politicians, public servants, or business-
people, corruption hampers social and economic development (Uslaner, 2008). The severity of corruption
and its consequences thus lead many scholars and practitioners to call for evidence-based and data-driven
approaches toward its measurement, understanding, and control (Kertész andWachs, 2020; Luna-Pla and
Nicolás-Carlock, 2020).

While conventional measures such as perception indices or public opinion surveys provide useful
information about how corruption is perceived, they offer little insight into how exactly corruption
unfolds and into its internal structure and dynamics. However, in order to formulate evidence-based anti-
corruption measures and strategies, reliable data about the structure and dynamics of corrupt relations are
necessary. Social network analysis (SNA; Borgatti et al., 2013; Robins, 2015) offers a way to collect and
analyze such data. SNA is an approach concerned with the collection and analysis of data about a set of
nodes and ties among them. In terms of corruption, the nodes represent actors involved in corruption
(politicians, managers, etc.) and ties represent their communication or exchanges of resources (bribes,
favours, etc.; Lauchs et al., 2011; Diviák et al., 2019). Given such data, SNA can describe the structure of
the network, identify the key actors within it, and provide many other insights (Diviák et al., 2019;Wachs
et al., 2020).

Since 2014, the UK’s Serious Fraud Office (SFO) has had the power to enter into so-called Deferred
Prosecution Agreements (DPAs) with corporations implicated in foreign bribery. DPAs provide a tool for
prosecutors to negotiate a formal, but voluntary, agreement with corporations to bring a conclusion to
alleged corrupt behaviors. Each DPA is accompanied by a Statement of Facts (SoF) that provides a
detailed account of the corruption that took place, including extensive relational data. These statements
are textual records of the given cases, which summarize the evidence of who was involved, in which way,
what they committed, and most importantly with whom. This information can be translated into networks
amenable to SNA using content analysis.

In this study, we apply a data collection framework developed by Diviák (2019) to extract information
from each SoF about actors involved in corruption, their attributes, and ties among them. We do so with
two independent coders. We subsequently assess the reliability of their coding, an important step that is
frequently omitted in extant research on criminal networks. The goal of this article is to provide a step-by-
step guide on how to extract network data from the text while exploring DPAs as a data source.

2. Deferred Prosecution Agreements

The UK Government introduced DPAs as a means of holding corporations to account without having
to pursue full prosecution in the criminal courts. DPAs were enacted under the Crime and Courts
Act 2013, and came into force in February 2014. A DPA is a discretionary tool available for use by
certain prosecutors in England andWales that enables a formal but voluntary agreement to be negotiated
between the prosecutor, and a corporation, with judicial approval, in order to defer a criminal
prosecution for alleged criminal conduct in exchange for the fulfillment of certain terms (see King
and Lord, 2018). In the case of corporate bribery in international commerce, the relevant prosecutor is
the SFO, and at the time of writing (2021), seven DPAs have been negotiated with corporations
implicated in foreign bribery.

As above, once aDPAhas been negotiated, approved, andmade public, theAgreement is accompanied
with a Statement of Facts (SoF) that provides a detailed account of the criminal behaviors of the case,
including the persons involved, natural and legal, and the nature of their relations, the “offending
locations,” and agreed information as to when the criminal acts took place and how. Whilst recognizing
that these documents are negotiated and agreed statements between the prosecutor and the corporation,
and that they do not require an admission of guilt on behalf of the corporation, they do represent
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reasonably accurate depictions of the bribery that took place. The statements can be accessed via the
website of the SFO and are available to the public for download.

The sevenDPAs have been negotiatedwith the following: Standard Bank Plc; Sarclad Limited; Rolls
Royce Plc; Güralp Systems Limited; Airbus SE; Airline Services Limited; and, Amec Foster Wheeler
Energy Limited. These cases involved varying offenses, including substantive bribery offenses
(i.e., offering or making a bribe), conspiracy to corrupt, and failures to prevent bribery by employees,
agents, or associated persons. In some cases, the corrupt conduct related to a one-off transaction (e.g.,
Standard Bank), in others there was corruption over many years and many contracts (e.g., Sarclad). In
some cases, company directors and senior employees were implicated (e.g., Güralp), yet in others the
criminal conduct related to third parties and agents (e.g., Airbus). Many of the cases involved bribery in
multiple jurisdictions (e.g., Rolls Royce). At the center of all these cases, however, was the bribery of
foreign public officials in order to win or maintain business interests in particular jurisdictions, often
low-income countries where the loss of public funds through corruption createsmajor social harms. The
results in this study pertain to five DPAs only, as at the time of writing, the SoF for the Amec Foster
Wheeler DPAwas not available and the information contained in the SoF for the Rolls-Royce case was
too vague to yield anymeaningful network representation.We come back to the Rolls-Royce case in the
discussion.

DPAs can only be negotiated with companies, and not individuals, which has led to variation and
inconsistency across the statements of facts in terms of disclosed information on the individual actors in
the network, as this is supplementary to the agreement with the company. In 2020, the SFO published a
new chapter on DPAs in its Operational Handbook, which directly addressed the naming of individuals,
stating that “ [c]onsideration must be given to the necessity for and impact of the identities of third parties
being published.”1 However, prior to this, some statements included the names of individuals involved in
the alleged corruption, as well as agents and other third parties who may have enabled it. This was
problematic as some individuals named as part of corruption conspiracies were later acquitted at trial.
Usually, if criminal proceedings against individuals involved are being pursued or considered, individuals
are anonymized to avoid prejudice in court proceedings. In some cases, the name of the negotiating
company has been anonymized to ensure fairness in criminal proceedings against individuals. Whilst the
SFO guidance does not prohibit the naming of individuals, doing so is increasingly the case. Where
anonymization takes place, unique information of individuals is usually included so that distinctions
between those involved can be made, although as above, this has not always been done satisfactorily. A
consequence of anonymity in the SoF is that triangulation with other sources, such as media reporting, is
very limited, or outright impossible, as it cannot be said with certainty who are the involved individuals.

In the following section, we place the DPAs in the context of other data sources used in criminal
network analysis and focus on what type of information relevant for network analysis can be extracted
from them.

3. Social Network Analysis

SNA is concerned with the study of entities and connections among them. SNA has been increasingly
applied in criminology to study criminal networks, in which criminal actors cooperate or communicate in
committing crimes and avoiding detection as it is in the cases of organized crime, gangs, or terrorism
(Morselli, 2009, 2014; Cunningham et al., 2016). The research of corruption networks draws upon the
analysis of criminal networks, as the actors involved in corruption networks are also collaborating or
communicating with others when they commit bribery, kickbacks or when they manipulate contracts
(Lauchs et al., 2011; Diviák et al., 2019; Luna-Pla and Nicolás-Carlock, 2020). By mapping who bribes
whom, who conspires with whom on manipulation of contracts and corrupt acts, we can construct a
network representation of a given case.

1 https://www.sfo.gov.uk/publications/guidance-policy-and-protocols/guidance-for-corporates/deferred-prosecution-agreements-2/.

Data & Policy e4-3

https://doi.org/10.1017/dap.2022.41 Published online by Cambridge University Press

https://www.sfo.gov.uk/publications/guidance-policy-and-protocols/guidance-for-corporates/deferred-prosecution-agreements-2/
https://doi.org/10.1017/dap.2022.41


Collecting data on criminal networks poses a problem for researchers, because they need to collect
observations on actors who may actively try to conceal themselves and their ties (Morselli, 2009; Diviák,
2019). In practice, this makes primary data collection via direct observation or questionnaire surveys
impossible. Thus, researchers in this area are left to rely on secondary sources of data. In their recent
review of criminal justice data sources, Bright et al. (2021) classify these sources into five categories:
offender databases, investigative records, prosecution files, court files, and reports of department inquiries
and commissions. In this perspective, Statements of Facts accompanying each DPA can be subsumed
under the court files category, as they are a part of the judicial process of deferring prosecution from a
company implicated in bribery in exchange for fulfilling certain negotiated criteria. None of the
mentioned data sources is primarily intended for research purposes, which comes along with various
issues regarding data validity and accessibility (Bright et al., 2012). For instance, actors in court may be
incentivized to withhold incriminating informationwhichmay bias the resulting court file or in the case of
police investigative records, the information may be classified and thus not accessible for researchers.

As a part of court proceedings, DPAs combine all the available information produced in the preceding
stages of the investigation. Thus, each SoFmay contain information frommultitude of other sources such
as transcripts of e-mail or phone conversations, surveillance summaries, summaries from interrogations,
or information from public databases deemed relevant for the given case by the Serious Fraud Office.
Statements of Facts thus provide a form of triangulation within one source of data similarly to other
prosecution or court documents (Bright et al., 2012, 2021). Given that for criminal networks, there is
usually no pre-specified “ground truth” network and network representations based on just a single source
may sometimes substantially differ between different sources (Rostami andMondani, 2015), such built-in
compilation of multiple data sources in each SoF increases the likelihood of obtaining a more complete
representation of the studied case. This also partly compensates for the limited possibility to triangulate or
validate the information in DPAs by other sources due to issues with anonymization described above.
Additionally, the Statements of Facts are publicly available, which is an advantage over other data sources
in criminal justice domain (cf. Bright et al., 2012).

The information that can be extracted and subsequently constructed into a network dataset can be
thought of as consisting of up to six different aspects, namely nodes, ties, attributes, modes, dynamics, and
context (Diviák, 2019). In this study, we will demonstrate how to extract and code information on the first
three network data elements that together allow to construct a network representation of a given case. The
first such element is the set of actors involved in the case or the node set. The second element, ties,
represents the relations and interactions among the actors. These two elements comprise information that
is necessary in order to conduct SNA (cf. Bright et al., 2021). Finally, the third element, attributes, refer to
variables that describe relevant individual traits such as affiliations or gender. In the following section, we
detail how to extract the nodes, their attributes, and ties among them from textual summaries contained in
the Statements of Facts that accompany each DPA.

4. Data Extraction

Since each SoF accompanying a DPA consists of textual summaries of what happened in a given case,
they can be used as a data source for content analysis or other text mining techniques (Krippendorff,
2012). In criminal network studies, content analysis is frequently used for extracting network data (van
der Hulst, 2009; Bright et al., 2012; Campana and Varese, 2012) and we also use it as a methodological
basis for data extraction here. Specifically, we focus on extracting the content that relates to nodes (actors),
their attributes (relevant variables), and ties representing their connections. We propose and illustrate a
simple three-step approach applicable not only to any SoF, but also to any textual summary in general,
which enables to collect data about nodes, their attributes, and ties among them. The goal is to create a
transparent approach that may be applied to various sources of textual records while enabling reliability
assessment. Note that reliability assessment is not usually carried out or reported in current studies on
criminal networks. For instance, Bright et al. (2021) do not report any study doing so in their systematic
review of criminal justice records used for SNA.
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4.1. Step 1—Establish the node set

The first step in constructing a network representation of a given case is to establish the node set. In other
words, it is necessary to determine which actors will be included in the network. In SNA, this is referred to
as the boundary specification problem (Laumann et al., 1983). In general, there are two approaches to
specifying boundaries of a network. The first is a realist approach, wherein the actors themselves define
what they consider the network and its boundaries to be (such as in snowball sampling or in qualitative
studies). The second approach is called nominalist and here, the boundaries are set by the researcher using
some sort of objective criterion (such as a list of nodes or some node-level variable). As we stated above,
research on criminal and corrupt activities is almost exclusively based on secondary data sources and this
rules out the possibility of adopting the realist approach for specifying the boundaries or the network
(Diviák, 2019; Bright et al., 2021). This means that researchers in this area are relying on the nominalist
approach and thus they have to adequately define a criterion that allows to clearly include or exclude
individual nodes in the network. In our case, we included any actor that was mentioned in each SoF as
participating in the case by collaborating or communicating with others. Such a definition of boundaries is
the broadest possible as it allows one to extract the most actors and therefore the most data as well
(cf. Campana and Varese, 2012). The broad definition of boundaries is suitable for early exploratory
stages of research while it is not precluding from constraining the criteria for future stages, where the
boundaries may be narrowed in order to answer a specific research question.

4.2. Step 2—Identify node attributes

Attributes are variables that describe relevant individual qualities of the nodes. Researchers of criminal
networks typically face a dilemma when they want to extract attribute data. On the one hand, there are
reasons for extracting information of specific attributes that stem from theoretical interests or previous
research. On the other hand, such information may not be available in the data source, because it is not of
interest to the practitioners who produced the document. For instance, there has been some interest in
specific skills and expertise and how they shape network positions of the actors who posse them (Bright
et al., 2015; Diviák et al., 2020). However, information about whether each actor has or does not have a
particular skill or expertise is rarely mentioned in the textual summaries of the cases. This is also the case
of each SoF, where the information may be occasionally mentioned, but in order to analyze such
information reliably, it is necessary that the information is mentioned systematically. Otherwise, one
risks making inferences from highly incomplete data. In our analysis, we extracted information on actors’
gender, organization they work for, and whether they are working in public or private sector.

4.3. Step 3—Identify and assign ties

The crucial element that goes beyond actors and their attributes (as in traditional quantitative data
analysis) and that makes it possible to construct a network is the extraction of ties or edges, which
represent the interactions and relations among the chosen set of nodes. Ties have two basic properties:
direction and strength (Borgatti et al., 2013; Robins, 2015). If it is possible to define whether the tie goes
from a node another, it is directed (e.g., “A sent an e-mail to B”), whereas when it is not possible to
distinguish the direction, the tie is undirected (e.g., “A and B met together”). In the final network, all the
ties have to be either directed or undirected. This is problematic when extracting the data from a SoF,
because ties that are theoretically directed (such as phone calls or e-mails) may not be reported as such,
which is the case in formulations such as “A and B exchanged several e-mails” or “during that month, A
and B spoke on the phone multiple times”. This implies that in most of the cases in our dataset, we cannot
ascertain the direction of each tie and thus wework with all ties as if they were undirected. As for strength,
the ties can have different strengths depending on the number of times an interaction occurred between a
particular pair of nodes. Thus, if a tie between A and B has a strength of four, it means that there are four
recorded interactions between these two nodes in the corresponding SoF. In some DPAs (e.g., the Sarclad
case), the granularity of the information contained in the SoF allows to clearly count the number of
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interactions between any given pair of actors, while in other cases, the informationmay not be as granular,
but the number of recorded interactions still functions as a proxy of tie strength between the two actors.
For the following section, we therefore consider the ties to be undirected and weighted for the purposes of
reliability assessment and demonstration here. Note that if the granularity of information in any given case
does not allow to specify the tie strength, the ties can still be constructed as binary indicating a presence of
a relationship between the two actors.

4.4. Demonstrating the data extraction procedure

Let us demonstrate this data extraction procedure on a specific example of an SoF related to the ASL case.
Among many other things, this SoF states the following:

In acting on behalf of ASL, ASL Agent 1 worked closely with ASL Senior Employee 3 and ASL
Senior Employee 4 who were based in Germany. A large part of the business that ASL Agent
1 introduced to ASL was with Lufthansa. At the same time as acting as an agent for ASL, ASL Agent
1 was also retained by Lufthansa as a consultant project manager in a department named Product
Competence Centre Cabin Interior & In-flight Entertainment. Former Lufthansa Senior Employee
2 allocated work and gave instructions to ASL Agent 1.

This quote mentions four actors, namely ASL Agent 1, ASL Senior Employee 3, ASL Senior Employee 4,
and Former Lufthansa Senior Employee 2. Since they all are reported as actively participating in the case
of corruption, they fulfil the boundary specification criterion that we defined above and so we include
them all in the network. Furthermore, the affiliation of each actor can be determined from this quote as
well - ASL Senior Employee 3 and ASL Senior Employee 4 are affiliated solely with ASL and Former
Lufthansa Senior Employee 2 is solely affiliated with Lufthansa, whereas ASL Agent 1 is affiliated with
both companies. This is captured in a part of the attribute list in Table 1. Additional attributes, such as
gender, cannot be established from the quote above, and so the remainder of the SoF has to be searched in
order to extract the information (if it is available). The quote above also contains informationwhich can be
translated into three ties: two ties in the part “ASLAgent 1 worked closely with ASL Senior Employee 3 and
ASL Senior Employee 4…” and one tie in “Former Lufthansa Senior Employee 2 allocated work and gave
instructions to ASL Agent 1.” A part of the edgelist that captures these three ties is displayed in Table 2.
Edgelist is a common data format in SNA, where each row refers to an edge and each column then
describes the properties of a given edge. Two of ties in Table 2 have no direction, while the third is directed
from the Former Lufthansa Senior Employee 2 to the ASL Agent 1. None of the ties contains any weight,
but these ties may not be all the ties between the given pairs of nodes. Further interactions or relations
between the connected actors may appear in the rest of the SoF. If that happens, they can be recorded in the
same way in the edgelist and their frequency summed up in the final network representation, which we
also do in this study.

Note that the data extraction procedure described above can be used not only straightforwardly once
from step 1 to step 3, but it may also be used iteratively when new information becomes known or

Table 1. Example attribute list

Example attribute list

Actor ASL Lufthansa

ASL Agent 1 1 1
ASL Senior Employee 3 1 0
ASL Senior Employee 4 1 0
Former Lufthansa Senior Employee 2 0 1
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established by the coders. For instance, if an involvement of a previously unmentioned actor is
discovered, such actor with her attributes and ties may simply be included on top of all the information
that had been available so far. This data extraction framework thus enables considerable flexibility.

5. Reliability Assessment

As the example in the previous section shows, an unstructured document such as an SoF may be
ambiguous in what information it contains and how that information can be extracted from it. This
induces an element of subjectivity into the data extraction and coding. In order to assess to what extent is
the resulting solution prone to subjectivity, researchers usually use two (or more) independent coders to
extract the data and subsequently assess the reliability of their coding using an appropriate measure of
agreement (Krippendorff, 2012). We also follow this logic by employing two independent coders,
assessing the reliability of their coding, and constructing the resulting network dataset by combining
the coders’ datasets. For the purposes of demonstration, we simplify some of the decisions here, but in
general, the decisions should be guided by the research question at hand.

Regarding the coders, they were two criminology research master students with experience in data
analysis and brief exposure to SNA provided by us together with instructions on how to code the material.
The coders conducted manual coding of the material for two reasons. Firstly, such coding allows
researchers to get an insight into the qualitative dimension of each case and familiarize themselves with
its context (van der Hulst, 2009; Campana and Varese, 2012). Secondly, the interactions and relations
among actors are latent content, which means that they rarely if ever explicitly mentioned as interactions
or relations and are instead described or referred to in various different and context-specific ways
(Campana and Varese, 2012). The latency of the content together with unstandardized structure of each
SoFmakes any automated extractionmuchmore difficult to carry out validly, although it does not entirely
rule it out. We come back to the possibility of automated text extraction in the discussion.

5.1. Step 1—Establish a common node set and its reliability

Extracting and coding network data from a textual summary similar to an SoF comes with one key
problem—there is no “ground truth” in terms of which units to code, that is there is no prespecified set of
actors or ties among them for coders to code. However, in order to assess the coding reliability, the coding
has to be comparable between the two coders. To achieve comparability, the very first step in the coding
process is therefore to establish a set of units, on which all the subsequent coding will be anchored. In our
case, the most suitable such “anchor” is the node set defined by the boundaries. As we explained above,
the boundaries for the present study are the broadest possible—all actors actively involved in the case and
reported as such in the SoF. The specification of the node set is done in two steps. First, each coder codes
the SoF on their own and tries to establish all the actors who satisfy the boundary definition criterion.
Second, the solutions of the two independent coders are compared and the nodes that appear only in the
solution of one coders are independently verified by a third person (in our case, one of the authors) with
regard to the SoF and the final node set is established by taking the union of the verified nodes. This
additional verification helps with clearing the data of errors such as inconsistencies (a single actor being

Table 2. Example edgelist

Example edgelist

Source Target Direction

ASL Agent 1 ASL Senior Employee 3 0
ASL Agent 1 ASL Senior Employee 4 0
Former Lufthansa Senior Employee 2 ASL Agent 1 1
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referred to with two different names in the SoF), when an organization ismistakenly included as a node, or
when typos in the coding produce two different nodeswho are in fact the same actors (e.g., “ASLAgent 1”
vs “ALS Agent 1”). As a measure of intercoder reliability for extracting the nodes, we calculate the
percentage of actors who were identified by both coders in the number of actors identified in total in their
initial coding of the data (before combining the solutions of both coders for steps 2 and 3). Table 3 shows
the number of nodes that has been established this way for each case as well as the measure of reliability.

5.2. Step 2—Node attributes coding reliability

With an established set of nodes, coders may code their attributes and ties among them. This task closely
resembles standard content analysis, in which coders code a unified set of units on predefined variables.
Here, we chose to extract information on actors’ gender (binary variable), sector they are employed in
(binary variable with values “private” and “public”), and the organization they work for (for simplicity, a
binary variable indicating affiliation to the company that is the subject of the given DPA). To assess
coders’ reliability on each of these attributes, we use a simple matching coefficient defined as the number
of the actors coded in the same way by both coders divided by the total number of actors. The matching
coefficients for each variable in each case are reported in Table 3.

5.3. Step 3—Ties coding reliability

Even with a unified node set, coding the ties presents the greatest challenge in the entire coding process.
Similarly, as in the case of establishing the node set, this is due to the absence of a prespecified and/or
unified set of ties to code. Instead, the coders have to extract the ties themselves. Moreover, there is a
certain degree of ambiguity in the text of each SoF, where the same part of text may be used to derive
different ties or where different parts of the text may eventually yield the same tie. Both these reasons
make the reliability assessment of individual ties quite impractical or outright impossible. However, the
ties each coder extracts can be used to construct a network, which is a representation of the network from a
particular coder’s point of view. Since the networks contain the same node set, they can subsequently be
compared using graph correlation, which is an adaptation of Pearson’s correlation coefficient for two
adjacency matrices with the same dimensions (Butts, 2008). The graph correlation is in this view a
measure of coding reliability appropriate not only for our undirected and weighted ties, but also for other
types of network data provided they are based on the same node set. The graph correlation coefficients of
each case are reported in Table 3.

The process of assessing reliability of the coding of ties is illustrated in Figures 1 and 2, where we
continue with example of the ASL case. The two figures visualize the networks constructed from the
coding of each coder. In both visualizations, the positions of nodes are fixed in a circular layout for to
enable easy visual comparison. Both coders largely agree on the structure of the network: both capture
strong ties representing frequent interactions between ASL Agent 1 and ASL Senior Employee 3, and

Table 3. Reliability assessment results

Reliability assessment of data extraction and coding

Case Güralp ASL Std Bank Sarclad Airbus

Nodes 1 1 0.82 1 0.84
Attributes
Gender 1 NA 1 (7 NA) 1 (5 NA) NA
Organization 1 1 1 1 1
Sector 1 1 0.89 1 1
Graph correlation 0.99 0.98 0.94 0.97 0.82

Abbreviation: NA, not available, missing information.
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between ASL Agent 1 and ASL Senior Employee 4. Furthermore, in both coders’ solutions, ASL Senior
Employee 5 and Former Lufthansa Senior Employee 2 have ties only to one other node (ASL Senior
Employee 4 and ASL Agent 1 respectively). The only marked difference is that coder 2 finds a connection
between ASL Senior Employee 3 and ASL Senior Employee 6, while coder 1 does not. While the omission
of this tie changes the structure of the network slightly, it does not alter the overall conclusions in any
substantial way. The underlying adjacency matrices of the two networks are subsequently used to
calculate the graph correlation. Union, intersection, or any other criterion for aggregating of the two
networks may then be used to produce the final network representation. For instance, if we combined the
two versions in this case using union, the resulting network would be the same as the network depicted in
Figure 2, because it contains all the information captured in Figure 1 plus the tie between ASL Senior
Employee 3 and ASL Senior Employee 6. The choice of how to aggregate the two (or more) versions of the
network into a single network for final analysis should reflect the research question one is aiming to
answer and also reliability of the coding. In general, if the coding reliability is high, the criterion used for
deriving the final network representation should not make a substantial difference as the results would not
differ due to the underlying similarity of the extracted networks.

Table 3 shows that the size of the networks may vary quite substantially across the case ranging from
five participating actors (Güralp) to 36 (Airbus). In general, the cases with small number of actors display
very high reliability in terms of extracting the node set. The small cases Güralp and ASL together with the
Sarclad case display perfect reliability of 1 indicating that our coders were able to retrieve the same set of
actors when initially coding the Statements of Facts. The Standard Bank and Airbus cases display
nonperfect reliability in terms of establishing the nodes set with initial nodeset overlap between the
coders of 82% and 84% respectively. The Standard Bank case was the first case the coders had to code
together with the Güralp case and so the lower value may be partly attributed to the learning effect.
Specifically, coders in this case did notmutually reach three actors and one of them also erroneously coded

Figure 1. ASL case network constructed by coder 1, thickness of edges corresponds to their weight.

Figure 2. ASL case network constructed by coder 2, thickness of edges corresponds to their weight.
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a company (“SB subsidiary”) as an actor. The Airbus case is the largest case with a total of 36 actors
identified eventually and with 40 pages long Statement of Facts, which makes the initial coding more
challenging for the coders. These two cases demonstrate the usefulness of manual coding and the
possibility to revise the initial coding in establishing the node set.

Despite this high variability in the network size, the reliability of the coding of ties is consistently very
high between the two coders with the graph correlations above .9 in all cases but Airbus, where the graph
correlation reaches .82. To put these values in perspective, the coding of the ASL example detailed above
shows a graph correlation of .98 suggesting that while the coders are not perfectly aligned in their coding,
their coding overall results in very similar networks. The same can be said about the remaining networks
as well with the exception of the Airbus network, as the coding reliability there is lower (.82). The Airbus
case is the largest one in terms of number of nodes which may partly explain its relatively lower coding
reliability for ties, as the number of potential disagreements between the coders increases by (n-1)/2 for
coding ties with each additional node (so while there are only nine more nodes in the Airbus case than in
the Sarclad case, there are 279 more pairs of nodes to compare). For the purposes of substantive analysis,
the results would be expected to be largely the same for the four cases with high graph correlation
regardless of which coding or their combination (i.e., union or intersection) we would use, whereas minor
differences could be expected in the Airbus case. For the Airbus case, a deeper examination of where the
coders differ and why would be advisable before carrying out a substantive analysis of the case, as this
case also exhibits lower reliability in terms of establishing the initial node set.

The matching coefficients reported in Table 3 for coding the attributes reveal two main insights. The
first insight is that whenever there is enough information about actors’ gender, organization, or sector, the
coders usually achieve perfect agreement with the matching coefficient value of 1. The sole exception to
this is the coding of sectors in the Standard Bank case, as the coders did not match on the fact that two
actors are simultaneously involved in both public and private sectors (thus exposing them to the risk of
conflict of interests). The second insight from assessing the reliability of coding the attributes is that there
was a lot of missing information related to actors’ gender (see the number of NAs reported in brackets in
Table 3) in all the case but the smallest one (Güralp). For all the actors on whose gender there was any
indication in the text of the given SoF, the coders match on the resulting coding. They also match on the
actors where there is no such indication. It may seem somewhat paradoxical that seemingly detailed
information about the affiliation of actors is always provided in the text of the SoF, while information
about gender, an attribute that is one of the most frequent in the social sciences, is frequently missing.
However, thismakes sense in the light of the fact that DPAs are legal procedures, not scientific procedures,
and thus the Statements of Facts contain legally relevant information and not necessarily information, that
would be relevant scientifically only. Therefore, any information about which organization a particular
actor is affiliated with is always present as it is essential for each case, while the gender of actors is never
explicitly mentioned, because it bears no significance on one’s culpability. The information on gender can
be only deduced from personal pronouns or other implicit mentions (such as “Mr” or “Mrs” in some of the
names) used in the text. Especially in the case of peripheral actors who are mentioned in only few
instances, this may not be possible.

6. Discussion

Despite the seriousness of corruption as a social phenomenon and its consequences, scientific research of
corruption is hindered by paucity of data on how actors involved in corruption operate. In this study, we
proposed using Deferred Prosecution Agreements (DPA) as a data source, from which data amenable to
social network analysis (SNA) may be extracted using a simple and reproducible coding. We used a
framework proposed byDiviák (2019) for extracting network data from textual summaries accompanying
each DPA and for subsequent reliability assessment of this coding. Among the five cases we processed
and assessed their coding reliability, we see very high coding reliability of coding actors and ties, except
for the largest case where the reliability is still adequate, and we also see very high coding reliability in
terms of coding individual attributes of the nodes assuming the information is available on the given
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attribute regarding a particular actor. Our study thus also contributes more broadly to the literature on data
collection for covert and criminal networks (van der Hulst, 2009; Bright et al., 2012, 2021; Campana and
Varese, 2012) with explicit emphasis on coding reliability which is seldom discussed in other studies.

We showed a three-step procedure for extracting nodes, their attributes, and ties among them, which is
the essential information for constructing and analyzing corruption networks. However, SNA can utilize
further information in the data and the entire framework for data collection can be extended further to
include additional information (Diviák, 2019). Specifically, two immediate extensions regard network
dynamics and multilevel/multimodal network data. Network dynamics refer to the change of networks
over time. In our context, we could theoretically code specific time-stamp for each extracted tie that would
denote when the tie was created and when it was dissolved. Such granularity may not be realistically
achievable in each case depending on the information precision in the corresponding Statement of Facts,
but in some cases, ties could be dated for when the interaction they represent occurred with precision on
days in some cases or months in others. Reliability of such temporal coding could then be assessed by
calculating the correlation of the resulting time series. Multilevel or multimodal network data refers to
such network representation that captures multiple separate types of nodes and ties both within between
these types. In the case of corporate corruption, multilevel networks may help in capturing the role of
nonhuman nodes involved in the corruption, such as companies, the affiliation of actors to them, and the
ties among the companies (e.g., contracts). Similarly to network dynamics, including this additional
information may enrich the picture of the network and our analytical insights about corruption, but it may
not be always or fully available in the Statements of Facts.

As the preceding paragraph together with our results suggest, information availability presents the
largest limitation of our framework. There are two specific instances where the information unavailability
precluded us with going forward in the research. The first such instance was coding of the Rolls-Royce
case. For this case, the Statement of Facts was available, but when coders started extracting the data they
stumbled upon the fact that essential information for constructing network data was vague or unclear in
this particular case. This related to theway actors are referred to in the SoF. In all the other cases, each actor
was referred to by a single distinguishable name or nickname. This enables to distinguish who interacts
with whom throughout the entire SoF. However, in the Rolls-Royce case, actors were simply labeled as
“Rolls-Royce employee” despite referring to different individuals, making it in turn impossible to
distinguish who exactly was the actor participating in a given relation or interaction. As this occurred
frequently in the SoF for this case, it was not possible to extract any meaningful network representation
from it due to the fact that the very first step in the data extraction, establishing the node set, could not be
done unambiguously as in the remaining case. The second instance, where unavailable information
restricted the data we were able to extract, was while coding the gender of actors involved in our cases.
Only in the smallest case (Güralp, n = 5), it was clearly possible to code the gender of all involved actors.
In the remaining cases, it was not always possible to infer actor’s gender from personal pronouns or their
(nick)name, especially for actors who appeared only once or a few times in the SoF. This makes any
coding and subsequent analysis of the role of gender in our networks severely limited. Similarly, the
anonymization of a given SoF makes it practically impossible to use data sources (e.g., media, criminal
justice files, online registers) to triangulate or complement the information with.

Unclear labeling of actors and missing information about their gender both stem from the same
underlying issue, which has a more general impact on data collection on covert and criminal networks.
The issue is that the original data sources are not primarily intended for scientific purposes, but for legal
(in the cases of DPAs or court records) or security (such as police monitoring data) purposes. Therefore,
information that may be of scientific relevance may simply not be contained in the data source, because it
is of little or no importance with regard to its primary purpose (cf. Diviák et al., 2020). Further, as we have
explained above, there is no “ground truth” underlying network against which researchers could compare
their data or use to triangulate, which makes unavailability of information an obstacle impossible to
overcome in this research area and thus to answer certain research questions. Researchers should keep this
in mindwhen collecting data in a similar way as in this study, as the data source itself is a representation of
reality constructed with a specific aim such as prosecution or surveillance. This may in turn introduce
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biases in the data such as the spotlight effect, which denotes a disproportionate attention to certain
individuals in the data source (e.g., public figures in themedia coverage or initially monitored actors in the
police investigation) making them appear to be more central in the network even though it may only be
that they are more frequently and/or thoroughly observed (Smith and Papachristos, 2016; Bright et al.,
2018; Diviák, 2019). Awareness of these potential sources of biases is very important as knowing how any
given bias might have affected the data can be used to account for it for instance by including appropriate
control variables in statistical modeling or by cautious interpretation of results.

Speaking of further research, there are numerous opportunities for the data we collected open for both
substantive and methodological research. In terms of substantive research, SNA guided with appropriate
testable theories can illuminate the networks we constructed in this study by describing their structure and
testing the mechanisms that generate these structures. Situated in the context of previous research, this
data can thus contribute to the research on corruption networks and the way they operate (Lauchs et al.,
2011; Diviák et al., 2019; Luna-Pla and Nicolás-Carlock, 2020; Wachs et al., 2020). Exploratory probe
into three of the network extracted here reveals remarkable structural similarities in the centralization of
their structures despite the differences in the sizes of the networks or their time span (Diviák and Lord,
2022). In terms of methodological research, our data collection framework may be further extended to
other sources of textual data and it may also be automated using available methods for automated text
analysis (natural language processing methods). The issues with irregular structure and latency of content
together with our aim to grasp the qualitative context of each case led us to utilize manual coding here, but
for large bodies of text, devising an automated mode of extraction may save time and be worth the effort.
For our cases with 31.2 pages on average (range 15–55), it was more efficient to conduct manual coding.
Content automatically extracted from voluminous bodies of text may be in turn validated by human
coders by coding a subset of the data source.

Using a common framework for data extraction that we presented in this article together with the
analytical toolbox in SNA for both descriptive and inferential analysis has the potential to enhance
comparability across studies and accumulation of knowledge in the research on corruption. Robust
evidence gained with rigorous methods can then eventually be used for designing intervention and
prevention measures in combatting corruption, provided that researchers critically examine the potential
consequences of the measures with a dose of scientific skepticism.
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