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This article is a critical reflection on the manifoldness of the notion of “partnership” in Critical Infrastructure Protection. It is argued that the partnership arrangement can be a promising political approach to CIP if the details of public-private cooperation— that is: the participants, the duration, the responsibilities and duties, as well as possible financial compensation— are formalized. Illusionary ideas of a “partner-like” relationship between the public and the private, such as those laid down in the German “National Strategy for Critical Infrastructure Protection,” are, however, doomed to fail. State authorities have to actively offer binding regulatory arrangements to private CI firms in order to establish which companies genuinely agree to cooperate— and which do not. Due to the state’s constitutional obligation to guarantee national security and protect the life and health of its citizens, introducing legal requirements is the only possible reaction to a company’s refusal to cooperate. In order to avoid overly intrusive market intervention, the state’s offer to private firms or their industry associations to conclude binding regulatory contracts on CIP matters may serve as a promising compromise between a laissez-faire approach and regulation.

I. Introduction

In the aftermath of the 9/11 terror attacks there was increased political awareness that civil infrastructure is in fact a potential terrorism target and its protection hence a matter of national security. Yet, this new awareness was confronted with a situation which could not be changed by political stakeholders— at least not easily: the privatization and deregulation of the 1980s and 90s led to a large number of critical infrastructures (CI) nowadays being owned or operated by private firms.

When they realized that the state is no longer able to guarantee national security in the field of Critical Infrastructure Protection (CIP) by its own means, policymakers started to refer to “partnerships” between the state and private stakeholders. As a result the term “Public Private Partnership” (PPP) is often used in current CIP-policies, albeit in a rather vague manner.

In the following paper it is argued that a distinction must be made between assessing the success of PPP in the context of CIP in the past and its possible deployment in the future. When “looking back” on existing CIP policies, the dominant issue is that the state— responsible for protecting the life and health of its citizens by means of adequate CIP— found itself in a policy area that, due to privatization, is dominated by private firms. However, when looking at the possible future of CIP one may abandon this initial position to contemplate more promising applications of PPPs in CIP policies. As an example for these different perspectives on PPP in CIP, this paper will refer to the German national CIP-strategy.

II. Dealing with Different Types of Partnerships in CIP

1. Looking back: The “Illusionary Partnership” at the Example of the German Approach to CIP

When German politicians started to consider CIP from the perspective of national security, mainly af-
ter the terrorist attacks of 2001, direct political influence on the safety and security standards of these infrastructures based on government ownership was no longer possible. As in other Western nations, former state-owned enterprises had been privatised in Germany in the 1980s and 1990s. It is estimated that about 80% of German critical infrastructures are nowadays in private ownership. Examples are companies in the energy, water, food, transport and telecommunications sectors.\(^2\)

As the re-nationalisation of CI-companies was politically infeasible – primarily due to the costs associated with expropriation\(^3\) and in light of the fact that these recently privatized infrastructures significantly contribute to the competitiveness and prosperity of the economy –,\(^4\) alternative political instruments had to be created. The idea of entering into a partnership with CI-companies arose.\(^5\) In the German “National Strategy for Critical Infrastructure Protection (CIP Strategy)”\(^6\) of 2009, the notion of “partnership” is referred to in order to describe a more or less vague concept of collaboration between the state and those private corporations which own or operate CI.\(^7\)

The approach is rather vague as it is not laid down in any kind of written or clearly formulated agreement between the state and private CI-enterprises. Nor is the duration of the collaboration defined. Instead, the German Federal Ministry of the Interior (BMI), which is responsible for internal security, issued different guidelines and recommendations on how to improve security measures and business continuity management of all possible enterprises connected with CI.\(^8\) The concrete addressees of this political appeal remain unclear. The lack of any formal contract defining participants, responsibilities and risk allocation distinguishes the approach from the conventional concept of PPP.\(^9\)

In contrast to the fuzziness of this foundation of the cooperation between the public and the private sector, the informal guidelines formulate the tasks of private CI-enterprises contributing to the security and safety of the complex network of CI in a very clear and detailed manner. In Germany, for example, CI-companies are called upon to improve their risk and crisis management by creating redundant capacities. Furthermore, they are asked to participate in a dialogue on safety and security incidents with state authorities in a spirit of partnership. For this purpose they have to create “single points of contact” in their specific industry sector.\(^10\) Again, the enterprises’ obligation to fulfil these concrete tasks is not laid down in any kind of contract or law.

This political approach provokes some critical remarks: It seems obvious that – as a result of privatization – guaranteeing national security in the field of CIP can no longer be the exclusive domain of the state. However, simply assuming the existence of a “shared responsibility” between the public and the private sector without any legal basis, as is done by the BMI,\(^11\) is not a reasonable or responsible political strategy.

German authorities assume that fulfilling the complex catalogue of CIP tasks, mainly formulated by state authorities, is in the self-interest of the owners and operators of CI. In other words, the state presup-
poses that the private interest in ensuring business continuity and the state’s interest in realizing national security policies are largely conform. This supposed conformance is not only the reason for refraining from written arrangements between the public and the private sector, it is also the reason why the state refrains from employing other political instruments—such as regulation or the funding of CIP tasks.

There are fundamental aspects that caution against this assumed complementarity of interests. First of all, it is misleading if state authorities speak about their “shared responsibility” with private stakeholders, as this language might distract from the core responsibility of the state to guarantee national security. This responsibility is, in the German case, founded in the constitutional obligation of the state to protect the life and health of its citizens. Even if state authorities and the legislator have broad political discretion in how to organize and realize their responsibility, the role of government in providing the public good of security in CIP must be clear. “Corporate social responsibilities” of private CI firms might be a legitimate subject of debate. However, in formulating policies, the state cannot blindly trust in private actors to fulfill CIP obligations voluntarily—as long as these obligations are not legally binding, or as long as there is no adequate compensation for the costs connected with performing these tasks.

In addition, the complex and costly nature of CIP tasks entrusted to private companies suggests that not all of these tasks reflect the self-interest of the owners and operators of critical infrastructure. It is a main characteristic of CIP measures that they contribute to the safety and security of the complex network of critical infrastructure as a whole. If the concrete safety measure does not serve the business continuity of the company in question, but contributes to increasing security of the CI network structure, in terms of public goods theory realizing this measure means creating so-called “additional social costs” for the company concerned. As long as state policy trust in the private sector to pay for these social costs voluntarily, the “illusion of a risk transfer to the private sector” is perpetuated. Furthermore, the question of equality in cooperation calls for caution in assessing the quality of “loose partnerships” of this type: Private CI companies are asked to communicate sensitive information about security incidents to their public partners. It is questionable how they could really step into a dialogue in a spirit of partnership—as suggested by the BMI—if the public cooperation partner is often the very supervisory authority responsible for taking action against security deficiencies. As to the role of public authorities in this dialogue: Improving CIP in general depends on improving the protective measures of every single company operating critical infrastructure, be it a large-scale company or a small-scale company. Thus, realizing CIP policies effectively depends on a range of technical and organizational factors which vary tremendously from CI sector to CI sector and from business to business.
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This initial condition not only complicates the design of a “one size fits all” policy approach to CIP; it also reveals the inability of the state to properly guarantee or control the implementation of CIP measures by the private sector. If “efficient risk allocation dictates that risk must rest with the most able party to retain”, the state is obviously unable to bear the risk of either producing CIP or controlling the private production by its own means. In this regard, the so-called “capture theory” cautions against the state becoming mired in non-transparent lobbying if public authorities depend on information and knowledge provided by private players. Research findings on PPP point to the fact that it is a fundamental challenge to structure PPP contracts in detail. The challenge of realizing national security collaboratively without explicitly formulating responsibilities and risks is even greater. If, in addition, it remains unclear which enterprises of those owning or operating CI are willing and able to cooperate with state authorities, this challenge seems to be too big to be met. The state, trying to offer a partnership in CIP retroactively and ad in certas personas, neglects its constitutional obligation of guaranteeing national security.

2. The Turning Point: Regulation as the Alternative to PPP?

Interestingly, the “illusory nature” of this political approach to partnerships in CIP seems to have caught the attention of German politicians: In 2012 the German Federal Ministry of the Interior issued a draft law on IT security of CI. Although a multitude of (public and private) laws define differing safety and security standards for different CI sectors, this draft law on IT security is the first attempt to address CI operators directly and comprehensively. If the law is passed, a high number of the tasks which were formerly formulated in informal guidelines and recommendations would then be prescribed by law: Based on a legal definition of CI, their operators are obliged to establish technical and organizational minimum standards of IT security, to specify emergency plans, to report significant IT security incidents to the Federal Office for Information Security (BSI) and to guarantee availability with public authorities in case of emergency. These obligations are mainly of a procedural nature.

In justifying its political turnaround by introducing regulation to protect CI, the ministry argues that – in the specific field of cyber security – the collaboration between the public and the private needs to be improved in order to ensure the necessary minimum standards of safety and security of IT-CI. Obviously, also from the viewpoint of state authorities, the relationship between the public and the private “in a spirit of partnership” has failed. In order to overcome deficiencies in the loose partnership concept, there are good reasons for the state to define CIP tasks of private companies in regulation: The law provides a clear separation and distribution of responsibilities between private and public stakeholders and establishes the state’s right to directly control private ac-

22 The law was not adopted during the last legislative period under the government of the Christian Democratic Union/Christian Social Union (CDU/CSU) and the liberal Free Democratic Party (FDP), ending in September 2013. The bill was taken up again after the election by the Federal Ministry of the Interior, still administered by a member of CDU/CSU, under the grand coalition between CDU/CSU and the Social Democratic Party (SPD). The Federal Ministry of the Interior forwarded its draft bill to the other federal ministries involved for further consultation on 19 August 2014. In the meantime, after completion of this article, the draft bill was adopted by the Federal Government (on 17 December 2014, see “Bundestags-Drucksache 18/4096”) and, subsequently, with a few changes passed by the German Bundestag (on 12 June 2014, see “Bundestags-Drucksache 18/5121”). As changes do not concern the aspects referred to in the following, the reference to the original draft bill was not altered.
26 Draft law on IT security, supra note 23 at p. 2.
tivities and to enforce CIP standards by sanctioning failure to comply. At the same time, “command and control” regulation of this type is, besides government ownership, the most interventionist and centralist policy instrument for the state to achieve adequate levels of protection for critical infrastructure.27 As current state policies are predominantly guided by a governance model (to be differentiated from a government model), incorporating the self-regulating capacities of the private sector to the largest possible extent, the search for alternatives seems worthwhile.

3. Looking into the Future: Chances for “genuine Partnerships” in CIP

Is this German shift towards regulation paradigmatic for the overall failure of the partnership model in CIP?28 In other words: Is there a middle way between the objectionable concept of loose and illusionary partnerships and formal regulation?

One possibility of maintaining the concept of collaboration without reducing it to direct partnerships is the “expanded governance model for CIP”.29 In this approach, state authorities have the task to coordinate and stimulate self-regulating networks of private companies running or owning CI. After defining and communicating policy goals and priorities, the state exercises indirect control by funding or providing incentives for private networks to achieve these tasks. Some of the disadvantages of the German “illusionary partnership model” – as discussed above – could be minimized by this approach: Instead of over-extended state authorities, private companies control each other thereby enforcing new standards of CI safety and security.30 Instead of grounding the partnership between the public and the private on the illusion of mutual trust, the role of public authorities is reduced to promoting existing or supporting the emergence of new self-regulating private networks.

Nevertheless, one major challenge cannot be met by the network model either: The outsourcing of essential functions in the field of CIP to self-regulating networks entails an unclear allocation of responsibilities as long as these networks are not subject to government monitoring.31 This deficit points to the, in my view, most important aspect in discussing different policy instruments for CIP: the fact that the state cannot acquit itself of the constitutional duty to ensure inner security of the nation – which inevitably calls for some kind of direct state control.32 At the same time, the dependency of state authorities on the knowledge and expertise of private stakeholders cannot be overlooked.

A possible arrangement for reconciling these two constraints is to introduce “flexible elements” in legal standards, as proposed in the German draft law on IT security: The operators of CI and their branch associations will be called upon to propose to the Federal Office for Information Security (BSI) sector-specific criteria for necessary minimum standards on IT security. If this proposal is accepted by the responsible public authorities, private stakeholders themselves define the suitable precautionary measures for their IT security.33 In case of noncompliance, the duty to fulfil these measures can be enforced by the state.34 This is an example for “regulated self-regulation” with particular emphasis on the regulatory aspect.

An alternative way more focused on reinforcing the concept of partnership between the private and the public, by putting particular emphasis on the cooperative aspect, is the concept of “regulation by con-
tract.” This political instrument takes up an element of the “classical” PPP concept: the contractual formalization of the partnership, defining participants, responsibilities and risk allocation. Contractual regulation has been successfully applied in the sphere of environmental law. Here, one can distinguish between contractual arrangements between governments or public authorities and private stakeholders which replace, realize or supplement legal norms.

Some countries have, for instance, refrained from implementing an energy tax, electing to conclude negotiated agreements instead. In return, private firms have committed to reducing their CO₂ emissions.

In agreements supplementing pre-existing regulation, companies have agreed to reduce pollution beyond what is required by law and have conversely benefitted from facilitated permit procedures implemented by public authorities.

Comparable to the long-term objective of CIP, agreements on environmental matters pursue a desirable social result. Thus, the same policy approach could work in the realm of CIP: Instead of introducing a legal “one size fits all” standard for CIP, public authorities could conclude bi- or multilateral contracts with private CIP companies or their industry associations. Contractual regulation reacts to the concrete conditions of the private stakeholders concerned. Thereby, it avoids over-regulation and an overly intrusive state intervention in the market, as well as under-regulation which permits safety and security standards in CIP companies which do not comply with current CIP policies.

As mentioned above, the network character of today’s economic relations presents a major challenge for CIP. Large-scale companies of different sectors are interdependent and depend, at the same time, on the proper working of smaller and medium-sized companies (SMEs) – and vice versa. The multiplicity of stakeholders would be an indisputable challenge to the contractual CIP approach if one public authority (in the case of IT security: the Federal Office for Information Security) had to bargain thousands of contracts with different partners and different contents. However, this challenge does not have to be seen as an obstacle but can be perceived as the opportunity to align the political approach to CIP with the realities of the market: The regulatory approach to CIP is inevitably “abstract-general” as a law on CIP applies to a multitude of cases (abstract) and a multitude of different addressees (general). The addressees are, in the language of the draft law on IT security, the “operators of critical infrastructures,” i.e. the operators of facilities of different sectors, e.g. energy, IT and telecommunication, transport, water supply, health, which are “of major importance to the community.”

An indeterminate formulation of this kind creates legal uncertainty if every single company is obliged to self-evaluate its importance to the functioning of the CI network. While this importance seems obvious for big players such as the German Railway system (Deutsche Bahn), this is not the case for SMEs.

Here, regulation by contract offers the chance to strike a fair balance: In bilateral agreements between the public authority and a large-scale company which is of crucial importance to the community’s security (e.g. energy supplier, atomic plants, German Railways), the state can command particularly high standards of security measures, for example with regard to reporting duties, creating redundant capacities or guaranteeing 24/7 availability for public authorities in case of emergency. If the same CIP measures were applied to SMEs, disproportionate expenditure of personnel and finance would be needed to implement them.

As bilateral contractual relationships with the huge number of SMEs engaged in CI would create
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42 See in this regard the commentary of the Federal Association of SMEs of the IT sector (Bundesverband IT-Mittelstand e.V.) from 2 September 2014, available on the Internet at <http://www.bitmi.de/custom/download/bitmi_140903_stellungnahme_it_sicherheitsgesetz_1409727767.pdf> (last accessed on 27 November 2014).
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unnecessary red tape and bureaucracy, concluding multilateral or collective agreements would be more suitable. The different industry associations – those the draft law on IT security calls upon to deliver proposals for sector-specific minimum standards of CIP – could be mandated by their members to authoritatively bargain contractual CIP conditions. Model agreements could serve as guidelines for the negotiations. The approach of concluding collective agreements was adopted in the German agreement on Global Warming Prevention in 1995, in which the major industry associations agreed on reducing CO₂ emissions by the end of 2005.  

The advantage this approach offers to the state is obvious: The “command and control” element, inherent in traditional regulation, is replaced by “command and covenant.” The state avoids restrictive market intervention by adjusting the required CIP standards to the particularities of the company or sector concerned and, at the same time, respects its core responsibility to ensure national security by means of direct control. One important component of this core responsibility of the state is the financial responsibility for measures relevant for protecting national security: The draft law on IT security was and is subject to the resistance of industry. Considering that the law imposes “additional social costs” on CI enterprises, caused by CIP measures which do not comprehensively serve the business continuity of the company in question, but contribute to increasing security of the CI network structure, this resistance is understandable. If, in individual cases, these “additional social costs” impose a disproportionate burden on the company in question, the contractual approach allows the companies to bargain for state compensation.  

This aspect can be of particular relevance for SMEs belonging to the core CI-community.

While the above-mentioned German environmental agreement was non-binding, the state’s constitutional duty to protect the life and health of its citizens by means of adequate CIP requires the conclusion of legally binding contracts, enforceable through courts. This condition might, in some countries, necessitate the approval of Parliament. In Germany, the constitutional principle of “requirement of formal law” would in all likelihood require the specific enactment of a parliamentary statute authorizing public authorities to conclude legally binding contracts on CIP measures. This involvement of elected representatives can be of crucial importance for guaranteeing transparency and avoiding the lobbying referred to above.

What are the incentives of private CI companies to accept the state’s offer of contractual regulation? Here a distinction is needed: While the state can require accepting the contractual CIP approach as a condition for an impending privatization of the small number of CI enterprises which are still state-owned (e.g. water supply), the same does not apply to privatized companies. For profit-oriented privatized CI companies, avoiding costly and disproportionate market intervention triggered by over-regulation is of fundamental importance. A core incentive in this regard is the avoidance of formal regulation. The state actively creates this incentive by threatening in-depth regulatory intervention if the private sector takes no action. “Legislators can threaten to enact adverse legislation unless potentially affected actors alter their behaviour to accommodate the legislators’ demands.” For the companies participating in the environmental agreement of 1995, the expected benefit of concluding the agreement was that it would ensure that the waste heat ordinance would not come
into force and that the carbon/energy tax would not be levied.\textsuperscript{51} This is what can be called the “shadow of hierarchy.”\textsuperscript{52} Even if the contractual arrangements were of legally binding nature, the threat of formal regulation remains. A regulatory “one size fits all” approach (abstract, vague standards, etc.) necessarily ignores the different needs of private addressees; this fact alone may constitute a major disadvantage of regulation for CI companies.

\section*{III. Concluding Remarks}

In this article, the manifoldness of the notion of “partnership” in Critical Infrastructure Protection has been critically reflected. It has been argued that the partnership arrangement can be a promising political approach to CIP if the details of public-private cooperation – that is: the participants, the duration, the responsibilities and duties, as well as possible financial compensation – are formalized. It is up to the state to refrain from conveying unrealistic illusions of a partnership with the private CI sector and instead take a fresh look at the instrument of partnership agreements. State authorities have to actively offer binding regulatory arrangements to private CI firms to establish which companies genuinely agree to cooperate – and which do not. Due to the state’s constitutional obligation to guarantee national security and to protect the life and health of its citizens, introducing legal requirements is the only possible reaction to a company’s refusal to cooperate. In order to avoid overly intrusive market intervention, the state’s offer to private firms or their industry associations to conclude binding regulatory contracts on CIP matters may serve as a promising compromise between a laissez-faire approach and regulation.

However, the “regulation by contract” model is not a miracle cure either. Problems might arise if some of the “big players” of an important CI sector agree to contract with state authorities, and others, operating CI of core relevance for national security, do not. In this case, total state control by means of regulation which is binding on all operators of CI must prevail. Moreover, contracts are imperfect policy instruments as they cannot react to anticipated issues that extend beyond the scope of the specific contract.\textsuperscript{53} New kinds of threats to national security can require new security measures which might not be covered by the contractual duties of CI operators. At this instant, the crucial question of supplementary commitments of private companies for the desirable social objective “national security” revives. This challenge presupposes a level of flexibility which cannot be met by any type of binding arrangement – be it a legal or a contractual requirement.

However, the contractual formalization of CIP partnerships offers chances which should not be underestimated: If public and private stakeholders enter into result-oriented negotiations, dialoguing on security matters occurs on a realistic level. This helps the state to refrain from formulating policy approaches based on wishful thinking about the functioning of the market and to fulfil, thereby, its constitutional obligation to protect its citizens.
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