
Transparency and Openness Policy –EESTRSE 

 

The following standards are based on those proposed by the Center for Open Science (COS). For 

questions on compliance, please contact the editorial office. 

Research articles should contain sufficient information to allow others to understand, verify and 

replicate new findings. Therefore: 

 

1. Authors must make resources such as data, materials, protocols and software code 

available to readers without undue barriers to access. Such materials should be recognized 

as original intellectual contributions and afforded recognition through citation. See When 

and how resources should be made available for more information. 

 

 

2. All data sets and program code used in a publication should be cited in the text and listed 

in the reference section. Information on any restrictions on the accessibility of the resources 

should be included. References for data sets and program code should include a persistent 

identifier, such as a Digital Object Identifier (DOI). Persistent identifiers ensure future access 

to unique published digital objects, such as a text or data set. Persistent identifiers are 

assigned to data sets by digital archives, examples of which include Dryad, Zenodo, 

Dataverse and the Open Science Framework. 

 

Authors should also adhere to any additional requirements that may apply to them in the policies of 

their research funders and host institutions. 

 

To demonstrate compliance with the journal policy, you should include a Data Availability 

Statement at the end of your manuscript. If the data are available in a repository this should be 

stated with the persistent identifier. If the data are available as supplementary material, or is under 

embargo or cannot be publicly released for legal, ethical or other exceptional reasons, the data 

availability statement should make this clear. For examples of Data Availability Statements please 

see the example section below. 

 

For further information on EESTRSE’s Transparency and Openness Policy please see the additional 

information section. 

  

https://cos.io/our-services/top-guidelines/


Data Availability Statements - examples 

 

Availability of data Template for data availability statement 

Data openly available in a public 
repository that issues datasets with DOIs 

The data that support the findings of this study are openly available in 
[repository name] at http://doi.org/[doi], reference number [reference 
number]. 

Data available within the article or its 
supplementary materials 

The authors confirm that the data supporting the findings of this study 
are available within the article [and/or] its supplementary materials. 

Data generated at a central, large-scale 
facility, available upon request 

Raw data were generated at [facility name]. Derived data supporting 
the findings of this study are available from the corresponding author 
[initials] on request. 

Embargo on data due to commercial 
restrictions 

The data that support the findings will be available in [repository name] 
at [URL / DOI link] following a [6 month] embargo from the date of 
publication to allow for commercialisation of research findings. 

Data available on request due to 
privacy/ethical restrictions 

The data that support the findings of this study are available on request 
from the corresponding author, [initials]. The data are not publicly 
available due to [restrictions e.g. their containing information that 
could compromise the privacy of research participants]. 

Data subject to third party restrictions The data that support the findings of this study are available [from] 
[third party]. Restrictions apply to the availability of these data, which 
were used under licence for this study. Data are available [from the 
authors / at URL] with the permission of [third party]. 

Data available on request from the 
authors 

The data that support the findings of this study are available from the 
corresponding author, [author initials], upon reasonable request. 

Data sharing not applicable – no new 
data generated 

Data sharing is not applicable to this article as no new data were 
created or analysed in this study. 

 

  



Transparency and Openness Policy – Additional Information 

When and how resources should be made available 
All resources should be available to peer-reviewers with the exception of physical materials. 

Resources should be made publicly accessible by the time of publication. 

There are three ways in which resources can be made available: 

1. In the article. 

 Data and methods can be included in the journal article itself. 

2. As supplementary information. 

 Resources that do not fit within the journal article itself can be included as supplementary 

information files, hosted by the journal. These will be available to peer-reviewers but will 

not be copy edited or otherwise modified before publication. See Supplementary 

information files, below, for more information. 

3. Deposition in community resources. 

 Resources can also be placed in appropriate external repositories. See Repositories, below, 

for more information. 

Any restrictions on the availability of resources must be reasonable, such as through material 

transfer agreements or charges applied to cover distribution costs. If resources are commercially 

distributed, then this should be indicated in the published article. 

Sensitive and confidential resources 
Some resources might not be possible to share publicly. As far as possible, these resources should be 

made available to appropriate researchers via a managed application processes. The ideal way to 

manage this process is through a third party repository that manages such requests as a service. 

Some repositories that offer this service are available here. In some cases it may be acceptable for 

resources to be made available to peer reviewers but not to others. 

Articles should not include sensitive information, for example personally identifiable data. De-

identified data should be provided as far as that is safe and practical to do. If that is not possible, 

aggregated data derived from sensitive data should be provided. 

Data supporting figures 
The data used to create graphs and other figures should be available to readers to allow further 

analysis. For example, the numerical values plotted in a graph can be provided as an alternative 

version of the figure or as a data file in the Supplementary Information. 

Images 
Original versions of images that have been edited or processed for a journal article should also be 

accessible in their original form. This is particularly important when an image is processed to 

highlight or extenuate a particular feature, as the original data allows readers validate the 

appropriateness of the image processing and the interpretation of the results. 

Transparency in design and analysis 
Methodology must not be reported in a vague or incomplete manner, and must be described in 

sufficient detail to allow readers to fully understand, interpret and verify new research findings. 

Authors should be transparent about their research designs, methods and analytical techniques.  

 

https://osf.io/tvyxz/wiki/8.%20Approved%20Protected%20Access%20Repositories/


Supplementary information files 
Supplementary information files are not edited or otherwise modified by the journal. Authors should 

include any information that will be required by others to allow them to access, interpret and 

process the files. 

In general there are no rules for what types of data or formats should be used. Open, standardized 

file formats are preferred to proprietary formats, though commonly used or ubiquitous proprietary 

file formats are acceptable. 

The file format should be appropriate for the data it contains. For example, data tables should not 

be provided as PDFs, but as spreadsheets or tabular text formats. 

Repositories 
Data and other information or physical materials can be hosted in repositories that: 

 Are committed to the long term preservation and accessibility of their content. 

 Are supported and recognized by the community as appropriate for the resources they hold. 

 Provide stable, unique identifiers for the information they hold. 

 Support linking between their database records and associated published research articles. 

 Allow free public access to their holdings, with reasonable exceptions (such as 

administration charges for the distribution of physical materials). 

Author’s personal or departmental websites do not meet these requirements. 

Specialized repositories that are recognized by the academic community as key tools for particular 

types of data should be used whenever possible. Generalist repositories, which can host a wide 

variety of data types, should be used if no specialized repository exists: examples are Dryad, Zenodo, 

Dataverse and the Open Science Framework. 

As far as possible, repositories should follow FAIR principles to ensure that the materials are 

findable, accessible, interoperable, reusable (see Wilkinson et al (2016), Scientific Data 3, 160018). 

Citation of external resources 
Any datasets or other materials that are deposited in external resources must be referenced with 

sufficient information to allow readers to easily discover and access the content (irrespective of 

whether there are any access controls in place). 

A unique identifier and, if available, a website address for each resource should be given, and any 

other key metadata should also be clearly provided. 

http://datadryad.org/
https://zenodo.org/
https://dataverse.org/
https://osf.io/
https://doi.org/10.1038/sdata.2016.18

